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1 Background
The IEEE 802.19 wireless coexistence TAG intends to develop a coexistence assurance document.  This document is a submission in response to the call for submissions ‎[1] issued earlier this year.  Since the call for submission was sent out the coexistence TAG has been developing proposed changes to the IEEE 802 Policies and Procedures.  Those rules are expected to be ratified at the November IEEE 802 plenary meeting.  An up to date summary of those rule changes can be found in ‎[2] and ‎[3].  These new policies and procedures would require a working group developing a new wireless standard to write a coexistence assurance (CA) document demonstrating that the new standard coexists with current standards.  The CA methodology document is intended to guide the wireless working groups with how to develop a CA document.
The 802.19 TAG intends to describe in the CA methodology document several possible models that can be used to support the CA document.  One of the models that will be included is an analytic model.  See the call for submissions ‎[1] for a description of the various models that are to be included in the CA methodology document.

In May 2004 the author of this submission gave a presentation outlining initial thoughts on an analytic CA model ‎[4].  The purpose of this submission is to fill in the details of such a model.
2 Introduction
This document describes an analytic coexistence assurance (CA) model.  An analytic CA model is an alternative to a more detailed simulation-based CA model.  In an analytic model it may be necessary to make some simplifying assumptions relative to a more detailed simulation model.  However, one is likely to be able to obtain results from an analytic model sooner than with a simulation model.  So the two types of models are complementary approaches.

 Section ‎3 covers definitions and terminology. Section ‎4 gives new acronyms used in this document. Section ‎5 gives an overview of the analytic CA model.  Section ‎6 describes the geometric model.  Section ‎7 describes how to display metrics. Section ‎8 describes the RF path loss model. Section ‎9 describes the model of the interferer in both the frequency and time domain.  Section ‎10 is a model of the receiver in the network being investigated. Section ‎11 specifies the data traffic that flows overt the affected wireless network.  Section ‎12 describes how to estimate the packet error rate.  Section ‎13 is a synthesis of all the model components into a cohesive model.  Examples are given in Section ‎14.  Finally, Section ‎15 is a list of references. 
3 Definitions and Terminology
	Affected Wireless Network
	The wireless network whose performance is affected by the presence of the interfering wireless network.  A CA document shows the effect of the interfering network on the affected network.
(NOTE:  In the past we have use the term victim, which I have chosen to avoid.  Not sure I like this term but it is the best I can come up with)

	Interfering Wireless Network
	The network that is potential causing degradation in the affected network.


4 Acronyms
The following are new acronyms used in this document.

	AWN
	Affected Wireless Network

	IWN
	Interfering Wireless Network

	PER
	Packet Error Rate

	SINR
	Signal to interference plus noise ratio


5 Overview of the Analytic CA Model
The analytic CA model consists of a number of components.  This section gives a brief overview of each of the components of the model.  Section ‎13 describes how all the components of the model fit together.

The first component in the model is the geometric model which describes the location of the nodes in both the affected wireless network (AWN) and the interfering wireless network (IWN).  At a minimum each of these networks must contain at least two nodes.  Unless a more detailed model is needed it is recommended that each network only include two nodes, since usually that is sufficient for demonstrating coexistence.  The geometric model describes the separation between the nodes.  This includes both the separation between nodes in the same network and the separation between nodes in different networks.  The model is made as simple as possible to keep the solution tractable.

The second component in the model is display of network metrics.  This component consists of two parts: the metrics and the format of the display of the metrics.  The metrics should be chosen to illustrate that the interfering wireless network does not overly impact the affected wireless network and that the applications running on the affected wireless network still meet their requirements.  The display of those metrics is to show the impact of the interfering wireless network as a function of parameters, like the separation between the nodes in the affected wireless network and the interfering wireless network.  

The path loss model component gives a formula for the RF power path loss as a function of distance between nodes.  This path loss formula is used to convert from distance to path loss.  The receive power, at any given node, is determined by the transmit power at transmitter and the path loss between the transmitter and the receiver.


The next component in the analytic CA model is the interferer model.  This component models the interfering wireless network.  The model that is used here is a simplified model in which each node in the interfering wireless network sends out RF pulses.  The model includes a spectral model and a temporal model of these pulses.   What this model does not do is model the effect of the signals from the affected wireless network on the interfering wireless network and how its MAC layer may adjust to those effects.  Hence, it is not a closed-loop model.  A closed-loop model would model the changes in the interfering wireless network as a result of the affected wireless network, which ultimately would change the impact on the affected wireless network.  A closed-loop model is best handled in using a simulation which would need to include a more detailed MAC layer model.

The next component in the model is the receiver model.  This is a model of the receiver in the affected wireless network.  This includes the bandwidth of the receiver some assumptions about front-end sensitivity and most importantly a bit-error-rate (BER) curve as a function of signal to interference plus noise (SINR).  This BER curve can be represented in either tabular form or as an analytic expression.

The data traffic component of the model specifies the characteristics of the data traffic that is flowing over the affected wireless network.  This specifies the distribution of frame sizes and the data rate at which the frames are sent.  The combination of the frame size and the data rate specifies the on-air packet duration.


The next component of the model is a method of estimating the packet error rate.  The resulting PER estimate can be used to estimate the performance metrics that are used to demonstrate coexistence.  The PER estimate relies on many of the other components in the model.


Finally, Section ‎13 shows how all of the components of the model fit together, and Section ‎14 gives an example of how to apply the analytic coexistence model.

6 Geometric Model
The geometric component of the analytic CA model describes the location of the nodes for both the affected wireless network (AWN) and the interfering wireless network (IWN).  Implicit in specifying the location of the network nodes, is specifying the number of nodes in each network.  In this document the simplest configuration is used, in which each network has two nodes.  Also, to simplify the analysis it is assumed that one node from each network is nearby a node from the other network and that the other node in each of the networks is farther away.  That allows us to focus on the interference between one node of the IWN and one node of the AWN.  Figure 1 shows the recommended geometric distribution of nodes for both the AWN and IWN.
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Figure 1 : Geometry of Networks

In this figure, the nodes along the y-axis are the nodes of the affected wireless network (AWN) while the nodes along the x-axis are the nodes of the interfering wireless network (IWN).
The distance L affects the received signal power level within the affected wireless network.  The distances d and e affect the interference power level received at the AWN.
In this geometry, if the distance L is large then the only node in the AWN that is affected by the IWN is the node at the origin.  Also, in this geometry, if the distance e is large then the only node in the AWN that affects the AWN is the node at location (d, 0).
The intent of using this geometry is to isolate the interference between one node in the IWN and one node in the AWN.  There are two primary distances that can be varied to illustrate the effect of interference.  The distance L models the distance between devices in the affected network.  For example, L can be used to model the distance between an AP and a non-AP STA if the AWN is an 802.11 WLAN.  The distance d models the separation between the closes nodes in the AWN and the IWN.  For example, d can be used to model the separation between an 802.11 STA and a WPAN device, which are both mobile which can easily lead to these devices coming within close proximity.

7 Display of Metrics
To be filled in later.
8 Path Loss Model
The distances in the geometric distances can be translated into RF path loss using a path loss model, which is typically an equation mapping separation distance to path loss.  Several possible path loss models can be used.  One path loss model that is recommended for indoor usage is a piecewise linear model that represents free space path loss up to 10 meters and beyond 10 meters is representative of a more cluttered environment.  The equation for this recommended path loss model is,
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NOTE: This model applies at 2.4 GHz and needs to be modified to be a function of frequency.

9 Interferer Model
In the analytic CA model the interferer is modeled as an RF pulse generator that generates pulses of varying duration and of varying pulse separation.  This model is a reasonable model for representing many wireless systems; however, it does not model any adaptation of the IWN in response to the presence of the AWN.  If the IWN does adapt its transmission to the presence of another network, that that adaptation would need to be modeled based on the characteristics of the adaptation in the IWN.  However, the pulse generator model of the IWN can still be applied; however, the parameters of this pulse generator (e.g. pulse duration and pulse separation) will chance as a function of the adaptation algorithm within the IWN.
Figure X illustrates the pulses generated by a node in the IWN.  Note that TP is the duration of a pulse and TS is the separation between pulses.  
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