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Introduction
The coexistence simulation of IEEE 802.11y and 802.16h in the 3650 MHz frequency band requires a method of modeling under what conditions a packet error occurs. A packet from a source to a destination (either within 802.11y or 802.16h) will be received at the destination and may possibly be corrupted by interference from the other network. In the simulation we need a method of determining if the received packet is in error.  This document described one method of calculating within the simulation whether a packet error has occurred. To avoid an overly complex simulation it is impractical to run a full PHY level simulation with this system level simulation.  Therefore a simplification is required.
Section 2 described the framework of the model. It defines what is meant by a packet for both the OFDM 802.11y PHY and the OFDMA 802.16h PHY.  It illustrates how the packet is partitioned into section with different signal-to-interference-plus-noise (SINR) levels, and how that framework is utilized in deciding if the packet is in error.  Section 3 summarizes the method of deciding if the packet is in error.  The model requires bit error rate (BER) curves.  These curves are typically obtained by simulation.  To ensure that some BER curves were available, some BER curves are tabulated in Annex A. Other BER curves can be used if desired.

This document augments the 11y/16h simulation parameters document [1].
Framework
First we must specify what we mean by a packet.  A packet is a group of information bits that are sent from a source wireless station to a destination wireless station.  In IEEE 802.11y, which uses an OFDM PHY, a packet is defined as the data portion of an 802.11y PHY packet.  We will ignore the header portion of the 802.11y packet under the assumption that the header is sent with a more robust modulation and coding rate and also contains fewer information bits.  Therefore, we assume that the header is more robust than the data portion.  This is a very good approximation under most conditions.  The packet in 802.11y is illustrated in Figure 1.  We see that the data portion, which we are referring to as the packet, contains N information bits.  Those bits may be encoded in one of a number of modulation and code rates.
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Figure 1: IEEE 802.11y Packet

Since 802.16h uses an OFDM PHY, what we mean by a packet is a little more complicated.  The OFDMA frame consists of a down stream and upstream subframes.  The down stream subframe begins with the preamble, US-Map, DS-Map, FCH, etc.   All this will be grouped into what we will refer to as the header, just like in 802.11.  The data portion of the downstream is divided into bursts.  Similarly the upstream is divided into bursts.  A packet in 802.16h is a set of information bits sent from either a base station to a subscriber station (down stream) or from a subscriber station to a base station (up stream).   A packet is within a burst and occupies a set of subcarriers and OFDM symbols, as shown in Figure 2.
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Figure 2: IEEE 802.16 Packet within US Subframe

In order to determine if in the simulation the packet is in error we need to know the signal to interference plus noise (SINR) within the packet.  Due to the time varying nature of the interference it is possible that the SINR may vary within the packet.  We model this by dividing the packet into M section, where the SINR is constant within a section.  The m-th section contains 
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information bits, with the total number of information bits being, 
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.  The SINR in the m-th section is denoted
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.  Figure 3 shows the partitioning of the packet into section, each with a different SINR level.
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Figure 3: Partitioning of Packet into Sections

From this framework we can develop the formula for probability that the packet is in error.  The packet error event is denoted by 
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and its probability is denoted 
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.  As we mentioned the packet is partitioned into 
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sections.  There are 
[image: image10.wmf]m

N

information bits encoded in the m-th section and the SINR is
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.  For the m-th section we use a bit error rate (BER) curve to determine the bit error rate associated with the SINR of 
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.  The bit error rate will depend on the modulation and coding rate that is used in the section.  For the m-th section we denote the bit error rate as
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.  Given these parameters we can calculate the probability of a packet error.

The probability of the packet being correct is equivalent to the probability of each of the sections of the packet being correct.  Since each section contains 
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information bits and the probability of each of those bits being in error is 
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we can write,


[image: image16.wmf]1

1()(1)

m

M

N

m

m

PPEp

=

-=-

Õ


Therefore we can write the probability that the packet is in error as,
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We define a binary random variable,
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, which has a probability
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of being 1 and a probability 
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of being zero. In the simulation we use a random number generator to generate a realization of the random variable
[image: image21.wmf]X

. If the realization is a one (1) then in the simulation we say the packet was in error. If the realization is a zero (0) then in the simulation we say the packet was not in error.
This approach is an excellent model when the interference is the same bandwidth or larger than the desired signal, since the interference effects all the OFDM subcarriers.  The model is not as accurate when the interference is narrower than the desired signal, since the interference only affects a subset of the subcarriers.  However, a more accurate model to address the case when the interference is narrower than the desired signal, would require a more complex model.  Therefore, for the purposes of a coexistence assurance (CA) simulation this model seems to a be a reasonable trade-off between complexity and accuracy.

Summary of Packet Error Model
This section gives a summary of the steps involved in determining whether a packet is in error within the simulation.
1. Partition the packet into section, where each section has its own SINR. The number of sections is 
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. If the SIRN is constant then there is only a single section.

2. Determine the number of information bits in each packet.  We indicate that number by
[image: image23.wmf]m

N

.

3. Determine the SINR for each section.  We indicate that by 
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.

4. Determine the bit error rate for each section.  The BER will depend on the SINR and also the modulation and coding that is used.  The BER is indicated by
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.

5. Calculate the probability of a packet error, using
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6. Generate a realization of a binary random variable 
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 with probability that 
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7. If the realization of the random variable is 1 then the packet is in error, otherwise it is not in error.
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BER Models
This section includes a bit error rate (BER) table giving the probability of a bit error versus signal-to-noise ratio (SNR).  There are tables for several different modulations (BPSK, QPSK and 16QAM) all using a rate ½ convolutional code.  These tables are provides as one set of tables that can be used to represent the BER curves. All these curves were generated using an additive white Gaussian noise (AWGN) channel.  In a simulation one can replace these curves with other curves obtained from other link simulations.

BPSK with Rate ½ Convolutional Code

Table 1 gives the BER versus SNR for BPSK modulation with a rate ½ convolutional code.  For SNR lower than what is in the table the BER is 0.5 and for SNR higher than what is in the table the BER is 0.  This is a reasonable model for the coexistence assurance (CA) simulation.
	SNR (dB)
	BER

	-2.0
	0.475647

	-1.5
	0.463314

	-1.0
	0.443443

	-0.5
	0.414713

	0.0
	0.374794

	0.5
	0.321109

	1.0
	0.255336

	1.5
	0.184980

	2.0
	0.119425

	2.5
	0.068399

	3.0
	0.034942

	3.5
	0.015359

	4.0
	0.006110

	4.5
	0.002147

	5.0
	0.000692

	5.5
	0.000190

	6.0
	0.000043

	6.5
	0.000011

	7.0
	0.000002


Table 1: BER versus SNR for BPSK with Rate ½ Convolutional Code

QPSK with Rate ½ Convolutional Code

Table 2 gives the BER versus SNR for QPSK modulation with a rate ½ convolutional code.  For SNR lower than what is in the table the BER is 0.5 and for SNR higher than what is in the table the BER is 0.

	SNR (dB)
	BER

	0.0
	0.498518

	0.5
	0.496332

	1.0
	0.491486

	1.5
	0.480727

	2.0
	0.459162

	2.5
	0.418363

	3.0
	0.347778

	3.5
	0.250269

	4.0
	0.146385

	4.5
	0.067490

	5.0
	0.024992

	5.5
	0.007489

	6.0
	0.001906

	6.5
	0.000404

	7.0
	0.000067

	7.5
	0.000010


Table 2: BER versus SNR for QPSK with Rate ½ Convolutional Code

16QAM with Rate ½ Convolutional Code

Table 3 gives the BER versus SNR for 16QAM modulation with a rate ½ convolutional code.  For SNR lower than what is in the table the BER is 0.5 and for SNR higher than what is in the table the BER is 0.

	SNR (dB)
	BER

	6.0
	0.498099

	6.5
	0.493645

	7.0
	0.481205

	7.5
	0.449431

	8.0
	0.381808

	8.5
	0.267869

	9.0
	0.141662

	9.5
	0.054023

	10.0
	0.014947

	10.5
	0.003289

	11.0
	0.000582

	11.5
	0.000079

	12.0
	0.000010

	12.5
	0.000003


Table 3: BER versus SNR for 16QAM with Rate ½ Convolutional Code
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