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Media Independent Handover Services

Tentative Minutes of the IEEE P802.21 Working Group

November 17, 2004

Hyatt Regency Convention Center, San Antonio, TX, USA
Chair: Ajay Rajkumar
Vice Chair: Michael Glenn Williams

Secretary: Xiaoyu Liu

Third Day Meetings: Navarro; Wednesday, November 17, 2004

1. Evaluation Criteria Ad Hoc from 7:00AM to 8:00AM

2. Meeting called to order by Ajay Rajkumar at 8:00AM 

3. Presentation of Proposals

3.1. Proposal #5: 21-04-0165-02-0000-Telcordia_Toshiba_Proposal.pdf, Presented by Subir Das (Telcordia) and Yoshihiro Ohba (Toshiba).
3.1.1. Proposal for MIH function and Information Service was presented.

3.1.2. Bootstrapping issues were raised and highlighted.

3.1.3. Q: Why bootstrapping is so distinct in network discovery stage? A: Slide 43 lists some bootstrapping issues. The problem is that the device may not have any prior knowledge of the visited network, e.g. security mechanism, mobility protocols, etc. In that particular case, you have to define the info you can see from the network. If there are multiple access networks, the info can be seen only when you attached to a particular network. Comment: Your point is correct in terms of bootstrapping and pre-provisioning as an assumption. 
3.1.4. Q: Question on page 17, Security-Getkeyinformation(), we are not going to define security mechanisms in the interfaces because that’s the work of .11, .16, PP/PP2, etc. We assume that some security mechanism exists in the interfaces. Why does MIH deal with the keys? We are not using those keys. A: For pre-authentications in different access networks. Q: Did you use the Getkeyinformation() as part of the steps of the handover process? A: Yes. A security checklist has to be done. 
3.1.5. Q: Slide 22-24, it is mobile-IP functions. Do MIH functions really care about this? A: We take mobile-IP as an example to show how to improve the performances by pre-authentication.  A: This suggestion provides mechanisms to support seamless handover at the higher layers. 
3.1.6. Comment: In your proposal, polling into MIH a number of L3 functions is a problem. From IEEE perspective,.1/.3/.11 or other groups do not make the assumption what protocol carries their frames, IP or SIP or other protocols.  We should move away from those L3 details and translate those mechanisms into generic triggers.
3.1.7. Comment: The pre-authentication allows .11 APs to share keys. But in heterogeneous handover, the only things you can do is mapping. You can not take the keys from BSC and carry them to AP. A: We can utilize some mechanisms in .11i. We need to understand better when we move to .11 and cellular handover. That’s what we need to do.
3.1.8. Q: How did you decide XML or other modeling technologies?  A:  XML model is used across technologies. We need to investigate other modeling technologies. Maybe we could recommend some technology as common practice. 
3.1.9. Q: Slide 20, pre-authentication, because we are talking about heterogeneous handover, are you suggesting that an AP in .11 networks should talk to some elements in 3G networks? Two access networks are talking to each other? A: No. AAA server is responsible to distribute the access key to another network. Q: You mean DIAMETER? RADIUS can not do that. A: The proposal is an extension to .11i pre-authentication. In .11i, APs do need to communication with each other. Like .11i, the proposed heterogeneous pre-authentication does not require an AP in one access network to talk to another BS in another access network. The credential could be sent to the AAA server in the neighbor network. 
3.1.10. Comment: RDF schema or XML is good in appendix, but out of scope of standard.
3.2. Proposal #6: 21-04-0170-01-0000-bhatt_singh.ppt, Presented by Yogesh Bhatt and Ajoy Singh, Motorola
3.2.1. Proposal for MIH architecture and event was presented. 
3.2.2. Q: Could you come up with some system diagrams or handover scenarios? A: Yes. We can harmonize with other proposals. We are making steady progress.
3.2.3. Q: Slide 32, the notion of trigger. You are going to use IETF SAP or IEEE SAP to provide the mapping between L2 and L3? A: There is no SAP in IETF. If you implement fast handover, you have to use MIH SAP. We have to define MIH SAP to provide lower layer information. Comment: There are some mechanisms IETF is missing. We need initiative work for IETF to accept the MIH SAP.
3.2.4. Q: Slide 31, bullet 3, station to station messages, how do you do that? How does the trigger routing happen? A: It might happen. For example, there is MIH entity in the network, but access router is interested in the trigger. So the trigger could be passed to AR if there is a transport mechanism. 
3.2.5. Comment: Slide 27, event registration, we might need some identification of the interfaces on a device. Response: In case of peer-to-peer communication, we have source and destination addresses. 
3.2.6. Comment: Among the long list of trigger/event, it is important to distinguish good case and bad cases. In different several situations, you may receive a whole bunch of L2 changes or triggers. It is also difficult to realize what is good and what is bad. We have to have some ways to isolate such cases. Response: Agree. We need some mechanisms not to generate so many triggers.
3.2.7. Comment: You do not specify the infrastructure to transport the triggers. Response: In cellular and IEEE networks, there have been such interfaces. 
3.2.8. Comment: In terms of the placement of MIH function, each technology or each access network is different. Two obvious candidates: 1. layered approach; 2. functional approach - floating entity (implemented in almost every entity, e.g. AR?). Response: It depends. Comment: We are defining many SAPs. IEEE and cellular are different: in IEEE layer approach is good enough; in cellular PP/PP2 it is different. Comment: Cellular may not like the concept of layer.

3.2.9. Comment: Functional approach, where information transport is distributed, may not be good for time-sensitive handover. Response: That’s why we distinguish trigger (time-critical) from info service (time-insensitive). We could use different delivery protocols.
3.2.10. Q: Slide 7, explain more details of ‘MIH does not make any decision’? A: The decision is not in MIH. Execution of commands is by handler as a hook. 
3.2.11. Comment: About remote triggers, we have strong inputs from IETF. We need to understand and take analysis. Response: yes. IETF already has some work regarding triggers.
3.2.12. Comment: Slide 7, last bullet. The use of IPv6 or other higher layers has problems. We can not use non-802 protocols to solve 802 problems. We should be careful of these remote triggers. Response: Not easy to change all the 802 MACs. So you may need some higher layers to transport the triggers. 
3.2.13. Q: What entity monitors the complex handover, coordinating PP and .11 …? A: Policy engine at network or terminal side. MIH is a function and floating.
3.2.14. Comment: Some feedback from .11n etc. says that new link with hundreds of Mbps may require very short time for predictive triggers. Generalized definitions for triggers may not be enough for all the MAC/PHY. Response: We can come up with some recommendations for specific MACs. 
3.3. Proposal #7: 21-04-0166-01-0000-Varaha.ppt, Presented by Prasad Govindarajan, Varaha
3.3.1. Q: Could you elaborate MIH locations? It belongs to service providers? A: We have discussed this issue earlier. MIH in a service provider may or may not have all information of partner SP, but it may control APs of another SP. In this case, the network collects information and clients get all those service through service provider.
3.3.2. Q: You show IAPP in your proposal? A: The figure is from 802.11f IAPP spec. It just shows an example where we should bound MIH. 
3.3.3. Comment: Slide 27, “most event info polled via information service”, but some events are local. Response: Need rewording ‘most of event info can be polled via info service’. Some info, e.g. RSSI, may not be able to go to network side timely, but is required refreshing. It is polled or on-demand. 
3.3.4. Q: Slide 17, why do we need session identifier and mapping? A: An example, two streams, email and voIP, i.e. two sessions are going on simultaneously. Some intelligent handoff decisions are required. You need to understand what the session is. Comment: If the handoff decision is made out of MIH, such session info may not be necessary. Response: There is probably some level of policy inside of MIH. That’s the assumption.
3.3.5. Q: Slide 19, L2 address mapping. MAC head mapping is done in MIH? A: No, not have to be done in MIH. But you need to understand what’s going on between the two L2s. “L3 Indication for Address Mapping” means different L3 domains.
3.3.6. Comment: To me, ‘compression’ is part of media gateway functions. What is the role of MIH regarding media gateway functions in general? Response: I was basically raising the concern of something we need to be aware first. We may take actions to do something about it.
3.3.7. Q: Slide 14, stack architecture, same color indicates functions in MIH module? A: Yes, include MIH transport, marshaling, collecting individual interface info, and functions in the left side box. 
3.4. Break from 12:15PM to 1:30PM. 

3.5. Meeting called to order by Michael Williams at 1:30PM
3.6. Proposal #8: 21-04-0161-01-0000-Panasonic_MIH_Proposal.ppt, Presented by Benjamin Koh, Panasonic
3.6.1. Q: In your terminal initiated scenario, MIH-MIH signaling is not used? A: Yes, no remote MIH signaling in this scenario. But I am not rolling out that possibility. 
3.6.2. Q: Slide 6, it seems that different primitives are from different MIH lower SAPs. Why do the primitives vary from technologies? A: Just show an example, because three arrows are too many for each lower MAC.

3.6.3. Q: In network initiated handover, what’s the mechanism to carry terminal’s identification? A: Before any network initiated handover, the terminal needs register to MIH.
3.6.4. Q: why didn’t you use mobile IP in your scenarios, embedded in the scenarios? A: Did not show MIP in this presentation. MIP could be one of the upper layers that are registered in MIH.  
3.6.5. Comment: In the network initiated handover, network sends MIH command to terminal to switch interface. One problem is that it takes some time and not quick. Agree with this scenario, but not sure how often it would be practical. Response: It is most likely some policy decision such as load balancing. It does not to be so fast because there might be one active interface before the handover. Comment: Such scenarios are useful in cellular networks. 
3.6.6. Q: Do you mean any network must use the proposed network initiated handover in future? A: No, not this way. If any network says it enables .21, it could use the proposed mechanism to assist handover.

3.6.7. Q: Are you assuming the network knows all the interfaces a terminal has? A: Not assuming. The network queries the terminal to get the status info of its interfaces.
3.7. Proposal #9: 21-04-0164-00-0000-FreescaleSemiconductor.pdf, Presented by Michael Hoghooghi, Freescale Semiconductor 
3.7.1. Comment: Slide 9, do not see any relationship between MIH capabilities and handover scenarios. 
3.7.2. Comment: Slide 17. 802.11 uses beacon. But it is still very early to discuss beacon in this group. You put info in a beacon, which is a good idea but is not supported by 3G. We should try to be compatible with PP/PP2. Response: The intent is to have minimum impact on the protocols.
3.7.3. Q: Do you think beaconing would be part of bootstrapping sequence discussed earlier? A: Not exactly. But it is one way to do that.
3.7.4. Q: Slide 17, some categories are more obvious than others? A: These are minimum sets. More should be worked on off-line.
3.7.5. Q: Slide 20, not well understood. Network controller is publishing info from different networks to its current associated terminals? A: It depends on who gets the network capability. This is purely an example. It does not necessarily work this way. 

3.7.6. Comment: In a tutorial last night, there was discussion about generic radio resource management across bearer types. In our proposals regarding QoS with different levels of granularity, we could allow for different technology to come through with differentiated capabilities. 
3.7.7. Q: Four QoS bits for 16 options in the proposed beacon. How to map QoS between interfaces? A: Maintain the QoS information in different technologies and do mapping. Broadcast the category. Do not really introduce more QoS granularity just because one technology has more QoS granularity than another. That is, minimum change to existing standards. 
3.8. Proposal #10: 21-04-0169-01-0000-Nokia_MIH_Proposal.ppt, Presented by Stefano M. Faccin, Nokia 
3.8.1. Q: Slide 37, L3 remote transport protocol refers to IETF protocols? A: It is a better candidate. It could be something already there and we extend it.
3.8.2. Q: slide 8, interactions between MIH and bearer manager/applications, some parameters in the primitives depends on what application is used. The triggers depends on some registered higher layer protocols like UDP, or just some generic triggers that could be used by any higher layer protocols? A: The triggers would be the same. Same triggers can carry different info. .21 only defines triggers. Some specific requirements are out of scope of .21.
3.8.3. Q: Connection status request, what connection is referred to here, IP connection or L2 connection? A: L2 connection.
3.8.4. Q: Remote architecture, is there another component? A: Yes, not presented here. 
3.8.5. Q: In cellular network, to implement IP transport, what particular channel is used to carry the info? A: In cellular network, .21 could be carried in L3. The differences between the channels depend on what info you carry.  

3.8.6. Q: Slide 38, Do we want to carry network discovery info, fetching everything from neighbor networks before the start of handover? A: That’s a bootstrapping issue. Prior info would be useful. 

3.8.7. Comment: MIH should not define how to do network selection, but hooks for the info to assist network selection. 
3.8.8. Comment: Need to analyze what kind of L3 protocol could be better used to carry L3 transport info. Response: CARD could be one of the potential protocols and be extended. 
3.8.9. Comment: If we have bridged network, the info could be carried in L2 protocols. We should enable such kind of transport.
3.8.10. Q: Slide 13, connection_ID for MIH exchange? A: For example, bearer manager sends a request to MIH for specific connection. Some time later, another request from upper layers is sent to MIH for another connection. MIH may need to identify different connections.   

3.8.11. Q: Slide 25, you are talking about languages. Do we really care about the implementation details, e.g. whether XML is used? A: .21 does not define languages. Some concerns. 
3.8.12. Q: L3 remote transport, it is some kind of gateway or some network element that is .21 enabled? A: Slide 38/39 is an example. 
3.8.13. Comment: Slide 21, connection_tear_down is not necessarily part of MIH function. MIH does not have to be involved in connection maintenance. It does not facilitate any kind of handover.
3.8.14. Comment: If you use IPsec, you possibly need to know L2 info. Not only the mobile IP.
3.8.15. Q: Slide 8 is in the terminal as an example. Mentioned connection-ID is for multiple applications. If it is similar in the network, would that have a notion of session ID for terminal, or application? A: Would think about it. 
4. Evaluation Criteria Discussion

4.1. 21-04-0152-03-0000-Proposed_Down_Selection_Process.ppt, by Nada
4.1.1. Comment: The discussions in Evaluation Ad Hoc should be available to the group.  
4.1.2. Comment: We should bear 3GPP timeline in mind. 
4.1.3. Comment: We have 13 proposals, but there is still a big hole in 3GPP/PP2. Many proposals are IEEE centric. It is difficult to cover all these aspects before Jan.
4.1.4. Ajay: How many people feel that you want these proposals come back with much more details by Jan?  (Raise hand: 3)

4.1.5. Comment: Personally would not vote ‘Yes’ without any real text. Nada: That’s voting for technical details. Another is voting for actual ‘wording’, without a draft. Then you do need a draft, or piece of draft. There could be many iterations for voting. 
4.1.6. Q: Would you vote yes or no on ‘concept’? A: No. Comment: It is not editor’s job to interpret the concept. 

4.1.7. Comment: Instead of voting before the texts come up, you can do straw poll to see whether this concept is good or not, as .11r does. 

4.1.8. Q: After harmonization, the related proposals are broken into different pieces, or just merged together? For example, two proposals, each has three components. After harmonization, there could be three new proposals for vote? A: Yes.  
4.1.9. Summary by Ajay: Three options: 1. vote in Jan and continue with a phased approach; 2. Extend two months between Jan and Mar. and then vote accordingly. 3. Make more detailed presentations in Jan and come up with final proposals in March. Further discussion would continue in Ad Hoc and come back again tomorrow. 

5. Recess until tomorrow

5.1.1. Fourth day IEEE 802.21 WG meetings on Thursday, 8:00AM
5.1.2. Evaluation Criteria Ad Hoc at 8:30PM on Wednesday
6. Attendees

6.1. Attendees (1 or 2 credits towards voting rights today)










Minutes
                                     Xiaoyu Liu, Samsung AIT

