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Introduction

A new IE provisioned with the address of a proxy which provides access to Emergency Services would provide the STA with useful information in case of unauthenticated handover between available access networks.
Problem Statement

STAs may move during an emergency call. When they move, location may change, access network may change, IP address may change, the boundary of  PSAPs may be crossed, outbound (SIP) proxies may be changed, etc. 

If the outbound (SIP) proxy which provides access to PSAP for a STA does not changes while handing over from one AN to another, the handover procedure will not involve additional application layer procedures in order to keep session continuity. Thus, mobility during the unauthenticated emergency call can be easily preserved.

A STA in unauthenticated state (state 1) does not have any means to discover the address of a proxy providing access to PSAP, other than the 802.11u defined mechanisms.
Suggested Remendy
[Modify the text as suggested below: Page 50, line 49]
Add a new row into Table 8:

· Type: Access Network Specific Information Elements
· Name of Information Element: TYPE_IE_EmServ_Proxy_Address
· Description: address of the proxy providing access to PSAP
· Data type name: EmServ_Proxy_Address

Add a new row into Table B 13:

· Entry 1

· Type name: EmServ_Proxy_Address

· Derived from: CHOICE(IPv4ADDRESS, IPv6ADDRESS)

· Definition: Address of the proxy providing access to PSAP
· Valid Range: N/A

· Entry 2

· Type name: IPv4ADDRESS

· Derived from: Octet(4)

· Definition: An IP v4 Address

· Valid Range: as described in RFC791
· Entry 3

· Type name: IPv6ADDRESS

· Derived from: OCTET(16)

· Definition: An IPv6 Address
· Valid Range: As described in RFC 2373
Add a type Identifier into Table A-1:
Type: TYPE_IE_EmServ_Proxy_Address

Identifier: 0x1000010C
RDF part: Transport_address (ask Kimichi)

Add a new entry into the Access Network Container list in section 6.5.6.2.1 (IE container):

Type: TYPE_IE_EmServ_Proxy_Address


Length: variable


EmServ_Proxy_Address (optional)
Add the following to the Abbreviation section:
PSAP: Public Safety Answering Point
EmServ: Emergency Service










