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List of TR issues

	Issue #
	Status
	Issue
	Assigned to
	Note

	1
	Text needed
	Add threat analysis section between Use Cases sections and Requirements Section
	Shubhranshu
	

	2
	Text needed
	In Section 3.1.1, explanation is needed on “The CS PoS may be willing to direct unknown MNs”
	Michael/

Shubhranshu
	

	3
	Text needed
	In Section 3.1.1, clarification on role-based and identity-based access control
	Michael/

Shubhranshu
	

	4
	Text needed
	In Section 3.1.1, clarification on selecting well-known IS MIHF
	Michael/

Shubhranshu
	

	5
	Text needed
	A1.3 needs rewording
	Michael
	

	6
	Discuss
	In A1.4, is “MN does not need DoS protection or replay protection from home domain MIHFs” a  valid assumption?
	Michael/

Shubhranshu/

Subir
	

	7
	Discuss
	In A2.4, is “the The MN does not need DoS protection or replay protection from visited domain MIHFs” valid assumption?
	Michael/

Shubhranshu/

Subir
	

	8
	Discuss 
	“R2.1: When the MN MIHF is in a visited domain, there shall be a service that indicates to the visited NN MIHFs that the communicating MN MIHF is visiting.”
What is the service?

Same comment for R2.2.
	Michael/

Shubhranshu/

Subir
	

	9
	Text needed
	Terminology section is needed for MIH security
	Lily/

Michael
	

	10
	Discuss
	Are a Flow Chart and changes to the Use Cases described in 21-08-0130-00-0sec-mih-security-use-case-samples.doc needed?
	Lily/

Michael/

Subir
	



















































































































































































































































































2

