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1 Comment #2
· Comment: In your (revised) response to my comment #145 on the second recirc you state: "The MIH Protocol is interoperable at both L2 and L3. At L2 the MIH Protocol uses an ethertype as specified by MIH Protocol Ethertype to achieve interoperability. The IEEE 802.21 WG has applied for this ethertype with the IEEE ethernet assignment body. At L3 the MIH Protocol frames are encapsulated within IP frames using a transport protocol such as UDP/TCP/SCTP. Please refer to subclause 5.7. for more details on transport considerations. The protocol behavior is specified in clause 8." Firstly, if you haven't yet been allocated an Ethertype, then the specification is incomplete and cannot be published; please note that this isn't simply an administrative/editorial issue, as the Ethertype allocation process involves technical vetting of the protocol specification by the IEEE RA's consultant. Secondly, the specification of the protocol doesn't appear to make any clear statements about how L2 addressing is used "...when destination MIHF ID is not known to a sending MIHF" (8.3.1.) The following sentence in 8.3.1 states: "When MIH protocol message with broadcast MIHF ID is transmitted over data plane, the MIH protocol message is broadcasted over either L2 or L3 data plane." If what you are suggesting is that the protocol makes use of the broadcast MAC address (all F's), then think again; this is not a great idea in a LAN environment, as the scope of that address is literally every station on the LAN. No self-respecting protocol specification uses the broadcast MAC address these days. If you mean to use one or more of the reserved group addresses specified in Clause 8 of IEEE Std 802.1Q that have defined transmission scopes within LAN environments, then you'd better specify which addresses you plan to use, and in what circumstances.

· Proposed Resolution by the commenter: (1.) Specify the Ethertype value in the draft. This is a pre-(not post-) condition for getting the standard approved, for the reasons stated in the comment. (2.) Specify, in detail, how individual and group MAC addressing is used in support of this protocol.
· This contribution addresses proposed resolution (2). 

2 Considerations
· For data plane, multicast with the use of group MAC address is used instead of broadcast for sending an MIH messages to multiple destinations.

· For media-specific control plane, broadcast is still used, e.g., 802.11 beacons. 

· Since MN and PoS are end systems not bridge entities, Standard MAC Group Addresses should be used.
· Not all MIH nodes are interested in receiving a specific multicast MIH messages. For example, multicast MIH_Capability_Discover requests are processed by MIH network nodes, not by MNs.

· MARP (multicast attribute registration protocol) are not needed for multicasting MIH messages, considering the nature of traffic volume generated by MIH capability discovery.
3 Proposed Resolution

[1] Add the following Clause in Clause 5.7:
5.7.X Group MAC address 

Some MIH protocol PDUs are multicast over data plane as specified in Clause 8.4.2.4.3. For multicasting MIH PDUs over IEEE 802 data plane, two standard MAC group addresses are assigned as shown in Table X.
IEEE 802.1D and 802.1Q MAC bridges in a LAN where MIH protocol PDUs are multicast shall be configured to relay the two group MAC addresses.
Table X: MIH protocol group MAC addresses
	Assigned
	Value

	All MIH Nodes
	To be assigned

	All MIH Network Nodes
	To be assigned


 5.7.3 Transport
[1] Change Clauses 8.2.4.3.3 and 8.2.4.3.4 as follows:
“8.2.4.3.3 Unsolicited MIH capability discovery 
An MIHF discovers peer MIHF entities and their capabilities either by listening to media-specific  broadcast messages over the control plane or media-independent multicast messages over the data plane. 
For example, by listening to a media-specific broadcast message such as a Beacon frame in IEEE 802.11 or a DCD in IEEE 802.16, link layers on an MN forward the received message to its MIHF. When an  MIH_Capability_Discover response message is broadcast over the media-specific control plane or multicast over the data plane, the broadcast MIHF ID is used as the destination MIHF ID. When an MIH_Capability_Discover response message is multicast over IEEE 802 data plane, ‘All MIH Nodes’ group MAC address is used as the group address.“
8.2.4.3.4 Solicited MIH capability discovery 
An MIHF (the requestor) discovers its peer MIH functions and its capability by multicasting or unicasting an MIH_Capability_Discover request message over data plan. When the MIH_Capability_Discover request message is unicast, a known MIHF ID is used as the destination MIHF ID.  When the MIH_Capability_Discover request message is multicast, the broadcast MIHF ID is used as the destination MIHF ID.  When the MIH_Capability_Discover request message is multicast over IEEE 802 media, ‘All MIH Network Nodes’ group address is used as the destination MAC address. Only MIH network entities respond to a broadcasted MIH_Capability_Discover request. When a peer MIH function (the responder) receives the MIH_Capability_Discover request message, it sends MIH_Capability_Discover response message back to the requestor. The response is sent by using the same transport type over which the request message was received. When the requestor receives the unicast MIH_Capability_Discover response message, it learns the responder’s MIHF ID by checking the source ID of MIH_Capability_Discover response. For complete operation, the requestor sets a timer at the time of sending an MIH_Capability_Discover request during which time the requestor is in waiting state for a response from the responder. When the response message is received while the timer is running, the requestor stops the timer and finishes the MIH function and capability discovery procedure. When the timer expires without receiving a response message, the requestor tries the combined MIH function discovery and capability discovery procedure by using a dif-ferent transport or terminate the MIH function and capability discovery procedure.
[3] Change Clauses 8.6.1.1 and 8.6.1.2 as follows:

“
8.6.1.1 MIH_Capability_Discover request 
The corresponding MIH primitive of this message is defined in 7.4.1.1. If a requesting MIHF entity does not know the destination MIHF entity’s MIHF ID, the requesting MIHF entity fills its destination MIHF ID with broadcast MIHF ID and multicasts this message over the data plane over L2 or L3. If a requesting MIHF entity knows the destination MIHF entity’s MIHF ID, the requesting MIHF entity fills its destination MIHF ID and unicast this message over the data plane, either L2 or L3. 
If the generation of this message is invoked upon receiving MIH capability advertisement in unauthenticated state through media specific broadcast message, such as Beacon frame and DCD, destination MIHF ID is filled with broadcast MIHF ID and this message is transmitted over the control plane using a L2 management frame, such as a 802.11 management action frame or a 802.16 MIH MAC management message. 
This message contains the SupportedMihEventList, SupportedMihCommandList, SupportedISQuery- TypeList, SupportedTransportList, and MBBHandoverSupport TLVs to enable the receiving MIHF to dis-cover the sending MIHF's capability. Therefore, peer MIHF entities can discover each other's MIH capability by one MIH protocol message transaction.
8.6.1.2 MIH_Capability_Discover response
The corresponding MIH primitive of this message is defined in 7.4.1.3. 
Only an MIHF capable network entity responds with an MIH_Capability_Discover response to the received MIH_Capability_Discover request with a broadcast MIHF ID, or send unsolicited MIH_Capability_Discover responses periodically. When an unsolicited MIH_Capability_Discover response is broadcast over the media-specific control plane or multicast over the data plane to advertise its MIHF ID and capabilities, Destination ID is a broadcast MIHF ID.
“
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