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	Type of Project: PAR for a New Standard 

	1.1 Project Number: P802.21.1 

	1.2 Type of Document: Standard 

	1.3 Life Cycle: Full


	2.1 Title of Standard: Standard for Support of Emergency Services in IEEE 802  Local and Metropolitan Area Networks 


	3.1 Name of Working Group: Media Independent Handoff Working Group(C/LM/WG802.21)   
Contact information for Working Group Chair 
Vivek Gupta
16078 NW Andalusian Way 
Portland, Oregon 97229
US
vivekggupta@ieee.org 
Working Group Vice Chair: Subir Das
One Telcordia Drive 
Piscataway, NJ 08854
US, Email: subir@research.telcordia.com

	3.2 Sponsoring Society and Committee: IEEE Computer Society/Local and Metropolitan Area Networks(C/LM) 
Contact information for Sponsor Chair: 
Paul Nikolich
1387 washington st unit 401 
Boston, MA 02118
US
p.nikolich@ieee.org
Contact information for Standards Representative:

	4.1 Type of Ballot: Individual 

	4.2 Expected Date of Submission for Initial Sponsor Ballot: 2011-11

	4.3 Projected Completion Date for Submittal to RevCom: 2012-11

	5.1 Approximate number of people expected to work on this project: 25 


	5.2 Scope of Proposed Standard: 
This standard defines mechanisms to enable IEEE 802 to support compliance to civil authority requirements for citizen to authority local and national emergency services.  These mechanisms compliment higher layer development for final delivery to Public Service Answering Points (PSAPs).



	5.3 Is the completion of this standard is dependent upon the completion of another standard: Yes 
If yes, please explain: Higher layer development will be required by other SDOs, (e.g IETF ECRIT, 3GPP)


	5.4 Purpose of Proposed Standard: 
The purpose of this standard is to define and specify layer 2 support capabilities across IEEE 802 technologies for emergency calling functions to support compliance to civil authority requirements, including support of the ‘Next Generation E911’ emergency services functionality.  



	5.5 Need for the Project: 
The emergence and rapid growth in the use of packet based voice calling has reduced the effectiveness of emergency calling functionality compared to that typically achieved by the traditional wireline and cellular telecom networks. 
Data encoded emergency calls (e.g. VoIP sessions) across IEEE 802 technologies need to support regulatory requirements.  
No PHY and minimal MAC changes are anticipated in the project.  Any MAC changes will be requested of the appropriated 802 WG.


	5.6 Stakeholders for the Standard: 
Emergency Service authorities and government agencies (e.g. NENA, and the equivalent bodies in ROW); IETF; other telecom, cellular and emergency services standards development organizations (e.g. IETF, 3GPP, ETSI EMTEL). Within IEEE 802, the expected stake holders will be 802.1 for architectural considerations, 802.3, 802.11, 802.16, 802.20 and 802.22 as potential layer 2 alternatives and 802.21 for related handover development.  

	Intellectual Property
6.1.a. Has the IEEE-SA policy on intellectual property been presented to those responsible for preparing/submitting this PAR prior to the PAR submittal to the IEEE-SA Standards Board? Yes
If yes, state date: 2008-11-10
If no, please explain: 
6.1.b. Is the Sponsor aware of any copyright permissions needed for this project? No
If yes, please explain: 
6.1.c. Is the Sponsor aware of possible registration activity related to this project? No
If yes, please explain: 

	7.1 Are there other standards or projects with a similar scope? Yes
Explanation: 

Sponsor Organization: IETF
Project/Standard Number: draft-ietf-ecrit
Project/Standard Date: 
Project/Standard Title: Emergency Context Resolution with Internet Technologies (ECRIT)

	7.2 International Standards Activities 
a. Adoptions 
 Is there potential for this standard to be adopted by another organization? Do not know at this time
 Organization: 
 Technical Committee Name: 
 Technical Committee Number: 
 Contact person Name: 
 Contact Phone: 
 Contact Email: 
b. Joint Development 
 Is it the intent to develop this document jointly with another organization? Do not know at this time
 Organization: 
 Technical Committee Name: 
 Technical Committee Number: 
 Contact person Name: 
 Contact Phone: 
 Contact Email: 
c. Harmonization 
 Are you aware of another organization that may be interested in portions of this document in their standardization development efforts? Do not know at this time
 Organization: 
 Technical Committee Name: IETF ECRIT
 Technical Committee Number: draft-ietf-ecrit
 Contact person Name: Henning Schulzrinne
 Contact Phone: +1 212 939 7004
 Contact Email: hgs+ecrit@cs.columbia.edu

	8.1 Additional Explanatory Notes: (Item Number and Explanation)  See accompanying presentation 21-09-0122-00-00es.


CRITERIA FOR STANDARDS DEVELOPMENT (FIVE CRITERIA)

Broad Market Potential

A standards project authorized by IEEE 802 shall have a broad market potential. Specifically, it shall have the potential for:
a) Broad sets of applicability.
b) Multiple vendors and numerous users.
c) Balanced costs (LAN versus attached stations).
A: An IEEE 802 Emergency Services standard would be applicable to all 802 wireless and wireline end devices and points of attachment which could potentially support emergency services connections. 
B: This would impact most or all vendors of 802 equipment as well as 802 based commercial and large private networks.

The principal requirement of this standard is to support communications data link capabilities for emergency calls identified by government/civil regulatory authorities throughout the world.  This includes development to support emerging requirements for next generation emergency services generated by the emergency services operators and SDOs in concert with government authorities.  

This proposed standard may simplify changes currently under consideration by external organization such as IETF ECRIT.
C: Implementation of changes required by this standard are expected to be primarily software/firmware in nature and affect both end devices and points of attachment.

Compatibility

IEEE 802 defines a family of standards. All standards shall be in conformance with the IEEE 802.1 Architecture, Management and Interworking documents as follows: 802. Overview and Architecture, 802.1D, 802.1Q and parts of 802.1f. If any variances in conformance emerge, they shall be thoroughly disclosed and reviewed with 802.

Each standard in the IEEE 802 family of standards shall include a definition of managed

objects which are compatible with systems management standards.
1. The proposed project will be developed in conformance with the 802 Overview and Architecture.
2. The proposed project will be developed in conformance with 802.1D, 802.1Q, 802.1f.

3. Managed objects will be defined consistent with existing policies and practices for 802.1 standards.
Consideration will be made to ensure compatibility with the 802 architectural model including at least 802, 802.2, 802.1D, 802.1f, 802.1Q, and 802.1X.

Consideration will be made to ensure that compatibility is maintained with 802 security mechanisms and that existing security is not compromised.

Distinct Identity

Each IEEE 802 standard shall have a distinct identity. To achieve this, each authorized

project shall be:

a) Substantially different from other IEEE 802 standards.

b) One unique solution per problem (not two solutions to a problem).

c) Easy for the document reader to select the relevant specification.
1. Existing 802 standards provide some of the individual capabilities required to meet emergency services functionality (e.g. location, connection integrity, beacon notice of alerts).  However, current implementations are inconsistent and do not provide all of the expected capabilities.
2. The need for unique and consistent 802 solutions for emergency calls is driven by insufficient functionality for VoIP based emergency calls across current 802 data link standards.

3. Existing 802 standards do not uniquely recognize an emergency call request and therefore do not address all of the required functionality.  This standard by its title will identify it as the consistent and unique 802 definition of capabilities to support emergency calls.
Technical Feasibility

For a project to be authorized, it shall be able to show its technical feasibility. At a minimum, the proposed project shall show:

a) Demonstrated system feasibility.
b) Proven technology, reasonable testing.
c) Confidence in reliability
Support for some emergency services functionality exists in various forms in different 802 standards or current development projects.  ‘Location’ information in 802.3, and ‘location’ , ‘unauthorized access’ in 802.11 and Beacon alerts are current examples. This project would reuse and harmonize existing 802 functionality and utilize extensions to existing and proven 802 functionality to provide full implementation of emergency services capabilities.  Conceptually similar capabilities (a distinct layer 2 identity and handling for emergency services connections) already exist in 3GPP and 802.16.
Economic Feasibility

For a project to be authorized, it shall be able to show economic feasibility (so far as can reasonably be estimated), for its intended applications. At a minimum, the proposed project shall show:

a) Known cost factors, reliable data.

b) Reasonable cost for performance.

c) Consideration of installation costs.
Support for emergency calls is identified as a requirement for implementation of technology which can provide connectivity for those calls.  Providing a consistent 802 solution to these requirements can simplify and potentially greatly improve support of emergency services functions.

Depending on the solution(s) developed, cost of supporting changes for emergency services could be those typical to any software change supporting a change to 802 standards in end devices and network points of attachment.  Additional changes above 802 would also be required but could be limited to software/routing changes to existing points of attachment.
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