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Minutes of IEEE P802.21a June 24th, 2009 Teleconference 

(Taken by Shubhranshu Singh)

Teleconference Agenda:
· Update on EAP-FRM (by proposer of 21-09-0064)

· Update on Security-related IEs (by proposer of 21-09-0060)

· Update on authenticator discovery (by proposer of 21-09-0063)

IEEE 802.21 TGa Chair Yoshihiro Ohba called the meeting to order.
Meeting started around 10 AM Easter Time

Teleconference Participants:

Yoshihiro Ohba (Toshiba)
Ajay (Alcatel Lucent)
Subir Das (Telecordia)

Ashutosh Dutta (Telecordia)
Rafael Marin-Lopez (UMU)
Da-Peng Liu (China Mobile)
Lily Chen (NIST)
Shubhranshu Singh (Samsung)

Anirudh Bhatt (Samsung)
Update on EAP-FRM proposal 21-09-0064 by Rafael Marin-Lopez (UMU): 

- Got reviewed from a few people, including members in the IETF DIME WG and Bernard Aboba
- Preparing IETF Internet draft for submission. Sent e-mail in this regard to Bernard Aboba

- Some of the comments received from Bernard Aboba & other reviewers are:

· Some standardization work (modification) for AAA is needed

· To  explore this work some outside IETF (may be IEEE -- 802.1x Rev, etc)
Comment/Question (Q): which IETF WG author plans to submit the draft
Answer (A): not decided but may be network WG, need to explore
Comment/Q: planning to submit for IEEE 802.1x Rev ? 

A: No, just exploring 

Comment/Q: what is 802.21 specific ?
Comment: like to see detail text clarifying what is specific to 802.21a 

A: Yes, will update for the July meeting

Comment: Update is contribution with detail text and suggest what should be described in the 802.21 document regarding EAP-FRM
Update on Security-related IEs proposal 21-09-0060 by Lily Chen (NIST): 

Comment/Q: Any updates ?
A: we need IE, but which IE is needed not yet very sure. We may have some L2 and L3 IE such as authentication method, re-authentication, pre-authentication, may include some more in future.
Comment/Q: Is IE something like MIB ? How would one deploy these ?

A : There are two ways, one is to define additional IE to 802.21 i..e use exisitng container. Second, define new container called security container then define security IEs at different level. Decision is 802.21 TGa decision. At this moment no update on one way or other. May be in July meeting we can discuss pros and cons and have some agreement
Comment: could still provide text for July meeting, even though no agreement before that
A: yes, could define some placeholder

C/Q: for single container or existing container?
C: Lets further explore the option, especially from implementation and deployment perspective

A: yes

C: updated contribution can be under re-authentication discussion, will see
Update on authenticator discovery proposal 21-09-0063 Da-Peng Liu (China Mobile): 

Comment: look at the May minutes, caluse 6.6: question is about Command Service, asked that from whom to whom ?
A: modify command service

C: there are two commands one is going to the user. MIH indication can be part of command e.g. handover command

A: OK, it is command then this could be right. It could be local or remote. 

C/Q: command could be used for remote or local user ?
A: yes,

C: if MN initiates authentication to network, it is also local

A: yes

C/Q: what is the use case ?
A: If MN wants to initiate pro-authentication, this command is used locally

C: which IE you have in mind?

A: listed on slide 4, L2 address, IP address
C: command service is  not very clear so will update the proposal

C: do we provide text update in ppt or doc ?

C: we don't have document framework yet e.g. which section, etc

Chair: expect in MS word format document, we don't know the structure of 802.21a but we know that this project is amendment project so section no. basically follows 21 std. Although we require detailed text in July meeting, we don't require exact draft text with target section numbers of 802.21 specification and line-by-line remedies. It’s up to contributor to include such information. 
C/Q: other question is:  if authenticator needs to be defined as well as relation with PoS and PoA

A: has same meaning as in EAP

C: relation with PoS and PoA, may be authenticator could have L2 address or L3 address but does not matter in this case
C: Updated text proposal needs to talk about PoS & PoA co-located and not co-located scenario.
A: Ok
Q: It appears to be an EAP message carried by MIH?
A: in clause 6.5.2, details are given.

C: could not understand why EAP is not needed

A: since in 21 spec as in 6..5.4

C: for authentication I think EAP message needs to be carried but ok for QUERY

C: the comment is that based on the proposal, it is assumed that, these messages are carried by the MIH for pro-authentication. Answer seems to be yes

Q: Has existing link command (link detected) sufficient to define PoS detected? Adding arameters in the message from the information server may be sufficient.

A: Link-detected event may be not sufficient for this.

C: Actually PoS should be PoA (in the May meeting minutes). Anyway answer remains same

Q: For the Information element: only IP address, and not L2 address, is relevant for the authenticator?
A: both L2 and IP addresses, are relevant to authenticator. 

C: comment about detecting PoA event, may be need to clarify who is generating that event?

A: yes will clarify this in updated version

Chair: finished all the agenda item discussion. No more additional teleconf until July meeting. For July meeting, updated submission date is July 5th. Please keep the deadline. A couple of contributors already mentioned they will not able to come to the July face-to-face meeting so considering some options such as SKYPE, bridging, etc.
C: IEEE provides some teleconferencing facilities may be can explore that option 

Meeting ended around 11:20 AM Easter Time. 

