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IEEE P802.21 Media Independent Handover Services

Teleconference Minutes of the IEEE P802.21a Security Task Group 
Chair: Yoshihiro Ohba

Editor: Lily Chen

Minutes taken by Lily Chen 

Date: April 15, 2010, 9:00 pm -11:00 pm,  US EDST

Chair called the teleconference to order, reminded the IEEE-SA patent policy and introduced the participants:

List of Participants:

Subir Das (Telcordia)

Lily Chen (NIST) 

Yoshihiro Ohba (Toshiba Corporation)
Dapeng Liu (China Mobile)

Junghoon Jee (ETRI)

Karen Randall (Randall Consulting)

Chair called the teleconference to order and introduced the participants. Also reminded the IEEE SA patent and policy procedures. 

Subir presented 21-10-0079-00-0sec which describes the option II work item 2:  Using (D)TLS for MIH protection. 

Q:  Is it true that this option does not require any change in TLS or DTLS?

A:  Yes 

Q: Is Figure 5 Caption missing?  Is this a local stack?

A:  Yes. This figure reflects how MIH user and MIHF interactive in case of with or without security association. 

Comments: We are talking about TLS not IPsec, security association may not be a precise term.

Response: It means that within a TLS session or not within a TLS session. 

Q: Is TLS a part of MIHF?

A:  We can say that TLS is used in the MIHF. It is how TLS is invoked in MIHF. The same TLS library will be used by multiple functions. 

Q: What is the new message ID, JJ? 

A:  Yes, just indicate the same number?  

Q: Are TLS handshake messages also carried in MIH?

A:  Yes, See Figure 2. 

Subir: I apologize for not being able to upload the proposal earlier to give every one more time to read. If you have any suggestions and comments, please let me know through e-mail. 

Response: We probably need more time to digest. Let’s try to discuss through e-mails. 

Suggestion: Since Rafa cannot participate the teleconference, shall we discuss proposal 21-10-0080-00-0sec today?

Chair: Does every one agree to change the agenda to discuss 21-10-0080-00-0sec and postpone the discussion on 21-10-00-78-00-0sec to next teleconference?

Agreed to the agenda change and discussed 21-10-0080-00-0sec.

Dapeng presented 21-10-0080-00-0sec which describes the option A in work item 1: Proactive authentication with MSA and the authenticator. 

21-10-0080-00-0sec covers all existing proposals on this option.

Q: Where is it reflected that the PoS encapsulate or de-capsulate EAP messages to L2 format?

A: The current existing proposals do not cover this aspect. It is not clear whether we shall modify the original proposals when we do the harmonization. 

Comment: It has been a long way to understand the security in 21. When the proposals were submitted a year ago, we haven’t understood the 21 this well. We experienced a slow evolution. At this stage, we will modify the proposals if they cannot cover the aspects 21a must address. That is, we will modify when it is needed. 

Response: I will further modify the proposal. 

Comment: we will improve the text. These proposals are good starts. 

Chair: Any more questions or comments? If not, we will discuss issues through e-mails and discuss the modified proposals at the next teleconference. 

The teleconference ended at 10:20 pm US EDST
