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1 Introduction

This proposal is a contribution for the 802.21c in response to 802.21-10/0023r1-srho-802-21c-proposal-guidelines. It covers the network discovery and selection requirements presented in 802.21-10/0017r2-srho-requirements. Especially, this proposal satisfies the following functional requirements in the network discovery and selection:

· Define mechanisms that assist the mobile device to detect the presence of SFF and their services before attaching to the access network.
· Define mechanisms that assist the mobile device to know if the network supports Single radio HO.

This proposal tries to address the above functional requirements by utilizing the media independent information service (MIIS). Hence this proposal introduces a new information element container, IE_CONTAINER_SFF, which includes information elements for SFF. Also it expands an existing information element, IE_NET_CAPABILITIES, to provide capability for supporting SRHO.
This proposal is based on the document structure depicted in 802.21-10/0025r2-srho-802-21c-draft-template.   
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6.5.1 Information elements

The Information Server provides the Signal Forwarding Function (SFF) information and the capability for supporting SRHO for each of the available access networks. The SFF information includes SFF addressing information and tunnel management protocol information. 
Table 1 shows information element containers. The containers are used in the type-length-value (TLV) based query method.
Table 1—Information element container
	Name of container
	Description

	IE_CONTAINER_NETWORK 


	Access Network Container, containing information that depicts an access network.

	IE_CONTAINER_SFF
	 SFF Container, containing information that depicts a SFF.


Table 2 represents the list of Information Elements and their semantics. Each Information Element has an abstract data type (see Annex A for detailed definitions).

Table 2 – Information Element

	Name of information element
	Description
	Data type

	Access network specific information elements

	IE_NET_CAPABILITIES
	Bitmap of access network capabilities.
	NET_CAP

	Signal Forwarding Function information elements

	IE_SFF_IP_ADDR 
	IP address of SFF
	IP_ADDR

	IE_SFF_TUNN_MGMT_PRTO
	Type of tunnel management protocol supported.
	IP_TUNN_MGMT

	IE_SFF_FQDN
	FQDN of SFF.
	FQDN


6.5.2 IE Containers

In the binary representation method, the Information Element Containers are defined, namely the IE_CONTAINER_NETWORK and the IE_CONTAINER_SFF:

· IE_CONTAINER_NETWORK—contains all the information depicting an access network, as shown in Table 3.
Table 3 – IE_CONTAINER_NETWORK definition

	Information element ID = (see Table B.1)
	Length = variable

	IE_NET_CAPABILITIES


· IE_CONTAINER_SFF – contains all the information depicting a SFF as shown in Table 4. 
Table 4 – IE_CONTAINER_SFF definition

	Information element ID = (see Table B.1)
	Length = variable

	IE_SFF_IP_ADDR

	IE_SFF_TUNN_MGMT_PRTO

	IE_SFF_FQDN
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Annex A
(normative)

Data type definition

A.1 Derived data types 

Table A.1—Data types for information elements

	Data type name
	Derived from
	Definition

	NET_CAPS
	BITMAP(32)
	These bits provide high level capabilities supported on a network.

Bitmap Values: 

Bit 0: Security – Indicates that some level of security is supported when set. 

Bit 1: QoS Class 0 – Indicates that QoS for class 0 is supported when set 

Bit 2: QoS Class 1 – Indicates that QoS for class 1 is supported when set 

Bit 3: QoS Class 2 – Indicates that QoS for class 2 is supported when set; Otherwise, no QoS for class 2 support is available. 

Bit 4: QoS Class 3 – Indicates that QoS for class 3 is supported when set; Otherwise, no QoS for class 3 support is available. 

Bit 5: QoS Class 4 – Indicates that QoS for class 4 is supported when set; Otherwise, no QoS for class 4 support is available. 

Bit 6: QoS Class 5 – Indicates that QoS for class 5 is supported when set; Otherwise, no QoS for class 5 support is available. 

Bit 7: Internet Access – Indicates that Internet access is supported when set; Otherwise, no Internet access support is available. 

Bit 8: Emergency Services – Indicates that some level of emergency services is supported when set; Otherwise, no emergency service support is available. 

Bit 9: MIH Capability – Indicates that MIH is supported when set; Otherwise, no MIH support is available. 

Bit 10: SRHO Capability – Indicates that SRHO is supported when set; Otherwise, no SRHO support is available. 

Bit 11–31: (Reserved)

	IP_ADDR
	TRANSPORT_ADDR
	Represents an IP address. The Address Type is either 1

(IPv4) or 2 (IPv6).

	IP_TUNN_MGT
	BITMAP(16)
	Indicates the supported tunnel management protocol on SFF.

Bitmap Values: 

Bit 0: IPsec 
Bit 1–15: (Reserved)

	FQDN 


	OCTET_STRING
	The fully qualified domain name of a host as described in IETF RFC 2181.


Annex B
(normative)

Information element identifiers

Table B.1—Information element identifier values

	Name of information element or container
	IE Identifier

	IE_NET_CAPABILITIES
	0x1000010A

	IE_SFF_IP_ADDR
	0x10000206

	IE_SFF_TUNN_MGMT_PRTO
	0x10000207

	IE_SFF_FQDN
	0x10000208

	IE_CONTAINER_NETWORK
	0x10000301

	IE_CONTAINER_SFF
	0x10000303
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