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IEEE 802.21d Gap Analysis

This document serves as a Gap analysis between the functionality provided by IEEE 802.21 and the requirements of IEEE 802.21d.

Current Group addressing mechanisms on base IEEE 802.21 as amended by IEEE 802.21a/b

Current base specification has two modes of addressing within the MIHF identifiers space. It supports unicast addressing, where a message contains an MIH_ID corresponding to the intended receiver of the MIH message and it also supports the so called zero-length MIHF_ID. Messages addressed to the unicast MIHF_ID will be discarded by a receiving MIHF to which the unicast MIHF_ID does not belong to. The zero-length MIHF_ID behaves as a broadcast comodin, enabling any receiving MIHF to process a message sent to this MIHF_ID.

The zero-length MIHF_ID cannot be used by any primitive, being allowed its use only in the following subset:

· MIH_Capability_Discover request




· MIH_Link_Get_Parameters request

· MIH_Link_Configure_Thresholds request 

· MIH_Net_HO_Bcst_Commit indication

· MIH Messages for Information Service:

· MIH_Push_Information indication 

In order to address different groups of MIHFs, the IEEE 802.21b defines the GROUP_INFO data type. This element can be used to identify a group of stations that are engaged in a certain video service identified by the URI of a Multimedia Program.

This mechanism for group identification is useful within the IEEE 802.21b scope, that targets downlink only technologies, mainly used for video broadcasting, but it is clearly not enough for any other application.

In order to provide Group functionality, we need to define a new subspace of the current MIHF_ID space. This new multicast space must be compatible with the current MIHF_ID definition but the identifiers belonging to it must be clearly distinguishable from the unicast ones.

Current Group management mechanisms on base IEEE 802.21 as amended by IEEE 802.21a/b

In the current specifications there is no mechanism in place for the management of groups, since the concept of group is not present in the specification.

In order to provide Group Management functionalities, new mechanisms to enable MIHFs to join and leave groups in a secure and authenticated way must be identified.

MIH protocol support for multicast transport of MIH services

Current specification defines a protocol based on request/response transactions. This model of communication is not the most suitable for multicast transmission and that is the reason why IEEE 802.21b defined a new handover command that does not require reply. Even more, the base specification enables the transmission of MIH messages using reliable protocols such as TCP that cannot be simply use over multicast IP transport. The MIH protocol also defines a reliable communication option implemented at the MIHF layer. Its use with transactions over multicast must be analyzed.

Another important issue to study for multicast exchange of MIH messages is the direction of the multicast. Implementing a multicast delivery system from the PoS at the network to the MNs is reasonable feasible. The other way around is a complex task due to the mobility of the terminals. We need to understand the need for upstream multicast for the envisioned use cases.

Finally, the protocol state machine requires changes for simple multicast support. The presence in current state machine of mechanisms to handle the zero-length MIHF_ID helps the implementation of the multicast support. We need to identify when the message is unicast, multicast or broadcast (zero-length). We also need to improve the support for obtaining multiple responses and understand how will affect the state machine to get several responses with the same transaction ID. If we want to support request multicast messages with unicast responses, we also need to implement a new timer to handle the extra waiting for several unicast responses.

We can also consider the case when multicast responses are useful, such is the case of a sensor network moving to a target network and the PoS issuing just one handover complete to the whole network.

Analysis of the different Request messages and their possible support for multicast

	N.
	802.21 Event/Command
	Multicast Useful?
	Use Case/Justification
	Problems
	Possible Solutions

	1
	MIH_Capability_Discover
	Maybe
	The capability discovery process already works via a broadcast mechanism, so we shouldn't overlap. 
	
	

	2
	MIH_Register
	Maybe
	We could easily conceive a scenario where a PoS sends a multicast request to register at multiple nodes. However, there are some issues such as the opportunity to do so: typically nodes get connected when they want, and the PoS gets indication of the availability of such nodes at different times. It would end up having to re-send this message multiple times. In a later stage, the PoS might decide to re-register again with some nodes after having deregistered with them. That is why I have placed the "Maybe", because it could achieve this via a mcast message. However, the other nodes at the same mcast group should have behavior to "ignore" those re-registrations.
	
	

	3
	MIH_DeRegister
	Yes
	Here is different from the above, because this is an explicit decision from the PoS: after taking knowledge and interacting with a certain number of nodes, the PoS decides to terminate its interaction with them (i.e., malfunction, unlawful network usage, etc.)
	
	

	4
	MIH_Event_Subscribe
	Maybe
	This suffers the same issue from message Num.2: the terminals show up at different points in time, so they might not get this message unless they are all online at the same time, and wait for its reception. However, after some time and some operations, after unregistering with some nodes, the PoS might decide to re-register with them again. Since they are already active, he could send to them the registration message. THis has the problem that, all the other nodes in the same mcast group will receive this message and will need to have behavior enabling them to "ignore" the re-registration.
	LINK ID: How to identify (for each target MN receiving this multicast msg) which is the LINK ID to subscribe the event to?
	By default, whenever a MN receives an event subscribe, it does it to all LINKs that support said event

	5
	MIH_Event_UnSubscribe
	Yes
	Here is like message Num.3: it's an explicit request sent to nodes that should all be active at a specific time. The PoS might have decided that it no longer wants to receive a certain event, so it reconfigures its operation by providing that information to the registered terminals.
	
	

	6
	MIH_Link_Detected
	No
	This only makes sense to be sent by terminals or PoAs. Even if its a PoA, why would it be sending it to multiple PoS's? We could end up having concurrency issues.
	
	

	7
	MIH_Link_Up
	No
	Same as above.
	
	

	8
	MIH_Link_Down
	No
	Same as above.
	
	

	9
	MIH_Link_Parameters_Report
	No
	Same as above.
	
	

	10
	MIH_Link_Going_Down
	No
	Same as above.
	
	

	11
	MIH_Link_Handover_Imminent
	No
	Same as above.
	
	

	12
	MIH_Link_Handover_Complete
	No
	Same as above.
	
	

	13
	MIH_Link_PDU_Transmit_Status
	No
	Same as above.
	
	

	14
	MIH_Link_Actions
	Maybe
	In order to be useful, this message needs to be sent to all nodes that require the same action. Plus, the issue of identifying specific Link IDs in a multicast message sent to multiple nodes also applies here. Moreover, nodes can have several links of the same technology, and thus we have even more choices on what to do when a multicast message arrives (i.e., apply the command to all links, just the first link, scan for multicast-enabled 802.21 links, etc.).
	The same as message Num. 4. Also, the message cannot be forwarded to all LINKs since it may cause undesired effects. E.g. If action == POWER_DOWN and if the message is redirected to all LINKs in the terminal it will cause all interfaces to shutdown.
	

	15
	MIH_Link_Get_Parameters
	Yes
	In order to be useful, this message needs to be sent when all nodes are already attached, discovered and registered. The PoS inquires the nodes from the ALL_80221_MCAST_NODES or any other group, about their supported link parameters.
	The same as message Num. 4.
	The same as message Num. 4.

	16
	MIH_Link_Configure_Thresholds
	Yes
	A strong yes. The PoS, after knowing which nodes it will operate, as well as their supported technologies, will configure a threshold for a specific event, or list of events. This can be sent despite all nodes supporting that event or not (the ones who don't just reply with a negative status). 
	The same as message Num. 4.
	The same as message Num. 4.

	17
	MIH_Net_HO_Candidate_Query
	Yes
	Here, the PoS can send this to a ALL_MCAST_80221_NODES, probing for their input regarding a handover opportunity. This can be replaced to a "Maybe" in the case of sensors, because they might not have enough resources to have a handover engine.
	
	

	18
	MIH_MN_HO_Candidate_Query
	No
	Since this message is sent from the MN, it is not considered for multicast.
	
	

	19
	MIH_N2N_HO_Query_Resources
	Yes
	Here, the PoS can query multiple PoAs to a kind of ALL_MCAST_80221_PoAs group, and evaluate their current link resources for better judging a handover. This replaces the unicast message scheme in a very improving manner.
	
	

	20
	MIH_MN_HO_Commit
	No
	Since this message is sent from the MN, it is not considered for multicast.
	
	

	21
	MIH_Net_HO_Commit
	Yes
	Another strong yes: with a multicast version of this message the PoS will be able to issue a Commit to multiple MN's using the same message, allowing for group handover optimization procedures (this should be at the heart of the 802.21d proposal).
	
	

	22
	MIH_N2N_HO_Commit
	Maybe
	With this message, the PoS is able to prepare multiple PoAs for a handover. Here is a kind of extended handover scenario where the PoS would be able to manage the handovers of multiple MN's into multiple PoAs. Will need enhancement of parameters. In the case of a handover to a single PoA, only a single message is necessary, so only a unicast version of this message is necessary.
	
	

	23
	MIH_MN_HO_Complete
	No
	Since this message is sent from the MN, it is not considered for multicast.
	
	

	24
	MIH_N2N_HO_Complete
	Maybe
	The same as message Num. 22.
	
	

	25
	MIH_Get_Information
	No
	Since this message is sent from the MN, it is not considered for multicast.
	
	

	26
	MIH_Push_Information
	Yes
	Here the PoS acting as MIIS can push an information update to multiple nodes, allowing the nodes to acquire information about (i.e.) new added PoAs to the network or upcomming network configuration changes in already existing network elements.
	
	

	27
	MIH_TP_Data
	No
	Since this message is sent from the MN, it is not considered for multicast.
	
	


Other possible extensions

The use of multicast could be used to reduce the amount of time required for bootstrapping the MIHF. Currently two processes must be performed in parallel, PoS discovery, MIHF Capabilities Discovery, MIH Registration and Event subscription if required.

The first two operations, PoS Discovery and Capabilities discovery could be done together in the case the PoS and the MN are located in a common broadcast domain, using L2 mechanisms. We could think on extending this behavior to L3 multicast, providing a mechanism to perform both steps at the same time for a group of users.

