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	This proposal document is a supplement 'User Authentication in case of MIH' document proposed in meeting last November, 2012.
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‘User Authentication in case of MIH’ generates a very critical problem in the following situations:
1) User tries to mobile banking by walking. Bank is detected to IP change and user’s network is disconnected.
2) User tries to using the cloud system by walking. Cloud system is detected to IP change and user’s network is disconnected.
3) User plays to network game by moving. Network game server is detected to IP change and user’s network is disconnected.
Recently, the mobile IP is trend that is used as common, but as hacking problem of the financial world and shady transactions of game item etc. are big social issue by injustice user's rapid increase, without accepting to use Mobile IP, it has changed a policy to strengthen the IP check.
In this actuality, MIH situation that Mac Address or IP is changed cannot but give critical problem in smooth service.
In order to solve these problems, I suggested plan that do to ‘User Authentication in case of MIH ' method and utilize UDID deciding in IETF standard in meeting last November.
However, if use UDID by 'User Authentication ' method, we need that normalize standard etc.. for memory address stored with format standard of 'UDID'.
I propose that it is necessary to progress standard about 'User Authentication in case of MIH ' by the need of such.
