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Section 5.9.2 Proxy for network discovery
The MN needs to communicate with the Information Server to discover a target access network. If the MN can directly access the Information Server, it can discover its target network by using MIH_Get_Information request and response messages. However, the MN may not always be able to directly access the Information Server. For example, an ANQP server may be used between the MN and WLAN access point (AP). On the other hand, the MN and the Information Server may be located in different networks and in different administrative domains. For example, while the MN may need to query via ANQP messages in an Wi-Fi access network while the information is available in an ANDSF server that is located in a cellular provider’s network.  This scenario can be enabled if the Wi-Fi POA is SRHO-capable and an intermediate entity called proxy Information Server is available that can help forwarding the MN’s request to the ANDSF server.
 Figure 11b gives an example call flow of the network discovery procedure using proxy Information Server.  The goal of the MN is to discover the target network. The steps of the discovery procedure are as follows:  
 a) The MN requests information about the target network using MIH_CTRL_Transfer request or a non-MIH message such as an ANQP query.
 b) In case the message received is not an MIH_CTRL_Transfer, the SRHO-capable PoA encapsulates the query message into the MIH_CTRL_Transfer request message (see clause 7.4.33).  
c) The SRHO-capable PoA transmits or forwards the MIH_CTRL_Transfer request message to the proxy Information Server.
d) The proxy Information Server extracts the encapsulated payload message and forwards the MN’s request to another functional entity (a.k.a., MIH User).  This entity is responsible to transmit MN’s request to the information server. The interface specification between this functional entity and the Information server (i.e., ANDSF server) is out of scope of this document. Note that any translation among different protocols (e.g., ANQP and ANDSF) is performed at the MIH User and is out of the scope of this specification.  
e) The proxy Information Server transmits MIH_CTRL_Transfer response message to the SRHO- capable PoA by encapsulating the response that is obtained from the functional entity (i.e., MIH User).
f) In case the MN did not use MIH as protocol to transmit the original query, the SRHO-capable PoA decapsulates the MIH_CTRL_Transfer response message and forwards the content (e.g., ANQP response) to the MN. If the MN used MIH protocol for the initial query, then the MIHF forwards the MIH_CTRL_Transfer response message to the MN.

Annex T
(Informative)
Practical Uses of Proxy for Information Services
IEEE 802.11u defines a mechanism for the AP to contact an external information service upon receiving an ANQP query from an MN. The functionality of Proxy for Information Services can be used to simplify the interaction of the AP with heterogeneous information services such as MIIS or ANDSF.
Figure S.1 (a) presents a diagram of the functionality provided by the Proxy for Information Services. First the MN queries the AP using ANQP. The AP encapsulates this query in a MIH_CTRL_Transfer message, and forwards it to the Proxy for Information Services. Upon reception of the message, the MIHF at the Proxy decapsulates the message and forwards the ANQP query to the MIH User in charge of the translation function. The MIH User then performs the translation between ANQP and any other protocol used to contact the desired Information Repository (e.g., OMA-DM for ANDSF) and it also performs the communication with the external Information Repository. The translation and communication functionalities used by the MIH User to contact the external Information Repository are out of the scope of this specification.
Once the response is received from the external Information Repository, the process is reverted. The MIH User at the Proxy translates the information into an ANQP response and forwards it to the MIHF which encapsulates it in an MIH_CTRL_Transfer message and sends it to the AP. The AP then decapsulates the message and forwards the ANQP response to the MN.
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(a) ANQP Message Transfer using Proxy Information Server. 
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