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1. Comments

Comments on 7.4.33.3 (MIH_Pull_Certificate primitive):
· Cmt #29: What do we mean by "An MIH User generates this primitive using a leaf key corresponding with the certificate requester." This primitive is sent by a PoS, you mean that the PoS cyphers the certificate with the leaf key corresponding to the node? Is this explained somewhere?
· Cmt #30: Here "leaf key" is used in the sentence "An MIH User generates this primitive using a leaf key corresponding with the certificate requester."   In fact, a leaf key is one of the device keys for a leaf node. For example, in a depth-3 tree, node 000 will have device keys k<>, k<0>, k<00>, and k<000>, where k<000> is called a leaf key.  In the whole document, the device keys are only used to encapsulate a group key in the GKB.  The usage of the device key for this purpose has never been clear or discussed.  Furthermore, the title of the subclause is "when generated" not "how generated".  The sentence does not seem right in any case.  If this is only for sending a certificate, why a leaf key is needed? what is "a leaf key corresponding with the certificate request. A leaf key is a symmetric key. How could the responder know the key for the requestor? 
Comments on 8.6.1.27 (MIH_Pull_Certificate request message) and 8.6.1.28 (MIH_Pull_Certificate response message):
· Cmt #46: In the sentences "This message is used by the MIHF to deliver a credential from a PoS used for creating an EAP-generated MIH SA", is the credential used for creating an EAP-generated SA? 
· Cmt #47: Need to define somewhere how the decryption using the leaf key is done
· Cmt #48: In the sentence "Certificate is decrypted by the leaf key of the MN", it is not clear why a certificate needs to be encrypted. If a leaf key is a symmetric key, how does the PoS know the key?  [Also see comment on definition of leaf key"].
· In the sentence "This message is used by the MIHF to deliver a credential encrypted by the leaf key that the MIH node identified by the Destination Identifier holds to the MIH node," what is the credential? Is it a certificate? If it is a certificate, why does it need to be encrypted? In fact, the sentence is not readable. In particular, the phrase "the leaf key that the MIH node identified by the Destination Identifier holds to the MIH node" is very unclear. What is "holds to the MIH node"?

2. Discussion
The use of a leaf key in MIH_Pull_Certificate is a leftover of LB7b comment resolution, and should not be used for MIH_Pull_Certificate

3. Suggested Remedy:

[1] Change 7.4.33.3.3 as follows:

7.4.33.3.3 When generated

An MIH User generates this primitive using a leaf key corresponding with the certificate requester in response to MIH_Pull_Certificate.indication primitive. 

[2] Change 8.6.1.26 as follows:

8.6.1.26 MIH_Pull_Certificate request

The corresponding MIH primitive of this message is defined in 7.4.33.1.
This message is used by the MIHF to request a PoS certificate from credential to the PoS identified by the Destination Identifier.

[3] Change 8.6.1.27 as follows:

8.6.1.27 MIH_Pull_Certificate response

The corresponding MIH primitive of this message is defined in 7.4.33.3. This message is used by the MIHF to deliver a PoS certificate credential from a PoS to the sender of an MIH_Pull_Certificate request message used for creating an EAP-generated MIH SA. Certificate is decrypted by the leaf key of the MN.
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