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An Incumbent Protecting Initialization Procedure
1.  Introduction

In this proposal, we propose an incumbent protecting initialization procedure that takes place not only when turning on the devices but also when restarting the system. The latter will happen when the current operation channels are occupied by incumbent users and the BS cannot find any other available channels. In this situation, the system will restart after shutting down for a while. Due to the unlicensed nature, two parts are defined in [1] for the initialization procedure, namely the BS initialization and the CPEs initialization. However, the existing mechanism may have high risk of interfering incumbent users in the BS initialization procedure. In order to remedy this drawback, we present a novel incumbent protecting procedure where less incumbent users are interfered and a more reliable initialization can be guaranteed.
2.  General Description
To address the incumbent protecting initialization, the BS should start broadcasting downstream parameters in a small power and increasing the power gradually. This is equivalent to enlarge the active cell radius from 0 to the maximum cell radius. As the cell size increases, more CPEs are involved. Based on the sensing results of these CPEs, BS can decide whether this channel is really free. When an incumbent user is detected, the BS shall terminate initialization in this channel and move to another channel to restart the initialization procedure. The procedure design can be offline and we divide the whole design into two parts, namely
· The incumbent protecting initialization procedure at the BS side.
· The incumbent protecting initialization procedure at the CPEs side.
It is also easy to extend to the multi-channel case. For multi-channel case, our procedure can provide a more reliable initialization procedure compared with the original one. 

3.  MAC Management Message Design

In this section, we list the MAC messages required in the cases above, namely single channel case and multi channels case. Four types of MAC message format are defined in Tables 1-4 and they are illustrated as follows.
3.1. BS Single Channel Initialization

This MAC message is sent by the BS. CPEs who receive this message should begin sensing the channel, which is indicated by the field of Command. The field of Initialization Type is chosen to be 0 to indicate the single channel initialization case.

Table 1: BS single channel initialization message format

	Syntax
	Size
	Notes

	 BS-SCI_Message_Format(){
	
	  

	  Management Message Type = x+1
	8 bits
	The x represents the total number of MAC management messages in the MAC.

	  Transition ID
	16 bits
	Broadcast MAC Address is used here.

	  BS ID
	48 bits
	MAC Address of the BS

	  Initialization Type
	1 bit
	 0 = Single Channel Initialization

 1 = Multi Channel Initialization

	  Operational Channel
	variable
	The channels need to be initialized. The size equals to 8 bits times the No. of Channels.

	  Length
	8 bits
	The length of this message

	  Command
	variable
	It is used to convey BS’s sensing requirement to the CPEs.

	 }
	
	 


3.2. CPEs Single Channel Initialization

This MAC message is sent by the CPEs after the channel sensing is done in the nearby area. Sensing result, if any, is encapsulated into the field of Report.
Table 2: CPEs single channel initialization message format

	Syntax
	Size
	Notes

	 CPES-SCI_Message_Format(){
	
	  

	  Management Message Type = x+2
	8 bits
	The x represents the total number of MAC management messages in the MAC.

	  Transition ID
	16 bits
	 

	  Length
	8 bits
	The length of this message

	  Report
	variable
	It is used to convey CPEs sensing report to the BS.

	 }
	
	 


3.3. BS Multi Channel Initialization

This MAC message is sent by the BS. CPEs who receive this message should begin sensing the channel, which is indicated by the field of Command. The field of Initialization Type is chosen to be 1, to indicate the multi channel initialization case. Number of channels in the channel group is indicated in the field of No. of Channels.
Table 3: BS multi channel initialization message format

	Syntax
	Size
	Notes

	 BS-SCI_Message_Format(){
	
	 

	  Management Message Type = x+3
	8 bits
	The x represents the total number of MAC management messages in the MAC.

	  Transition ID
	16 bits
	Broadcast MAC Address is used here.

	  BS ID
	48 bits
	MAC Address of the BS

	  Initialization Type
	1 bit
	 0 = Single Channel Initialization

 1 = Multi Channel Initialization

	  No. of Channels
	3 bits
	 No. of Channels in the Channel Group

 Maximum Value is 8

	  Operational Channels
	variable
	The channels need to be initialized. Size equals to 8 bits times the No. of Channels.

	  Length
	8 bits
	The length of this message

	  Command
	variable
	It is used to convey BS’s sensing requirement to the CPEs.

	 }
	
	 


3.4. CPEs Multi Channel Initialization

This MAC message is sent by the CPEs after the CPEs have sensed the entire channels in the nearby area. Sensing results, if any, is encapsulated into the field of Report.
Table 4: CPEs multi channel initialization message format

	Syntax
	Size
	Notes

	 CPES-SCI_Message_Format(){
	
	  

	  Management Message Type = x+4
	8 bits
	The x represents the total number of MAC management messages in the MAC.

	  Transition ID
	16 bits
	 

	  Length
	8 bits
	The length of this message

	  Report
	Variable
	It is used to convey CPEs sensing report to the BS.

	 }
	
	 


4.  Procedure Design

In the following, we shall describe our scheme of incumbent protecting initialization. Compared with the prior works, our scheme can provide cooperation between BS and CPEs, and hence less incumbent users are interfered. Furthermore, our scheme supports the multi-channel sensing scheme that leads to a more reliable incumbent protecting initialization.
To address the incumbent protecting initialization, the BS should start broadcasting downstream parameters in a small power and increase the power gradually. This is equivalent to enlarge the active cell radius from 0 to the maximum cell radius. As the cell size increases, more CPEs are involved. Based on the sensing results of these CPEs, BS can decide whether this channel is really free. When an incumbent user is detected, the BS shall terminate initialization in this channel and move to another channel to restart the initialization procedure.
We illustrate this approach by the following flowcharts. Before proceeding further, we define the following terms for the single channel case, namely (a) Selected Channel, which is used for broadcasting the downstream commands sent by the BS as well as reporting the channel information sent by the CPEs; (b) Attached Channel, which is needed to be sensed during the initialization but the BS and the CPEs do not communicate on that channel; (c) Backup Channel, which is listed at the BS and can be used for either Selected Channel or Attached Channel if needed. Figure.1 shows the flowchart of the incumbent protecting initialization procedure at the BS side. The procedure can be described by the following steps.
1) First, the BS starts broadcasting the downstream parameters using minimum power, which is related to the minimum area on the Selected Channel. 

2) After a fixed time-slot (the sum of sensing time and transmit time from CPEs to BS), the BS starts collecting the information from the CPEs. 

3) The BS starts analyzing the report from the CPEs and its own sensing results to decide whether the incumbent user exists. If the Selected Channel has no incumbent users in the region, the BS replaces the Attached Channel with the Backup Channel, if exists some incumbent users. Otherwise, the BS decides if there is any Attached Channel without incumbent users. If there is an Attached Channel without incumbent users, the BS smoothly moves to that channel and treates it as Selected Channel for the next transmission. If not, the BS restarts from the beginning.

4) If there is not any incumbent user in the region, the BS decides to know whether the transmission power is maximal or not. If the BS transmits at maximum power, which means that the BS has sensed the maximum cell radius, then the BS broadcasts the report that this channel is empty and starts to transmit.

5) If the BS does not transmit at maximum power, it starts to increase the power and transmit at the adjusted power on the updated Selected Channel and returns to step 2).
Figure 2 shows the flowchart of the incumbent protecting initialization procedure at the CPEs side. The procedure is described by following steps:

1) First, the CPEs receive the information from the BS.

2) The CPEs begin analyzing the information from the BS. 

3) Otherwise, the CPEs start to sense the nearby area to see if the incumbent user exists on the Selected Channel and Attached Channels.

4) Finally, CPEs generate the reports to the BS containing the sensing results of the Selected Channel and Attached Channel.
Note that the multi-channel case can easily be extended by providing a more reliable initialization procedure compared with the original one. Instead of starting BS initialization in one channel, it is more reliable to start BS initialization in several channels that are far apart from each other. In this way, the CPEs harmfully interfered in the first channel may be able to synchronize to the BS in a second one and report its sensing result of both channels to the BS in this second channel. As long as the BS received the report, it can stop initialization on the first channel and avoid further interference to the incumbent users in the first channel. We describe it in the following.
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Figure 1. Flowchart of Incumbent Protecting Initialization Procedure (BS side).
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Figure 2. Flowchart of Incumbent Protecting Initialization Procedure (CPEs side, single channel).
Figure 3 shows the flowchart of the incumbent protecting initialization procedure at the BS side. The procedure can be described by the following steps.
1) Instead of choosing one single channel, the BS decides a group of channels to sense and starts broadcasting the downstream parameters on the selected channel group using minimum power.

2) After a fixed time-slot (the sume of sensing time and transmit time from CPEs to BS), the BS starts collecting the information from the CPEs. 

3) The BS starts analyzing the report from the CPEs and its own sensing results to decide whether the incumbent user exists. The BS searchs channel-by-channel, if there is/are an/some incumbent user/users in the region. The BS deletes the channel from the channel group and adds another channel into the channel group from the backup channels if the incumbent user exists. If there is no any incumbent user in the region, the BS decides to know whether the transmission power is maximal or not. If the BS transmits at maximum power, which means that the BS has sensed the maximum cell radius, then the BS claims that there is no incumbent user in the particular channel.

4) After the BS searches all the channels in the channel group, the BS updates the channel group (after deleting the channel which incumbent user exists) and increases the transmit power. If the channel group changes, the newly added channel transmits at minimum power. Finally, the BS uses the adjusted power and broadcasts the downstream parameters on the updated channel group.


[image: image3.emf]START

Selected a

Group of

Channel and

Broadcast Using

Minimum Power

Receive

Information

from CPEs

Does incumbent

user exist in the

M-th Channel?

Increase

Transmit Power

Broadcast Using

Adjusted Power

on the Updated

Channel Group

Maximum Transmit

Power?

N

N

This Channel is

Occupied by the

Incumbent User

Delete the

Channel from

the Channel

Group

Y

There is No

Incumbent User

in the M-th

Channel

END

Y

M=1

M=M+1

M = Number of

Channels in the

Channel Group?

Y

N


Figure 3. Flowchart of Incumbent Protecting Initialization Procedure (BS side, multi channel).
Figure 4 shows the flowchart of the incumbent protecting initialization procedure at the CPEs’ side. The procedure is described by following steps.
1) First, the CPEs receive the information from the BS, indicating the multi channel case, the channel group indexes and the information about the report format.

2) The CPEs perform the inband sensing on the channel group in the nearby area.

3) CPEs generate the report of the incumbent users on the channel group.

4) Finally, CPEs synchronize with the BS in one of the channels without interference in the group and send the report to the BS.
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Figure 4. Flowchart of Incumbent Protecting Initialization Procedure (CPEs side, multi channel).
5. Example

For simplicity, we use two examples to illustrate the effectiveness of the above schemes.
5.1. Single channel Initialization

Figure 5 shows the example of a single channel initialization; in which blue circle represents the sensing area of interest, A (B C) means A is the Selected Channel while B and C are the Attached Channels. The BS starts sensing the nearby area on the channel A and askes CPE1 to help. In the figure, CPE1 senses the nearby area on the channels A, B and C. After sensing, CPE1 generates the report to the BS and tells the BS that there is an incumbent user on the Selected Channel A in the near by area. Note that in the figure, we use IB A to represent the incumbent user on channel A. The BS analyses the report to see if there is any incumbent user on either the Selected Channel or on the Attached Channels.
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Figure 5. Single Channel Incumbent Protecting Initialization.
If there are some incumbent users on the Selected Channel, which is the case in Figure 5, then the BS stops sensing on that channel and moves to another channel for the next transmission. In the figure, B (C D) means that the Selected Channel has already moved to channel B and the Attached Channels have been updated as C and D. Otherwise, the BS continues to sense the larger areas until the maximum region (Yellow circle for the second step, and red for the third one).
5.2. Multi channel Initialization

Figures 6-8 show the procedure of multi channel incumbent protecting initialization. In the following figures, IB C and IB D represent the incumbent user on channels C and D, respectively. We divide the whole procedure into 3 steps.
Step 1. The BS starts sensing channels A, B and C using minimum power. As shown in Figure 6, the BS starts sensing the region indicated by the blue circle. CPE1 that is located in this region receives the requirement from the BS. After that, CPE1 starts sensing the nearby areas. Obviously, CPE1 finds that there is an incumbent user on channel C (IB C is in the nearby area). Thus, CPE1 generates the report to declare that there is an incumbent user on channel C, but no incumbent user on channels A and B.
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Figure 6. Multi Channel Incumbent Protecting Initialization (Step 1).
Step 2. The BS receives the report from CPE1. After analyzing the report, the BS knows that there is an incumbent user on channel C that cannot be used for transmission. For channels A and B, since no incumbent user is found, the BS increases the power on the two channels. But for channel C, since there is an incumbent user, the BS will pick another channel from the backup channel list to replace channel C (we call it channel D in Figures 6-8) and start sensing on that channel. As shown in Figure 7, CPE1 and CPE2 receive the requirement of BS to sense channels A, B and D (For CPE2, the requirement is received through channels A and B). Obviously, CPE1 will report to the BS that there is no incumbent user on channels A, B and D, whereas CPE2 will report to the BS that there is an incumbent user on channel D, but no incumbent user on channels A and B. It can be seen from the figure that CPE2 has already detected the incumbent user on channel D, while no interference performed from the BS. This is because the requirement of BS is sent over all the channels. CPE2 does not need to rely on the channel D to receive the requirement.
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Figure 7. Multi Channel Incumbent Protecting Initialization (Step 2).
Step 3. The BS receives the reports from CPE1 and CPE2. After analyzing the report, the BS knows that there is an incumbent user on channel D that cannot be used for transmission. For channels A and B, since no incumbent user is found, the BS increases the power on the two channels. But for channel D, since there is an incumbent user, the BS will pick another channel from the backup channel list to replace channel D (we call it channel E in Figures 6-8) and start sensing on that channel. As shown in Figure 8, CPE1, CPE2 and CPE3 receive the requirement of BS to sense channels A, B and E (For CPE2 and CPE3, the requirements are received through channels A and B). Obviously, CPE1, CPE2 and CPE3 will report to the BS that there is no incumbent user on these channels. After the BS analyzes the report from three CPEs, the BS will broadcast the information that channels A, B and E are going to be used for transmission and thus complete the initialization procedure. 
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Figure 8. Multi Channel Incumbent Protecting Initialization (Step 3).
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Abstract


We propose an approach to provide incumbent protecting initialization. This approach provides a solution to the incumbent protecting problem in the initialization procedure of the WRAN systems. To facilitate this approach, a few MAC messages need to be added and the initialization time can be traded-off for the number of incumbent users interfered.
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