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1. Summary of the characteristics of the IEEE802.22.1 beacon signal and protocols
· Minimal description of the essential features of the 802.22.1 standard with material from the relevant TG1 draft sections (5.3, 5.6, 6.1.1, 6.3, 6.5, 6.7, 7.1, 7.2, some aspects of security)

· This section should not replace the TG1 standard, but it should make this annex self-contained. 

· I agree with Steve that the lower part of Figure 6 for MSF1 is misleading
2. Reference receiver architecture at the WRAN
The reference receiver block diagram is shown in Fig. 1. Decision points along the receiver path are highlighted with numbered boxes. The information that could be available at each decision point according to specific implementations as described in Table 1.  
Two data paths are shown in Fig. 1. One data path is used for sensing during a short periodic quiet period, and the other data path is used for sensing during a long scheduled quiet period. Note that a different implementation could be used for the data path used for sensing during a short quiet period, where the detection of the presence of the inter-device communication period, and the analysis of the location of the different data fields in the inter-device communication period, could be done after DQPSK demodulation. The demodulator may need to recognize silent symbols, and replace them by erasures rather than make a hard bit decision. 
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Fig. 1 - Reference receiver block diagram

	Decision point
	Description
	Result

	(A)
	Energy detection of the TG1 beacon signal within a 76.8731 kHz provides improved coverage over the direct detection of the protected wireless microphone signal due to the larger power of the beacon. The type of signal detected cannot be deduced from simple energy detection. Measurement of the signal level is an indication of the distance of the TG1 transmitter from the WRAN receiver.
	Something is in the channel.

	(B)
	The detection of the 8-chip DSSS PN sequence offers a 9.0309 dB processing gain over energy detection. This is a feature detection technique, which uniquely identifies an 802.22.1 signal. Reliable detection of the PN sequence is a strong indication of the presence of a TG1 beaconing device. Measurement of the signal level can give an indication of the distance of the TG1 transmitter from the WRAN receiver.
	A TG1 beacon is in the channel.
Estimated distance of the TG1 transmitter from the receiver.

No synchronization information.

	(C)
	Identification of the 15-bit sync sequence offers no improvement in terms of signal level (no processing gain), nor any additional information relative to the authenticity of the TG1 beaconing device, beyond what could be achieved in (B). The sole purpose of the 15-bit sync sequence is to synchronize the bit sequence with the start of the index bit field.
	Same as (B)

	
	At this point, the WRAN receiver may also read the index, but without the error detection and correction capability. Depending on the received signal strength, the receiver may decide that the index was likely received without error and try and schedule a long quiet period to capture the beacon frame. No reduction in short sensing time can be expected with this feature that still needs to capture the 15-bit m-sequence and one index field.
	Unconfirmed synchronization information from the index

	(D)
	Successful decoding of the index allows to determine the start time of the TG1 frame in the Q channel. The WRAN can use that information to schedule a quiet period synchronized with the start of a future TG1 frame.
	Confirmed synchronization information from the index

	(E)
	Successful decoding of the bits of the MSF1 field provides all the information that the WRAN needs to protect the Part 74 device. However, the MSF1 bits alone do not allow the WRAN to authenticate the TG1 beaconing device. The WRAN could be faced with a rogue beacon.
	Beacon data available

Beacon device not authenticated

	(F)
	After successful authentication of the TG1 beaconing device, the WRAN can have no further doubt on the presence of a legitimate Part 74 incumbent device in its vicinity, and it must leave the channel.
	Beacon data available

Beacon device authenticated


Table. 1 - Decision points in the data paths of the receiver
3. Sensing and detection requirements at the WRAN
3.2. Sensing thresholds
We need to align this section with the scope of the annexes of other sensing techniques (for DTV, Wireless Mic).

Discuss possibility of the TG1 sensing being affected by WRAN operation on adjacent channel: desensitization? Filter rejection toward adjacent channel?  Must be less toward lower TV channel since beacon is lower in the channel.
6.8.1 – the .22 receiver designer might need to know the tolerance on the TG1 center frequency to design their frequency acquisition.

6.8.4 – knowing the modulation accuracy of the transmitter gives the receiver designers an idea of how good they need to get in their receiver matched filtering and what the overall EVM impact might be (beyond just the impact due to his receiver)

6.8.6 – an idea of what sensitivities to shoot for.
3.3. Sensing times
The basic timing parameters of the TG1 signal, and the minimum detection times (worst cases), are summarized in Table 2. Note that due to the DQPSK modulation, one DQPSK symbol duration has been added to the duration of the signal in order to determine the minimum sensing time when demodulation is required. 
	Signal feature
	Signal duration
	Minimum sensing time
	Detection strategy

	Energy
	Continuous except in RTS/ANP slot
	Data not available
	Energy detection in 77 kHz bandwidth

	8-chip PN spreading sequence
	0.1041 ms

(0.1041 ms period)
	0.8328 ms
	Capture 8 consecutive PN sequences within initialization period

	8-chip PN spreading sequence 

(Note 1)
	0.1041 ms

(periodicity broken every 30 slots)
	2.8107 ms
	Capture 8 consecutive PN sequences outside initialization period

	Synchronization information: sync sequence and index 

(Note 2)
	3.3302 ms

(3.3302 ms period)
	5.1009 ms 
	Capture one sync sequence, and index + parity bits either before or after the sync sequence within initialization period

	Synchronization information: sync sequence and index, and slot type (sync burst or inter-device communication period) 

(Note 3)
	3.3302 ms
	5.1009 ms
	Capture one sync sequence and index + parity bits, otherwise recognize that the signal contains an inter-device communication period, outside initialization period

	Synchronization information: sync sequence and index 
	3.3302 ms

(3.3302 ms period)
	5.1009 ms twice asynchronously
	Capture one sync sequence, and index + parity bits either before or after the sync sequence outside initialization period

	Synchronization information: sync sequence and index
(no analysis of the type of slot)
	3.3302 ms

(periodicity broken every 30 slots)
	6.973 ms
	Capture one sync sequence and index + parity bits either before or after the sync sequence outside initialization period

	MSF1 (FEC encoded)
	29.1396 ms
	29.2437 ms
	Capture MSF1 asynchronously but signalled by index

	MSF1+MSF2
	70.7676 ms
	70.8717 ms
	Capture MSF1+MSF2 asynchronously but signalled by index

	MSF1+MSF2+MSF3
	98.2421 ms
	98.3462 ms
	Capture MSF1+MSF2+MSF3 asynchronously but signalled by index

	TG1 superframe
	103.2374 ms

(beacon period)
	Irrelevant
	Irrelevant


Table. 2 – Minimum sensing times

(Note 1) The 2.8107 ms sensing time is obtained by adding the duration of eight PN spreading sequences to the maximum time without transmission within an inter-device communication period, which corresponds to the absence of transmission of RTS sequence surrounded by two turnaround times for a total duration of 19 symbols. (8+19) ×0.1041=2.8107 ms. The capture of 8 PN spreading sequences is taken as a first guideline, pending analysis to determine the probability of detection achievable at the edge of the protected contour with a simple threshold comparison. 
(Note 2) The 5.1 ms sensing time for the sync burst within the beacon device initialization period can be achieved by capturing 5.1 ms of signal, demodulating the DQPSK synbols to obtain hard bit decisions, and then looking for the 15-bit m-sequence. Once the position of that sequence has been determined, the receiver looks before or after that sequence, depending on where most of the remaining bits lie, in order to identify the uncoded and parity bits of the index. 
(Note 3) Synchronization information is obtained by decoding the index, or by obtaining non-ambiguous information about the type of slots contained in the signal captured during the sensing period. A cognitive radio could easily conclude that an inter-device communication period has been sensed rather than a sync burst slot, due to the structure of the inter-device communication period, which contains periods of signal and periods of silence of precise durations. In this case, there can be no doubt that the last slot of a superframe is contained within the sensed signal, and therefore the WRAN can acquire synchronization information as if it had decoded the index in a regular sync burst slot. The assumption in the notations of Fig. 1 is that the index retained by the receiver corresponds to the most recent slot present in the sensed signal. With this additional cognition, the WRAN only needs 5.1 ms of quiet sensing time to obtain the synchronization information, whether the captured signal contains a sync burst or whether an inter-device communication period falls within the captured signal. A simple comparator with threshold detection is sufficient for this additional cognition. 
3.4. Synchronization with the TG1 frame

The WRAN and TG1 frames are not synchronized. The WRAN receiver needs to synchronize to the TG1 frame, but this will not change the timing of the WRAN transmissions. Once the WRAN receiver has determine the start of the next TG1 frame, it needs to wait for a certain amount of time, refered to as latency. 

The TG1 beacon ensures that the required quiet period length is smaller than one WRAN superframe, so the WRAN does not need to interrupt the superframe preamble in order to schedule a quiet period, but it needs to wait until the desired part of the beacon frame does not interrupt the superframe preamble.
List the variable names and their definition.

Fig. 2 –Scheduling of a quiet period synchronized with the TG1 beacon frame

If D+P < S, the quiet period could be scheduled in the current superframe, since B < S.
Otherwise the minimum number of superframes to wait for before scheduling a quiet period of length P is:


Give some typical values for the latency in a table.
4. Options for detecting the IEEE802.22.1 beacon signal
4.2. Decision Options
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Fig. 3 –Decision flowchart during a short sensing period
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Fig. 4 –Decision flowchart after synchronization with the TG1 beacon frame

4.3. Tradeoffs

5. Operation scenarios for the coexistence of 802.22.1 and 802.22
5.2. TG1 and WRAN coexistence scenarios
This section will organize and summarize the various coexistence scenarios discussed through the email deflector. 

Some of these cases are:

· The WRAN is operating at TV channel N and a beacon comes up at TV channel N

· The WRAN is operating at TV channel N and a beacon comes up at TV channel N+1 or N-1

· The WRAN is operating and a beacon comes up on a backup TV channel K

· The WRAN is operating and a beacon comes up on a channel adjacent to the backup TV channel K+1 or K-1

·  [Not applicable since there is no taboo channel for wireless microphone and TG1.]

· The WRAN comes up and starts monitoring a TV channel that has been used by a beacon. Is it still being used? If not, the channel availability time will need to be met before WRAN can move to this channel.

· …

· The WRAN starts sensing a channel that it hasn’t sensed for a long time (e.g. that channel was just added to the list of potential available channels). Sense during channel availability time before allowing to move in.

· There is already a beacon?
· There are several beacons?
· A beacon comes up when the WRAN has finished its channel monitoring time. Refresh period of 2 seconds applies.

· …

The list of relevant scenarios will be completed later. 
5.3. Sensing and detection strategies
Analysis of the coexistence scenarios, and description of acceptable strategies for the WRAN. 

Suggestions on TG1 beacon detection from TG1 point of view. This would be useful while we are developing the sensing strategies but would not necessarily be useful in the annex to the standard.  This could be a text for the interim period only.
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Abstract


[The major task of this annex is to clarify the different possible implementation options that offer trade-offs in sensing time, sensing complexity, WRAN QoS support, TG1 protection level, etc. This annex also summarizes the essential features of the TG1 beacon signal and protocols, but it should not be considered a replacement to the normative text in the IEEE802.22.1 standard.]
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