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Cognitive Radio Capability

9.1
Introduction



9.1.1
Protocol reference model (PRM)


[Reference model should be described in the beginning of section 6 (6.1.1)]
9.2
Spectrum Manager


The Spectrum Manager, as shown in the 802.22 reference model (Figure 6), is part of the management plane. Although the reference model in Figure 6 applies to both BS and CPEs, the spectrum manager at the WRAN BS is responsible for the most important tasks, such as maintaining spectrum availability information, channel selection, channel management and self-coexistence. On the other hand, the spectrum manager entity at the CPE is a much simpler entity including only essential features to allow proper CPE operation when it is not under the control of a BS, such as during initialization (before association with the BS), and basic functionalities to respond/react to the BS SM’s requests and commands. Throughout this document, we use the term Spectrum Manager (SM) to refer to the spectrum manager entity at the WRAN BS, whereas the corresponding entity at the CPE is called CPE Spectrum Management Automaton (SMA). The following clauses describe the SM functionalities and its interfaces with the MAC, SSF and Geolocation function. The CPE SMA entity is described in Section XXX.

The SM is a central entity collocated with the WRAN BS, which is responsible for ensuring protection of incumbents and efficient spectrum utilization while complying with regulatory policies. For that, the SM centralizes all the decisions within the WRAN cell with respect to spectrum availability and utilization. In summary, the key functions of the SM are the following:

· Maintain Spectrum Availability Information;

· Channel Classification and Selection;

· Channel Management;

· Self-coexistence with other WRANs.

These functions are described in the following clauses. It is important to note that this standard do not specify the any particular SM implementation, but instead, it describes the mandatory behaviour for any SM implementation in order to ensure proper protection of incumbents, compliance with regulatory policies, and interoperability amongst different WRAN implementations.


9.2.1
Maintain Spectrum Availability Information

The SM shall maintain the status of the spectrum (i.e. TV channels) available for the WRAN operation at its location within a regulatory domain according to the policies and rules established for that domain (e.g. regulatory rules established by the FCC in the US for use of TV channels). The SM shall define the channel status with respect to the presence of incumbents and other WRANs in the area, and it shall use this information as input for its decisions with respect to channel selection, channel management and self-coexistence.
To maintain the status of the channels available for operation, the SM shall aggregate information from at least the following sources:
1. Incumbent database: The SM shall be able to access incumbent databases through the higher layers.
2. Geolocation: the SM shall access geolocation information available at the BS to identify its own location as well as the location of all CPEs associated with the BS.

3. Spectrum sensing: the SM shall use the MAC and PHY layer functionalities and management frames (Section xxx) to control and coordinate spectrum sensing within the WRAN cell. The SM can trigger the requests for CPEs to perform sensing and collect sensing reports from CPEs. The SM shall control spectrum sensing performed locally by the BS and it shall combine the local results with the results collected from CPEs.

The SM shall define the status of the channels with the respect to the presence of incumbents by combining the spectrum sensing results, geolocation information and information available in incumbent databases and predefined regulatory rules. 
The status of the channels shall be defined during the network initialization and it shall be maintained current during the network operation as required by regulation.

In the cases spectrum sensing is used to determine the channel availability status, the spectrum sensing information shall be updated every 2 sec for the operating channel and every 6 sec for backup channels. In addition, before the SM declares a given channel available for operation based on spectrum sensing, it shall ensure that the channel has been sensed at least every 6 sec within the last 30 sec.

9.2.2
Channel Classification and Selection
The SM is responsible for selecting the operating channel and assigning it to the MAC/PHY modules in the WRAN. The SM is also responsible for defining the backup channel(s) and their corresponding priorities. The rest of the channels that are potentially available for operation, but that are not selected as the operating channel or as backup channel(s), may be classified as a candidate, occupied or disallowed channel(s). The SM shall use the following definitions to classify the channels:
· Operating channel: 
· Backup channel:
· Candidate channel:
· Occupied channel
· Disallowed channel
Although the specific algorithms for selecting a channel and defining the priorities amongst a set of channels available for backup is outside the scope of this standard, any implementation of these algorithms shall satisfy the following basic rules:

1) Use as input current channel availability information (as described in Section 9.2.1);

2) Combine the channel status information with predefined the regulatory rules applicable to its location;

Other criteria could also be taken into account be the implementation, such as traffic requirements, location information, coexistence with neighboring WRANs (discussed in Section 9.2.4).
Selection of the operating channel and backup channel(s), maybe triggered by several events, such as channel management for incumbent protection (Section 9.2.3), self-coexistence (Section 9.2.4), as well as changes in channel conditions that may affect the QoS for WRAN users.

9.2.3 Channel Management
The SM is responsible triggering channel management actions within the cell in order to guarantee the required protection of incumbents while supporting QoS for the WRAN users. The channel management actions include: 
1. Switch the entire cell to a new operating channel;

2. Direct a single CPE or a group of CPEs to a different operating channel;

3. Terminate operation in a given channel for a single CPE, a group of CPEs or the entire cell;

4. Inform CPEs of channels status updates (e.g. changes in backup channels);
The SM shall use one of the channel management mechanisms defined in the 802.22 MAC layer (see 6.20.4) to execute the appropriate action. The interfaces for channel management between the SM and the MAC are described in xxx.
Each action may be triggered by one or more events. For instance, the action of switching channels for the entire cell may be trigger by the detection of an incumbent on the channel or by degradation in the QoS due to interference in the current channel. Although different trigger events may be supported depending on the implementation, at least the trigger events and corresponding actions indicated in Table X shall be supported by all implementations.
Table 1 — Trigger Events and Corresponding Actions

	Trigger Event
	Action

	Incumbent is detected in the operating channel
	Switch the entire cell to a new operating channel (first backup channel).

	
	

	
	


9.2.4 Self-Coexistence with other WRANs

The SM is responsible for managing the self-coexistence with other WRANs by using the self-coexistence mechanisms defined in the 802.22 MAC (6.20.2). 
9.3 MAC Spectrum Management Services
The MAC layer provides spectrum management services to the Spectrum Manager accessed through the MLME(SM)-SAP. The MLME(SM)-SAP is an interface that provides a means of passing information and spectrum management actions between the SM and the MAC sublayer (using the MLME). Table 30 summarizes the spectrum management primitives supported by the MLME through the MLME(SM)-SAP interface. The primitives are discussed in the subclauses referenced in the table.
Table 2—Spectrum Management Primitives supported by the MLME(SM)-SAP
	Name
	Request
	Indication
	Confirm

	MLME(SM)-CHANNEL-SWITCH
	9.3.1.1
	
	9.3.1.2

	MLME(SM)-CHANNEL-TERMINATE
	
	
	

	MLME(SM)-CH-OCCUPANCY-UPDATE
	
	
	

	MLME(SM)-SPECTRUM-MEASUREMENT
	
	
	

	MLME(SM)-CH-QUIET
	
	
	

	
	
	
	


9.3.1 Channel Management Primitives

The MLME(SM)-SAP channel management primitives defines how the SM can initiate channel management actions.

9.3.1.1 MLME(SM)-CHANNEL-SWITCH.request

The MLME(SM)-CHANNEL-SWITCH.request primitive allows the SM to request the MAC layer to execute a channel management action. Table 3 specifies the parameters for the MLME(SM)-CHANNEL-SWITCH.request primitive.
Table 3—MLME(SM)-CHANNEL-SWITCH.request parameters
	Name
	Type
	Valid Range
	Description

	Channel Number
	Integer
	Selected from the TV channels supported
	The target TV channel to switch to.


	Channel Management Mode

	Integer
	1-2
	The channel management mode to be used by the MAC layer to execute this channel management action.
1 = explicit mode (see 6.20.4)
2 = implicit mode (see 6.20.4)

	Confirmation Needed


	Integer
	0-1
	Valid only if Channel Management Mode = 1.
Indicate whether a confirmation is needed for a CHS-REQ frame (see 6.8.21.5).

0 = no confirmation needed (default)

1 = confirmation needed

	Destination Address


	Device Address
	
	Valid only if Channel Management Mode = 1.

Indicates the destination address for the CHS-REQ command.

	Switch_Action Mode


	Integer
	0-1
	Indicates any restrictions on transmission until a channel switch (see 6.8.21.5 and Table 47).

0 = no restrictions on transmissions

1 = no further transmissions allowed until channel switch

	Action Superframe Number


	Integer
	
	Valid only if Channel Management Mode = 2.

Indicates the superframe number at which the channel switch action shall be performed (see Table 47).

	Action Frame Number


	Integer
	
	Valid only if Channel Management Mode = 2.

Indicates the frame number at which the channel switch action shall be performed (see Table 47).




9.3.1.1.1 When generated

The MLME(SM)-CHANNEL-SWITCH.request primitive is generated by the SM of a BS and issued to its MLME to request the MAC layer to execute a channel switch action.



9.3.1.1.2 Effect on receipt

When the MLME of a BS receives the MLME(SM)-CHANNEL-SWITCH.request primitive it generates a CHS-REQ command if the Channel Management Mode parameter in the received primitive is 1 and it uses the other parameters described in Table 3 to set the fields of the CHS-REQ frame. 
If the Channel Management Mode parameter in the received primitive is equal to 2, the BS shall use a DCD message in the next frame to transmit the channel switch action and it uses the parameters in this primitive to set the proper fields in the DCD message (see Table 47). On receipt of a the MLME(SM)-CHANNEL-SWITCH.request with Channel Management set to a different from 1 and 2, the MLME of the BS shall issue a MLME(SM)-CHANNEL-SWITCH.confirm primitive to the SM with status value of INVALID_REQUEST.


9.3.1.2 MLME(SM)-CHANNEL-SWITCH.confirm

The MLME(SM)-CHANNEL-SWITCH.confirm primitive is used to inform the SM whether its channel switch request was successfully confirmed by the target CPE. Table 4 specifies the parameters for the MLME(SM)-CHANNEL-SWITCH.confirm primitive.
Table 4—MLME(SM)-CHANNEL-SWITCH.confirm parameters
	Name
	Type
	Valid Range
	Description

	Destination Address


	Device Address
	
	Address of the CPE that transmitted the CHS-RSP.

	Status
	Enumeration
	The value of the Confirmation Code field in the CHS-RSSee Table 
	Value of the confirmation code received in the CHS-RSP message.




9.3.1.2.1 When generated

The MLME(SM)-CHANNEL-SWITCH.confirm primitive is generated by the MLEM and issued to the SM to indicate the reception of a channel switch response message from a CPE.


9.3.1.2.2 Effect on receipt

When the SM receives the The MLME(SM)-CHANNEL-SWITCH.confirm it will identify whether the CPE successfully confirmed the requested channel switch, as contained in the Confirmation Code field channel switch response frame. Otherwise, the status parameter indicates either an error code from the received response or the appropriate error code from Table XX. If the response is not successful the SM may decide to issue another channel switch request to the same CPE.


9.3.1.3 MLME(SM)-CHANNEL-TERMINATE.request


9.3.1.3 MLME(SM)-CHANNEL-TERMINATE.confirm

9.3.2 Spectrum Measurement Primitives

The MLME(SM)-SAP spectrum measurement primitives defines how the SM can control the spectrum sensing measurement done by the CPEs. This set of primitives allows the SM to request spectrum sensing measurements from its associated CPEs.


9.3.2.1 MLME(SM)-SPECTRUM-MEASUREMENT.request


9.3.2.2 MLME(SM)-SPECTRUM-MEASUREMENT.confirm


9.3.2.2 MLME(SM)-SPECTRUM-MEASUREMENT.indication


9.3.2.2 MLME(SM)-CH-QUIET.request

9.4 PHY Spectrum Sensing Services
The PHY layer provides local spectrum sensing services to the Spectrum Manager accessed through the PLME(SS)-SAP. The PLME(SS)-SAP is an interface that provides a means of passing information between the SM and the PHY sublayer (using the PLME(SS)-SAP). Table 30 summarizes the spectrum sensing primitives supported by the PLME through the PLME(SS)-SAP interface. The primitives are discussed in the subclauses referenced in the table.

Table 3—Spectrum Sensing Primitives supported by the PLME(SS)-SAP
	Name
	Request
	Indication
	Confirm

	PLME(SS)-CHANNEL-SENSING
	9.4.1
	
	9.4.2



9.4.1 PLME(SS)-CHANNEL-SENSING.request


9.4.2 PLME(SS)-CHANNEL-SENSING.confirm

9.5 Geo-location Services

The PHY layer provides geo-location services to the Spectrum Manager accessed through the PLME(GL)-SAP. The PLME(GL)-SAP is an interface that provides a means of passing geo-location information between the SM and the PHY sublayer (using the PLME(GL)-SAP). Table 30 summarizes the geo-location primitives supported by the PLME through the PLME(GL)-SAP interface. The primitives are discussed in the subclauses referenced in the table.

Table 4—Geo-location Primitives supported by the (GL)-SAP
	Name
	Request
	Indication
	Confirm

	XXX-GET-GEOLOCATION-INFORMATION
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Abstract


This document includes the proposed outline and text for the spectrum manager section. 
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