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This contribution provides the resolution to the editorial comment #226. The additional texts are highlighted in blue.
6.9.8.2 DSA-RSP
A DSA-RSP message shall be generated in response to a received DSA-REQ message. The format of a DSA-RSP message shall be as shown in Table 93. If the transaction is successful, the DSA-RSP message may contain the following: Service Flow Parameters (The complete specification of the service flow shall be included in the DSA-RSP if it includes a newly assigned CID or an expanded service class name) and CS Parameter Encodings (Specification of the service flow’s CS-specific parameters).
Table 93 — DSA-RSP message format

	Syntax
	Size
	Notes

	DSA-RSP_Message_Format() {
	
	

	Management Message Type = 12
	8 bits
	

	Transaction ID
	16 bits
	

	Confirmation Code
	8 bits
	Table 102

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.3 DSA-ACK
A DSA-ACK message shall be generated in response to a received DSA-RSP message. The format of a DSA-ACK message shall be as shown in Table 94. 
Table 94 — DSA-ACK message format

	Syntax
	Size
	Notes

	DSA-ACK_Message_Format() {
	
	

	Management Message Type = 13
	8 bits
	

	Transaction ID
	16 bits
	

	Confirmation Code
	8 bits
	Table 102

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.4 DSC-REQ

A DSC-REQ message is sent by a CPE or BS to dynamically change the parameters of an existing service flow. A CPE or BS shall generate DSC-REQ messages in the form shown in Table 95. Note that a DSC-REQ message shall not carry parameters for more than one service flow. A DSC-REQ message shall contain Service Flow Parameters which specifies the service flow’s new traffic characteristics and scheduling requirements. The admitted and active QoS parameter sets currently in use by the service flow. If the DSC message is successful and it contains service flow parameters, but does not contain replacement sets for both admitted and active QoS parameter sets, the omitted set(s) shall be set to null. The service flow parameters shall contain a SFID.

Table 95 — DSC-REQ message format

	Syntax
	Size
	Notes

	DSC-REQ_Message_Format() {
	
	

	Management Message Type = 14
	8 bits
	

	Transaction ID
	16 bits
	

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.5 DSC-RSP
A DSC-RSP shall be generated in response to a received DSC-REQ. The format of a DSC-RSP shall be as shown in Table 96. If the transaction is successful, the DSC-RSP may contain the Service Flow Parameters in which the complete specification of the service flow shall be included in the DSC-RSP only if it includes a newly assigned CID or an expanded service class name. If a service flow parameter set contained an upstream admitted QoS parameter set and this service flow does not have an associated CID, the DSC-RSP shall include a CID. If a service flow parameter set contained a service class name and an admitted QoS parameter set, the DSC-RSP shall include the QoS parameter set corresponding to the named service class. If specific QoS parameters were also included in the classed service flow request, these QoS parameters shall be included in the DSC-RSP instead of any QoS parameters of the same type of the named service class. Additionally, the DSC-RSP may contain the CS Parameter Encodings which specifies the CS-specific parameters of the service flow.
Table 96 — DSC-RSP message format

	Syntax
	Size
	Notes

	DSC-RSP_Message_Format() {
	
	

	Management Message Type = 15
	8 bits
	

	Transaction ID
	16 bits
	

	Confirmation Code
	8 bits
	Table 102

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.6 DSC-ACK
A DSC-ACK shall be generated in response to a received DSC-RSP. The format of a DSC-ACK shall be as shown in Table 97.

Table 97 – DSC-ACK message format

	Syntax
	Size
	Notes

	DSC-ACK_Message_Format() {
	
	

	Management Message Type = 16
	8 bits
	

	Transaction ID
	16 bits
	

	Confirmation Code
	8 bits
	Table 102

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.7 DSD-REQ

A DSD-REQ is sent by a CPE or BS to delete an existing service flow. The format of a DSD-REQ shall be as shown in Table 98. 
Table 98 — DSD-REQ message format

	Syntax
	Size
	Notes

	DSD-REQ_Message_Format() {
	
	

	Management Message Type = 17
	8 bits
	

	Transaction ID
	16 bits
	

	Service Flow ID
	32 bits
	

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.8 DSD-RSP
A DSD-RSP shall be generated in response to a received DSD-REQ. The format of a DSD-RSP shall be as shown in Table 99.

Table 99 — DSD-RSP message format

	Syntax
	Size
	Notes

	DSD-RSP_Message_Format() {
	
	

	Management Message Type = 18
	8 bits
	

	Transaction ID
	16 bits
	

	Confirmation Code
	8 bits
	Table 102

	Service Flow ID
	32 bits
	

	Information Elements (IEs)
	Variable
	6.8.4

	}
	
	


6.9.8.9 DSx-RVD

The DSX-RVD message shall be generated by the BS in response to a CPE-initiated DSx-REQ to inform the CPE that the BS has received the DSx-REQ message in a more timely manner than provided by the DSx-RSP message, which shall be transmitted only after the DSx-REQ is authenticated. The format of the DSX-RVD shall be as shown in Table 100.
Table 100 — DSx-RVD message format

	Syntax
	Size
	Notes

	DSX-RVD_Message_Format() {
	
	The DSX-RVD message shall be generated by the BS in response to a CPE-initiated DSx-REQ to inform the CPE that the BS has received the DSx-REQ message in a timelier manner than provided by the DSx-RSP message, which shall be transmitted only after the DSx-REQ is authenticated.

	Management Message Type = 30
	8 bits
	

	Transaction ID
	16 bits
	

	Confirmation Code
	8 bits
	Table 102

	}
	
	


6.9.8.10  Service Flow Encodings
Table 101 and the subsequent subclauses define the parameters associated with upstream/downstream scheduling for a service flow. Note that the encapsulated upstream and downstream flow classification configuration setting strings share the same subtype field numbering plan because many of the subtype fields defined are valid for both types of configuration settings except service flow encodings. Upstream encodings use the type 145. Downstream encodings use the type 146. Entries of the form [145/146] indicate the encoding can be applied to either an upstream or downstream service flow.

Table 101 — Service flow encodings

	Type
	Parameter

	1
	Service Flow Identifier

	2
	CID

	3
	Service Class Name

	4
	reserved

	5
	QoS Parameter Set Type

	6
	Traffic Priority

	7
	Maximum Sustained Traffic Rate

	8
	Maximum Traffic Burst

	9
	Maximum Reserved Traffic Rate

	10
	Minimum Tolerable Traffic Rate

	11
	Service Flow Scheduling Type

	12
	Request/Transmission Policy

	13
	Tolerated Jitter

	14
	Maximum Latency

	15
	Fixed-length versus Variable-length SDU Indicator

	16
	SDU Size

	17
	Target SAID

	18
	ARQ Enable

	19
	ARQ_WINDOW_SIZE

	20
	ARQ_RETRY_TIMEOUT – Transmitter Delay

	21
	ARQ_RETRY_TIMEOUT – Receiver Delay

	22
	ARQ_BLOCK_LIFETIME

	23
	ARQ_SYNC_LOSS

	24
	ARQ_DELIVER_IN_ONRDER

	25
	ARQ_PURGE_TIMEOUT

	26
	ARQ_BLOCK_SIZE

	27
	Reserved

	28
	CS Specification

	29
	Maximum Tolerable Packet Loss Rate

	30-98
	Reserved

	99-107
	Convergence Sublayer Types

	143
	Vendor-specific QoS Parameter

	144-255
	Reserved


The CC indicates the status for the dynamic service (DSx) messages. The value appears in the Confirmation Code field of a DSx message. The CC values are specified in Table 102.
Table 102 — Confirmation Code (CC) values

	CC
	Status

	0
	OK/success

	1
	reject-other

	2
	reject-unrecognized-configuration-setting

	3
	reject-temporary / reject-resource

	4
	reject-permanent / reject-admin

	5
	reject-not-owner

	6
	reject-service-flow-not-found

	7
	reject-service-flow-exists

	8
	reject-required-parameter-not-present

	9
	reject-header-suppression

	10
	reject-unknown-transaction-id

	11
	reject-authentication-failure

	12
	reject-add-aborted

	13
	reject-exceed-dynamic-service-limit

	14
	reject-not-authorized-for-the-request-SAID

	15
	reject-fail-to-establish-the-requested-SA

	16
	reject-not-supported-parameter

	17
	reject-not-supported-parameter-value
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Abstract


This contribution provides the resolution to the editorial comment #226 and the technical comment #227, which is the text description for Section 6.9.8 of the Draft v1.0.
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