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Introduction

This document proposes text to be accepted as a resolution for comments #93 and #370 in [2] comment database, document [1].  The text that original commenter cites, is almost a mirror for text in [3].  Because of this, the proposed remedy includes leaving the text on page 15 (lines 18-21) alone; while proposing additional text to provide clarification.  

Instructions to the editor are [enclosed in square brackets, and highlighted by bold and italics].  Deletions of existing text are denoted with red lettering, strikethrough, and underline.  Additions/modifications to existing text are denoted with red lettering and underline.

Previous revision represented a resolution to comment 093 which was voted on and accepted in a previous session. Original commentor was unhappy with resolution. Some of the original commentor’s issues have been resolved.

Suggestion is to adopt text modifications to the original resolution, but to change the comment resolution status to Deferred. This is required because original commentor states that complete definition of MIBs and management system is required into order to fully satisfy the comment.
Text Proposal

[-----------------------------------------------Beginning of Text Proposal----------------------------------------------------]

[No modification of text on page 15, lines 18 – 21]

[Add the following subsection after Section 1.3]

1.3.1
Management Reference Model

The 802.22 devices shall
 include Customer Premise Equipment (CPE) or Base Stations (BS). As the 802.22 devices may be part of a larger network and therefore would require interfacing with entities for management and control purposes, a Network Control and Management System (NCMS) abstraction has been introduced in this standard as a "black box" containing these entities.  The NCMS abstraction allows the PHY/MAC layers specified in 802.22 to be independent of the network architecture, the transport network, and the protocols used at the backend and therefore allows greater flexibility.  NCMS logically exists at BS and CPE side of the radio interface, termed NCMS(BS) and NCMS(CPE), respectively.  Any necessary coordination required for configuration and management of BSs may be handled through the NCMS(BS). 

Figure [RKR1] shows a management reference model of WRAN networks.  It consists of a network management system (NMS), managed nodes, and a Network Control System.  Managed nodes, which includes BSs and CPEs, collect and store the managed objects in the format of WRAN Interface MIB (e.g., wranIfMib) and Device MIB (e.g., wranDevMib) that shall be  available to NMSs via the  Simple Network Management Protocol (SNMP).   .  MIB definitions are specified in Clause [TBD].  The Network Control System contains the service flow and the associated QoS information that is pre-populated in service classes at the BS and instantiated  when a CPE requests services.  

The management information between CPE and BS may be carried over a secondary management connection.  If the secondary management connection does not exist, SNMP messages shall be carried over a transport connection .
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Figure RKR1 – Management Reference Model

Examples of services provided by the NCMS include; AAA Services, RRM Services, Security Services, Service Flow Management Services, Location Based Services (LBS) management, and Network Management Services.

The NCMS is interfaced to CPE/BS through various SAPs.  These SAPs and their interfaces into the Data, Management/Control, and Cognitive Planes are described in Section 6.2.

[Add the following section after Section 1.3]

1.4  Managed Objects

The definition of managed objects in this standard is expressed in Structure of Management Information Version 2 (SMIv2). It supports a management protocol agnostic approach, including SNMP.

[Add the following references to clause 2]

IETF RFC2578, “Structure of Management Information Version 2 (SMIv2)”, K. McCloghrie, D. Perkins, J. Schoenwaelder, J. Case, M. Rose, S. Waldbusser, April 1999

IETF RFC2758 "Definitions of Managed Objects for Service Level Agreements Performance Monitoring", K. White, February 2000

[Add the following definitions to clause 3]

3.xx Management Information Base (MIB): A collection of information that is organized hierarchically. MIBs are accessed using a network-management protocol such as SNMP. They are comprised of managed objects and are identified by object identifiers. 

3.xx Managed object: It is one of any number of specific characteristics of a managed device. Managed objects are comprised of one or more object instances, which are essentially variables. Managed object is also referred to as a MIB object, an object, or a MIB.

3.xx Managed node: A node that collects and stores the managed objects in the format of MIB. It is made available to the network management system via management protocols, such as Simple Network Management Protocol (SNMP).





[---------------------------------------------------------End of Text Proposal-----------------------------------------------]
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�This text modification to original resolution was harmonized with original commentor, Ivan Reede.


� The original text resolution with regard to this statement was wrong. In reality, BSs don’t directly to each other, with regard to management and configuration operations. The operator uses the NCMS (made of the NCS and NMS) to communicate the relevant information to a particular BS. This modification to original resolution of comment 093has been harmonized with Ivan Reede.


�Text modifications in this paragraph to original resolution of comment 093 were harmonized with Ivan Reede


�Text modification to original resolution of comment 93 was harmonized with original commentor Ivan Reede.





Mapping of the SNMP traffic to a dedicated 2ndary management connection or a transport connection is detailed in Clause 5 of the current draft standard. Clause 5 deals with the Packet Convergence Sublayer. Sub-clause 5.2 gives an overview of the classification process. There are 4 difference types of classifiers; 802.3/Ethernet CS, IP CS, IEEE 802.1Q VLAN CS, and ATM CS. The IP CS is described in sub-clause 5.4. The text in 5.4.2 states that the IP CS classification rules can use the layer 3 protocol header and/or the layer 4 protocol header. SNMP is actually an application protocol that is encapsulated in UDP (a transport protocol). SNMP uses some specific ports, namely 161 and 162, so an IP classification rule could be built to map the SNMP packets to a specific CID, by referring to the destination port in the UDP header. If the secondary management it exists, that CID should be used. If not, than some other transport CID should be used. Discussion of IP CS and classification at this stage is inappropriate because this stage in draft standard represents very high level text


�Text modification to original resolution to comment 093 here was harmonized with original commentor Ivan Reede.
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