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1. Introduction

The purpose of this document is to propose a new CBP design based on the CBP protection mechanism (08/296 or latest revision), current CBP, and current discussions on coexistence mechanisms. The following lists current assumptions that allow for this redesign:

· Resource Renting and Interference-Free scheduling have been removed. They may be brought back after some discussion by Coexistene Ad-Hoc

· SCH has been optimized, only takes up 192 bits of 2nd CBP symbol

· Require 3 symbol CBP transmission for transmitting Channel Contention or Backup Channeling for Spectrum Etiquette IEs

· CBP protection mechanism Option 4 (pre-distribution of BS ECC implicit certificate) is used when CBPs are being exchanged between BSs belonging to the same operator

· BS formulates CBP. BS either emit CBP itself, or forwards CBP to CPE via a yet undefined MAC management message, and then CPE emits the CBP during the SCW as defined in the MAC management message that delivered CBP to CPE

There is one system issue that has to be addressed regarding CBP protection. If CBPs are being emitted and received by BSs that belong to different operators then BS ECC implicit certificates would have to be exchanged in CBP Payload prior to executing channel contention or BS ECC implicit certificates would have to be located in a central database, i.e. co-located with spectrum policy database, that competing providers would all have to register their BSs+certificates. Other solutions may be possible, but will have to be discussed at a later date.

The new CBP design is described by discussing the contents of the self-coexistence window (SCW), namely the CBP Preamble and CBP MAC PDU.

1. CBP Preamble:

This CBP preamble is mandatory for all CBP transmissions and is transmitted in the 1st symbol of the SCW. CBP Preamble is defined in Section 8.4.1.4.

2. CBP Packet – CBP Header:

The CBP Header is mandatory for all CBP transmissions. The premise of the CBP Header in this section definition is to fill as much of the 2nd symbol of SCW as possible. Any remaining space will be reserved for future capability. The header consists of the SCH (Section 6.6.1), CBP signature data as defined by the CBP Signature IE (Table 7.11.x-4), CBP emitter indicator, Coexistence Capability Indicator, Frame #, Tx Offset, and the Station ID (MAC address) of the station emitting the CBP. The following is a description of the contents of this symbol and the order they appear in:

2.1 SCH Data
1. SCH is 192 bits. Dave Calvacanti mentioned this value during CBP Protection mechanism discussion.

2. Question 1: Does this 192 bits reflect a Header Check Sequence (HCS)? When SCH data structure is packaged in CBP this HCS is not necessary. A case for not including the HCS of SCH when packaging the SCH into CBP is based on adopting the CBP protection mechanism. The Signature process that's part of the CBP protection method provides a more robust integrity check than an HCS can. Suggestion is to remove HCS from SCH when packaging it into CBP, reducing the SCH data to 184 bits.

a. Answer: The SCH data currently contains the HCS. If the CBP protection mechanism is adopted the HCS should be removed for the SCH when SCH data is packaged into CBP header.
3. Question 2: Does the SCH data also include the BS ID? If so our suggestion is to move it out of the SCH data and into its own field in the 2nd symbol of SCW. This is being suggested to help meet the FCC ruling's requirements that license-exempt devices in TV whitespaces must identify itself. This reduces the SCH data size by another 48 bits to 136.

a. Answer: Yes, the SCH does contain the BS ID. It is recommended to keep the BS ID as part of the SCH Data as it’s packaged into CBP header. It is required to identify the SCH data associated with a BS.
2.2 CBP Signature Data

1. Follow Table 7.11.x-2, this defines the IE. Signature calculated over non-Signature components of second symbol and contents of 3rd symbol (2nd data symbol of CBP), if 3rd symbol is transmitted

2. This provides much better integrity protection than HCS, so HCS can be removed from SCH 

3. The 1byte element ID portion of Table 7.11.x-2 is removed, as this data exists in every CBP transmission in a specific field of the 2nd symbol

4. As defined in Table 7.11.x-2, the signature data take up 128 bits 

2.3 CBP Emitter Indicator

1. 1 bit

2. = 0, BS (as described by BS ID in SCH) constructed CBP & emitted the CBP itself
a. indicative that source BS can “see” neighbor BSs reliably.

3. = 1, BS (as described by BS ID in SCH) constructed the CBP, delivered it to CPEs via MAC management message XXX (Section TBD), and CBP was emitted by one or more CPEs
a. indicative that source BS cannot see any neighbor BSs

2.4 Coexistence Capability Indicator

1. Indicates which coexistence modes are supported, 4 bits

2. Field Values:

a. 0000 = No coexistence capabilities are supported, 0001 = Spectrum Etiquette, 0010 = Spectrum & Channel Contention

b. 0011-1111 reserved for inclusion of Interference-Free scheduling or Resource Renting if either are brought back

3. Exact encoding will be dependent on conclusions derived from Coexistence Ad-Hoc's discussion

2.5 Frame #

1. Frame # in which this message is tx'd, 8 bits

2.6 Tx Offset

1. Indicates the offset (in symbols) relative to the start of the first symbol of the PHY PDU (including preamble) where the current frame is transmitted. The time instants indicated by the Transmission Offset values are the transmission times of the first symbol of the beacon, that is the preamble, 8 bits

2.7 Length

1. 1 bit

2. 1 = Payload of CBP Packet (2nd data symbol of CBP present), 0 = Payload of CBP Packet (2nd data symbol of CBP not present)
2.8 Station ID
1. 48 bits

2. MAC address of the station that emits the CBP Packet
a. If CBP Emitter Indicator = 1 this reflects the BS ID of the BS that is emitting the CBP Packet
b. If CBP Emitter Indicator = 0 this reflects the CPE ID (MAC Address) of the CPE that is emitting the CBP Packet on behalf of the BS whose BS ID is in the SCH Data

The fields discussed in section 2.1-2.8 total 382 bits. This fits within the 418 bit boundary of a symbol within the SCW. The recommendation is to just pad the remaining 36 bits, and to not place any IEs in the remaining portion of the 2nd symbol. Coexistence IEs should be transmitted in the CBP Packet Payload, discussed in Section 3 of this contributions.
This new design incorporates information from some CBP IEs into the CBP Header. By structuring the CBP Header, the CBP Payload becomes truly optional, as it would only be necessary for exchanging the IEs required for coexistence. The Beacon, Inter-BS capabilities, BS Channel Parameter, and CBP Geolocation IEs are no longer necessary. 
With regard to the BS Channel Parameter IE, Gerald Chounaird commented that indication of active channel is redundant and preferred CBP channel is not needed. Active TV channel is redundant because the active channel can be deduced simply by identifying the channel the CBP was detected and received on. Preferred CBP channel is not needed because it's preferable to “passively” sense the CBP, actively monitoring channels and transmitting CBPs on specific channels may cause collisions.
With regard to CBP Geolocation IE, SCH Data field of new CBP Header design has BS ID associated with SCH Data and Station ID field has ID of station emitting CBP. This makes CBP Geolocation IE redundant and can be removed.
3. CBP Packet – CBP Payload (Symbol 3 of SCW):

The previous section of this document covered the design of the contents for the CBP Header (2nd symbol of SCW). That design reflects what we consider to be an inclusion all of the “mandatory” data elements that every CBP tx should consist of. This design then makes using the CBP Payload, which would be held in the 3rd symbol of SCW, purely optional.

Another benefit of the proposed design of the CBP Header is the elimination of some IEs. The only IEs that are remaining are the: CBP Location, Backup Channel, CC-REQ, CC-RSP, and CC-ACK IEs. IEs relating to Resource Renting and Interference-Free scheduling are not considered here. If either method is brought back in the future, they will be reconsidered at that time. 
If the CBP protection method is enabled, and a BS detects a CBP whose signature can't be verified, then the CBP would normally be dropped. This is most likely to happen for CBPs being exchanged between BSs of different operators. This is a problem, and will affect coexistence performance. The suggestion then, is that a BS periodically broadcast its own certificate and/or make a request for a neighbor BSs (if that BS belongs to a different operator) ECC implicit certificate using a dedicated IE (e.g. Certificate Broadcast/Request and Response IE). 

This leaves 7 remaining coexistence IEs, so the Element ID field can be restructured. What follows is a discussion on the structuring of the Element ID field, comments on each of the remaining IEs, and an analysis of all the possible IE combinations.

3.1 Restructuring of Element ID field of IEs

The proposal is to use 4 bits for Element ID in the following manner:

0000 = Backup Channel
0001 = CC-REQ

0010 = CC-RSP

0011 = CC-ACK

0100 = Certificate Exchange (CERT-EXC)

0101 = CBP Location 
0110-1111 = Reserved for Resource Renting or Interference-Free Scheduling
3.2 Comments on remaining IEs

Here we would like to make some comments on the remaining IEs.

3.2.1 Backup Channel
There are three comments on this IE:

1. As discussed in 3.1 the Element ID field can be reduced. It may very well have to stay 1 byte to keep IE byte aligned. We would rather reduce the Element ID and pad the end of the IE if required. 

2. The “TV channel #” field that describes the Active TV Channel, is redundant because the active channel can be deduced simply by identifying the channel the CBP was detected and received on.
3. Do we really need 8 bits to signal the number of backup channels? This indicates a BS is maintaining  a list of 256 backup channels. Is this even practical? Would a BS RF hardware and antenna be even capable of operating over all 256 channels? Not really, so 4 or 5 bits seems more practical.

If Element ID is 4 bits then maintaining a Backup Channel length of 4 bits, keeps this IE byte-aligned. The following table suggests a new Backup Channel IE format (Total Size: 8+N*8 bits, where N is # of backup channels):

	Syntax
	Size
	Notes

	Backup_Channel_IE() {
	
	

	Element ID
	4 bits
	0000

	Number of Backup TV channels 
	4 bits
	

	for (i=0; i < Number of Backup TV channels; i++) {
	
	In priority order.

	TV channel Number[i]
	8 bits
	

	}
	
	

	}
	
	


Table 3.2.1-1: BACKUP CHANNEL IE

3.2.2 CC-REQ

There are two comments on this IE:

· As said before Element ID can be reduced. It may very well have to stay 1 byte to keep IE byte aligned. We would rather reduce the Element ID and pad the end of the IE if required.

· Do the Source/Destination Operator Ids even have to exist in this IE? One would assume that each operator would have knowledge of the BS Ids of all the BSs in its own network. An operator could communicate that information to each of their own BSs via a MAC management message or through an operator specific configuration executed through the NCMS. On the other hand, developing a method to share this information between operators would be tricky. Taking these two fields out would save 4 bytes, but further discussion is required before making any decisions.

The following table suggests a new CC-REQ IE format (Total Size: 128bits):

	Syntax
	Size
	Notes

	CC_REQ_IE_Format() {
	
	

	Element ID
	4 bits
	0001

	Source Operator Id
	16 bits
	Operator identity of the contention source (operator making the sharing request).

	Destination Operator Id
	16 bits
	Operator identity of the contention destination (operator receiving the sharing request).

	Destination BS Id
	48bits
	The MAC address of the contention destination

	Sequence number
	12bits
	Incremented by 1 by the source whenever any of the following three fields change. The contention destinations shall discard the repeated CC_REQ IEs.

	TV Channel contention number (CCN)
	8bits
	A random number to show the priority to contend for the TV channel. CCN is dedicated to the contention resolution in the intra system operator situation.

	TV Channel Contention Number of Credit Tokens (CCNCT)
	8 bits
	Number of credit token per BIN proposed for the contention resolution. CCNCT is dedicated to the contention resolution in the inter operators situation. 

	Start time
	16bits
	Starting from the next frame, the number of frames after which the contention source requires to start operation on the requested TV channel.

	}
	
	


Table 3.2.2-1: CC-REQ IE

3.2.3 CC-RSP

There are two comments on this IE:

· As said before Element ID can be reduced. It may very well have to stay 1 byte to keep IE byte aligned. We would rather reduce the Element ID and pad the end of the IE if required.

· How many reasons for rejections are there? 6 bits indicates that there are 64 reasons. Is this practical? Are there other reasons than the 3 stated in current draft? Would 2-3 bits for this field be sufficient? 2 bits would work with a 4bit Element ID and 3 bits would 3 bit  Element ID.

· Should also add one reason to capture signature/certificate verification failure.

The following table suggests a format for the CC-RSP IE (Total Size: 96 bits):

	Syntax
	Size
	Notes

	CC_RSP_IE_Format() {
	
	

	Element ID
	4 bits
	0010

	Source BS Id
	48 bits
	Copy from the CC_REQ IE received

	Sequence number
	12 bits
	Copy from the CC_REQ.

	TV Channel number
	8 bits
	The TV channel requested by the source BS

	Result indication
	2 bits
	00 - SUCCESS (accept the request)

01 -REJECT (reject the request)

10 and 11 – reserved

	Reason of Rejection
	6 bits
	The reason to reject the CC_REQ IE. This field can only be used when result = 01

000000 - the current working period of the contention destination is too short (applicable in the intra operator and inter operators situation).

000001 - the contention destination has smaller channel contention number (CCN) than the contention source (applicable in the intra operator situation).

000010 - the contention source proposes a smaller CCNCT than the contention destination (applicable in the inter operators situation).

000011 - The remaining time to the quiet period is too short (applicable in the intra operator and inter operators situation).

000100—111111 – reserved

	TV Channel Release Time
	16 bits
	Starting from the next frame, the number of frames after which the TV channel can be released.

	}
	
	


Table 3.2.3-1: CC-RSP IE

3.2.4 CC-ACK

There are three comments on this IE:

· As said before Element ID can be reduced. It may very well have to stay 1 byte to keep IE byte aligned. We would rather reduce the Element ID and pad the end of the IE if required.

· Does “Occupation Code” have to be 2 bits? 1 bit should be sufficient, as there are currently only two conditions.

· If Element ID is 4 bits, then # of reserved bits can be 3, if it is 3 bits then reserved bits can be 4

	Syntax
	Size
	Notes

	CC_ACK_IE_Format() {
	
	

	Element ID
	4 bits
	0011



	Destination Id
	48bits
	The MAC address of the contention destination

	Sequence number
	12 bits
	Same as the corresponding CC_REQ IE. The contention destinations shall discard the repeated CC_ACK IE being received

	TV Channel number
	8 bits
	The TV channel being requested by the contention source

	Start time
	16 bits
	Starting from the next frame, the number frames after which the contention source will start operation on the requested TV channel.

	Occupation code
	2 bits
	00 - Occupy the TV channel

01- Give up the request

10 and 11 – Reserved

	Reserved
	6 bits
	set to 000000

	}
	
	


Table 3.2.4-1: CC-ACK IE

3.2.5 Certificate Exchange (CERT-EXC) IE
This IE is a new IE that is being suggested to be used when BSs from differing operators border each other and are capable of exchanging CBPs. In this instance the BS implicit certificates are not pre-distributed, and signature verifications will fail, causing CBPs to be dropped. This will negatively impact coexistence operation. If this IE is transmitted, it will be the only IE in the CBP. The following table is describes the structure of this IE:

	Syntax
	Size
	Description

	CERT-REQ_IE_Format {
	
	

	Element ID
	4 bits
	0100

	REQ/RSP Flag
	1 bit
	= 0, this certificate request directed towards a particular target BS (whose ID is specified by BS ID) & BS Implicit Certificate is the certificate of source BS making the request
= 1, this is a certificate response directed towards a particular source BS (whose ID is specified by BS ID) & BS Implicit Certificate is the certificate of target BS responding to a request

	REQ/RSP = 1
	
	

	{
	
	

	Time Stamp
	43 bits
	Time Stamp field of Signature data from CBP Header of CBP that CERT-REQ from Source BS ID was received from

	}
	
	

	BS ID
	48 bits
	Id of BS that implicit certificate request/response is directed towards.

	BS Implicit Certificate
	320 bits
	Defined in Table 7.11.2-1, CBP Protection discussed in Section 7.11.2 

	Reserved
	4 bits
	Set to 1111

	}
	
	


Table 3.2.5-1: CERT-EXC
3.2.6 CBP Location
This IE is defined to denote the position of the station that is emitting the CBP. The Latitude/Longitude/Altitude reflects either the BS or the CPE position, pending the setting of the CBP Emitter Indicator field in the CBP Header (see section 2 of this contribution). The design that follows is also very much streamlined, with regard to usages of bits, when compared to the definition of this IE in Table 23 of draft 1.4.
3.2.6.1 Latitude
· Only support WGS Datum, it covers worldwide

· See Section 2.4, if CBP Emitter Indicator = 0, then this field represents latitude coordinate of BS, if it = 1, then it represents the latitude coordinate of CPE forwarding the CBP packet

· Latitude of BS, 29 bits

· Bit# 16-0: 20 bits of fraction, this represents degrees out to 6 decimal places (.999999), this is accurate enough to meet 15m positioning accuracy in Section 6.16.1.2

· Bit# 23-17: 8 bits of degrees, latitude goes up to 90 degrees, 8bits is enough

· Bit# 24: 1 bit indicator of N or S, 0 = N, 1 = S

3.2.6.2 Longitude
· Only support WGS Datum, it covers worldwide

· See Section 2.4, if CBP Emitter Indicator = 0, then this field represents longitude coordinate of BS, if it = 1, then it represents the longitude coordinate of CPE forwarding the CBP packet

· Longitude of BS, 29 bits

· Bit# 16-0: 20 bits of fraction, this represents degrees out to 6 decimal places (.999999), this is accurate enough to meet 15m positioning accuracy in Section 6.16.1.2

· Bit# 24-17: 8 bits of degrees, longitude goes up to 180 degrees, 8bits is enough

· Bit# 25: 1 bit indicator of E or W, 0 = E, 1 = W

3.2.6.3 Altitude

· Only support WGS Datum, it covers worldwide

· 14 bits

· See Section 2.3, if CBP Emitter Indicator = 0, then this field represents altitude coordinate of BS, if it = 1, then it represents the longitude coordinate of CPE forwarding the CBP packet

· represents altitude in 1m increments in the range of -500m (Dead Sea) to 9000m (> elevation of Mt. Everest)
	Syntax
	Size
	Description

	CBP_Location_IE {
	
	

	Element ID
	4 bits
	0111


	Latitude
	29 bits
	· Bit# 16-0: 20 bits of decimal degree fraction represents degrees out to six decimal places (.999999).
· Bit# 23-17: 8 bits of degree, sufficient to cover 0° < latitude < 90°

· Bit# 24: 1 bit indicator of hemisphere, N = 0, S = 1

	Longitude
	29 bits
	· Bit# 16-0: 20 bits of decimal degree fraction represents degrees out to six decimal places (.999999). 
· Bit# 24-17: 8 bits of degree, sufficient to cover 0° < longitude < 180°

· Bit# 25: 1 bit indicator of hemisphere, E = 0, W = 1

	Altitude
	14 bits
	Represents altitude of station above sea level in 5m increments

	Reserved
	4 bits
	Set to 1111

	}
	
	


Table 3.2.8-1: CBP Location

4. Analysis of CBP IE combinations for CBP Payload
In this section of the document, we try to go through the various combination of the 7 remaining CBP IEs are possible. 

The following lettering is used to encode the various IE configurations used in this analysis and how large (in bits) they are:

· A = Backup Channel IE (4 backup channels) = 40

· B = Backup Channel IE (8 backup channels) = 72

· C = Backup Channel IE (16 backup channels) = 136

· D = CC-REQ IE = 128

· E = CC-RSP IE = 96

· F = CC-ACK IE = 96

· G = CERT-EXC IE in request mode = 376
· H = CERT-EXEC IE in response mode = 416
· J = Backup Channel IE (9 backup channels) = 80

· K = Backup Channel IE (10 backup channels) = 88

· L = Backup Channel IE (11 backup channels) = 96

· I = Location IE = 80
The following is a listing of possible IE combinations for CBP payload:

· A+D = 168

· A+E = 136

· A+F = 136

· A+2*E = 232

· A+2*F = 232

· A+3*E = 328

· A+3*F = 328

· A+2*E+F = 328

· A+E+2*F = 328

· A+D+E = 264

· A+D+F = 264

· A+D+E+F = 360

· A+D+2*E = 360

· A+D+2*F = 360

· A+2*D = 296

· A+2*D+E = 392

· A+2*D+F = 392

· A+D+2*E = 360

· A+D+2*F = 360

· B+D = 200

· B+E = 168

· B+F = 168

· B+2*E = 264

· B+2*F = 264

· B+3*E = 360

· B+3*F = 360

· B+2*E+F = 360

· B+E+2*F = 360

· B+D+E = 296

· B+D+F = 296

· B+D+E+F = 392

· B+D+2*E = 392

· B+D+2*F = 392

· B+2*D = 328

· C+D = 264

· C+E = 232

· C+F = 232

· C+2*E = 328

· C+2*F = 328

· C+D+E = 360

· C+D+F = 360

· C+2*D = 392

· J+D = 208

· J+E = 176

· J+F = 176

· J+2*E = 272

· J+2*F = 272

· J+E+F = 272

· J+3*E = 368

· J+3*F = 368

· J+2*E+ F = 368

· J+E+ 2*F = 368

· J+D+E = 304

· J+D+F = 304

· J+D+E+F = 400

· J+2*D = 336

· J+D+2*E = 400

· J+D+2*F = 400

· K+D = 216

· K+E = 184

· K+F = 184

· K+2*E = 280

· K+2*F = 280

· K+3*E = 376

· K+3*F = 376

· K+2*E+F = 376

· K+E+2*F = 376

· K+D+E = 312

· K+D+F = 312

· K+D+E+F = 408

· K+2*D = 344

· K+D+2*E = 408

· K+D+2*F = 408

· L+D = 224

· L+E = 192

· L+F = 192

· L+2*E = 288

· L+2*F = 288

· L+3*E = 384

· L+3*F = 384

· L+2*E+F = 384

· L+E+2*F = 384

· L+D+E = 320

· L+D+F = 320

· L+D+E+F = 416

· L+2*D = 352

· L+D+2*E = 416

· L+D+2*F = 416

· D = 128

· 2*D = 256

· 3*D = 384

· E = 96

· F = 96

· E*2 = 192

· F*2 = 192

· E+F = 192

· E*3 = 288

· F*3 = 288

· 2*E+F = 288

· E+2*F = 288

· E*4 = 384

· F*4 = 384

· 2*E+2*F = 384

· E+3*F = 384

· 3*E+F = 384

· D+E = 224

· D+F = 224

· D+E+F = 320

· D+2*E+F = 416

· D+E+2*F = 416

· G = 416

· A+D+I = 248

· A+E+I = 216

· A+F+I = 216

· A+2*E+I = 312
· A+2*F+I = 312
· A+3*E+I = 408
· A+3*F+I = 408

· A+2*E+F+I = 408

· A+E+2*F+I = 408

· A+D+E+I = 344

· A+D+F+I = 344

· A+2*D+I = 376

· B+D+I = 280

· B+E+I = 248
· B+F+I = 248

· B+2*E+I = 344

· B+2*F+I = 344

· B+D+E+I = 376

· B+D+F+I = 376

· B+2*D+I = 408

· C+D+I = 344

· C+E+I = 312

· C+F+I = 312

· C+2*E+I = 408

· C+2*F+I = 408

· J+D+I = 288

· J+E+I = 256

· J+F+I = 256

· J+2*E+I = 352

· J+2*F+I = 352

· J+E+F+I = 352

· J+D+E+I = 384

· J+D+F+I = 384

· J+2*D+I = 416

· K+D+I = 296

· K+E+I = 264

· K+F+I = 264

· K+2*E+I = 360

· K+2*F+I = 360

· K+D+E+I = 392

· K+D+F+I = 392

· L+D+I = 304

· L+E+I = 272
· L+F+I = 272

· L+2*E+I = 368

· L+2*F+I = 368

· L+D+E+I = 400

· L+D+F+I = 400

· D+I = 208

· 2*D+I = 336

· E+I = 176

· F+I = 176

· E*2+I = 272

· F*2+I = 272

· E+F+I = 272

· E*3+I = 368

· F*3+I = 368

· 2*E+F+I = 368

· E+2*F+I = 368

· D+E+I = 304

· D+F+I = 304
· D+E+F+I = 400

The list of combinations presented does need verification, but is provided here for informative reasons only. For example, will it be possible that a BS acts a contention source on one channel, but is a contention destination on another? Would this be possible if not all of a particular BS's CPEs are on the same channel, or BSs are using a more active CBP detection mechanism (i.e. fighting over channels designated by some as preferred for CBP transmission and by others for their own CPE traffic)? The current, viewpoint, as far as this document is concerned, is that the answer to the question maybe yes. Pending verification of the list of permutations of CBP Payload IE, the following recommendations are suggested for construction of the CBP Payload:

· The list of backup channels in Backup Channel IE does not need to be longer than 11 channels.

· If Backup Channel IE is sent in CBP Payload with other IEs, then only 1 copy is allowed.

· If CC-RSP is the only IE in CBP Payload, limit to 4. This means a BS (contention destination) can respond up to 4 CC-REQs from 4 different BSs (contention sources)

· If CC-ACK is the only IE in CBP Payload, limit to 4. This means a BS (contention source) can ACK up to 4 CC-RSPs from 4 different BSs

· If CC-REQ is the only IE in CBP Payload, limit to 3. This means a BS (contention source) can initiate contention with up to 3 BSs (contention destinations).

· If CC-RSP and CC-ACK are the only IEs in CBP Payload, than no more than 4 total will be allowed in CBP Payload. This means that:

· a BS acting as a contention destination can respond to at most 3 contention source & as a contention source can ACK up to at most 1 contention destination at the same time

· a BS acting as a contention destination respond to at most 1 contention source & as a contention source can ACK up to at most 3 contention destinations at the same time

· a BS acting as a contention destination can respond to at most 2 contention sources & as a contention source can ACK up to 2 contention destinations at the same time 

· If Backup Channel and CC-REQ IEs exist (but Location IE doesn’t exist) in CBP Payload, at most 2 CC-REQ IEs can be transmitted. This means that a BS can advertise its Backup Channel and initiate contention (be a contention source) with up to 2 contention destinations

· If Backup Channel, CC-REQ, exist in CBP Payload along with CC-RSP and/or CC-ACK, then:

· at most 1 Backup Channel and CC-REQ IE exists

· At most a combination of 2 CC-RSP or 2 CC-ACKs or 1 of each is added

· if BS transmits CERT-EXC in request mode in CBP Payload, only 1 copy shall be allowed. This means that a BS can only request the certificate of only 1 other BS at a time.
· if BS transmits CERT-EXC in response mode in CBP Payload, only 1 copy shall be allowed. This means that a BS can only respond to 1 certificate request at a time

· The Location IE may be transmitted periodically for synchronization purposes, if transmitted only 1 copy is allowed. If CPEs/BSs all have GPS, then GPS can be used for synchronization and things such as Quiet Period could be executed on a specific time (e.g. on the 1s boundary); making use of this IE obsolete.
5. Text Proposal

This section of the contribution contains the suggested text modifications against the IEEE P802.22/D1 document. Modifications with regard to coexistence mechanisms that have been removed from the standard are not discussed here. Those modifications are already being handle by other Letter Ballot 1 comment resolution. If alignment with previously discussed coexistence related contributions and comment resolution is necessary, then this section of this contribution will be revised accordingly. In the text proposal questions to the editor and any interested parties are denoted by an Editor's Note. Editorial instructions are in [bold, italics, and enclosed in square brackets at 10-point]. Additions/deletions to text are displaying using track changes word in MS Word. Original text appears unformatted.
[--------------------------------------------------Start of Text Proposal---------------------------------------------]

[replace Table 5 in Section 6.7.1.2 with the following table]

Table 5 – CBP Packet Header Format
	Syntax
	Size
	Notes

	Beacon_MAC_Header{
	
	

	SCH Data
	184 bits
	· SCH of current BS sourcing the CBP, minus the HCS

	Station ID
	48 bits
	· Station ID, e.g. 48 bit MAC Address, of station emitting CBP

	CBP Signature Data (Optional)
	128 bits
	· See Table 7.11.x-2

· If CBP protection mode is supported this field shall be included in second symbol of CBP

· When CBP protection mode is supported, signature will be calculated over non-signature fields in second CBP symbol and over the entire third symbol (if third symbol is included

	CBP Emitter Indicator
	1 bit
	· 0, BS (as described by BS ID in SCH Data) constructed CBP & emitted the CBP itself

· 1, BS (as described by BS ID in SCH Data) constructed CBP and had it relayed/re-transmitted by one or more of it's own CPEs

· When this field is 1 it indicates that source BS cannot “see” and neighbor BSs

	Coexistence Capability Indicator
	4 bits
	· 0000, no coexistence capability supported

· 0001, only Spectrum Etiquette

· 0010, Spectrum Etiquette and Channel Contention

· 0011-1111, Reserved

· [Editor's Note: If Interference-Free scheduling is brought back we would have to revisit the design of this field. Exact configuration of this field is dependent on coexistence ad-hoc discussion]

	Frame #
	8 bits
	Frame # in which CBP is transmitted

	Transmission Offset
	8 bits
	Indicates the offset (in symbols) relative to start of 1st symbol of PHY PDU (including preamble) where current frame is transmitted. The time instants indicated by the Transmission Offset values are the transmission times of the first symbol of the beacon (CBP Preamble, Section 8.4.1).

	Length
	1 bit
	· 1, CBP Payload is present

· 0, CBP Payload is not present

	Padding 
	36 bits
	Reserved for future use set to 0xFFFFFFFFF

	}
	
	


[change title of Section 6.7.1.2 from “CBP Beacon frame format” to “CBP MAC PDU Format”]

[add a line between before line 7, pg 30 and add the modify the text on line 7 as follows]

As discussed in 6.21.2.1, the CBP Packet Header described in Table 5 is utilized by the CBP Packets.
[modify the text on pg 251 lines 16-18 in Section 6.21.2.1.1 as follows]
The CBP MAC PDU may be one or two OFDM symbols long. The second data symbol may be needed depending on whether or not any CBP IEs are to be included in the CBP Packet Payload of CBP MAC PDU.
[replace Table 6, pg 30 of section 6.7.1.2.1 with the following]
Table 6 – CBP IEs
	Element ID
	Name

	0
	Backup Channel IE

	1
	CC_REQ IE

	2
	CC_RSP IE

	3
	CC_ACK IE

	4
	CERT_EXC IE

	5
	CBP Location IE

	6
	RR_REQ IE

	7
	RA_RSP IE

	8
	RA_ACK IE

	9
	RC_REQ IE

	10
	RC_RSP IE

	11
	RC_ACK IE

	12
	RE_REQ IE

	13
	RE_RSP IE

	14
	RE_ACK IE

	15
	RS-ADV IE


[add the following text after the end of the sentence in line 8, pg 30, of section 6.7.1.2.1]
The following rules may also be applied when constructing the CBP Payload:
1. The list of backup channels in Backup Channel IE does not need to be longer than 11 channels.

2. If Backup Channel IE is sent in CBP Payload with other IEs, then only 1 copy is allowed.

3. If CC-RSP is the only IE in CBP Payload, limit to 4. This means a BS (contention destination) can respond up to 4 CC-REQs from 4 different BSs (contention sources)

4. If CC-ACK is the only IE in CBP Payload, limit to 4. This means a BS (contention source) can ACK up to 4 CC-RSPs from 4 different BSs

5. If CC-REQ is the only IE in CBP Payload, limit to 3. This means a BS (contention source) can initiate contention with up to 3 BSs (contention destinations).

6. If CC-RSP and CC-ACK are the only IEs in CBP Payload, than no more than 4 total will be allowed in CBP Payload. This means that:

· a BS acting as a contention destination can respond to at most 3 contention source & as a contention source can ACK up to at most 1 contention destination at the same time

· a BS acting as a contention destination respond to at most 1 contention source & as a contention source can ACK up to at most 3 contention destinations at the same time

· a BS acting as a contention destination can respond to at most 2 contention sources & as a contention source can ACK up to 2 contention destinations at the same time 

7. If Backup Channel and CC-REQ IEs exist (but Location IE doesn’t exist) in CBP Payload, at most 2 CC-REQ IEs can be transmitted. This means that a BS can advertise its Backup Channel and initiate contention (be a contention source) with up to 2 contention destinations

8. If Backup Channel, CC-REQ, exist in CBP Payload along with CC-RSP and/or CC-ACK, then:

· at most 1 Backup Channel and CC-REQ IE exists

· At most a combination of 2 CC-RSP or 2 CC-ACKs or 1 of each is added

9. if BS transmits CERT-EXC in request mode in CBP Payload, only 1 copy shall be allowed. This means that a BS can only request the certificate of only 1 other BS at a time.

10. if BS transmits CERT-EXC in response mode in CBP Payload, only 1 copy shall be allowed. This means that a BS can only respond to 1 certificate request at a time
11. The Location IE may be transmitted periodically for synchronization purposes, if transmitted only 1 copy is allowed. If CPEs/BSs all have GPS, then GPS can be used for synchronization and things such as Quiet Period could be executed on a specific time (e.g. on the 1s boundary); making use of this IE obsolete.
[replace current definition of Backup Channel IE in Table 7, pg 30 with Table 3.2.1-1 of this contribution]
[remove Section 6.7.1.2.1.2 “Inter-BS Capabilities IE”]

[replace current definition of CC-REQ IE in Table 9, pg 33 with Table 3.2.2-1 of this contribution]
[replace current definition of CC-RSP IE in Table 10, pg 34 with Table 3.2.3-1 of this contribution]
[replace current definition of CC-ACK IE in Table 11, pg 35 with Table 3.2.4-1 of this contribution]

[insert new sub-section with # and title for Certificate Exchange (CERT-EXC) IE]
[insert the following text into new subsection of 6.7.1.2 describing CERT-EXC IE]

This IE is a new IE that is being suggested to be used when BSs from differing operators border each other and are capable of exchanging CBPs. In this instance the BS implicit certificates are not pre-distributed, and signature verifications will fail, causing CBPs to be dropped. This will negatively impact coexistence operation. If this IE is transmitted, it will be the only IE in the CBP. The following table is describes the structure of this IE:
Table XX – CERT-EXC IE
	Syntax
	Size
	Description

	CERT-REQ_IE_Format {
	
	

	Element ID
	4 bits
	0100

	REQ/RSP Flag
	1 bit
	= 0, this certificate request directed towards a particular target BS (whose ID is specified by BS ID) & BS Implicit Certificate is the certificate of source BS making the request

= 1, this is a certificate response directed towards a particular source BS (whose ID is specified by BS ID) & BS Implicit Certificate is the certificate of target BS responding to a request

	REQ/RSP = 1
	
	

	{
	
	

	Time Stamp
	43 bits
	Time Stamp field of Signature data from CBP Header of CBP that CERT-REQ from Source BS ID was received from

	}
	
	

	BS ID
	48 bits
	Id of BS that implicit certificate request/response is directed towards.

	BS Implicit Certificate
	320 bits
	Defined in Table 7.11.2-1, CBP Protection discussed in Section 7.11.2 

	Reserved
	4 bits
	Set to 1111

	}
	
	


[remove Section 6.7.1.2.1.16 “BS Channel Parameter IE”]

[replace current definition of CBP Location IE in Table 23, pg 39 with Table 3.2.8-1 of this contribution]
[remove Section 6.7.1.2.1.18 “CBP Geolocation IE”]

[---------------------------------------------------End of Text Proposal----------------------------------------------]

Abstract


This document describes some recommendations on the design of the CBP packet that is trasmitted during the self-coexistence windows (SCW). Design of CBP has been streamlined to compensate for CBP Security Protection Mechanism (08/296). It also, carries out a detailed analysis on possible combination of CBP IEs are allowable with 418 bit/symbol constraint. All text modifications are suggested to be made against the current draft (v1.4) as of the submission of this contribution.
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