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1.0 Cognitive Radio Capabilities – Missing Content and Details
This document proposes the details of the missing content in Section 9, Cogntive Radio Capabilities in the 802.22 draft standards document, v1.6. This document specifically addresses Comment 735 from Tom Gurley which states that there are missing and incomplete sections in Section 9. This document also proposes to re-organize the Clause 9 of the Draft v1.6 so that it flows better. 
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Cognitive Radio Capabilities Ad-hoc suggests that the following sections be replaced / inserted into Section 9
9.0 Cognitive Radio Capability
9.1 Introduction

This section describes the cognitive radio capabilities supported by the 802.22 standard, which are required to meet regulatory requirements for protection of incumbents as well as to ensure efficient operation of 802.22 networks. The cognitive radio capabilities include: BS Spectrum Manager, CPE Spectrum Sensing Automaton, Incumbent Database Services, Spectrum Sensing Services and Geolocation Services.

802.22 devices will employ cognitive radio capability, which will enable them to make decisions about their radio operating behavior based on information from various sources.    The information may have been obtained through communication with external incumbent databases, or through direct sensing for incumbents on TV channels that would be impacted by operation of the 802.22 device.  The information may also be the result of rules governing the particular regulatory domain where the device intends to operate (e.g. certain TV channels may be “off limits” because they were allocated for some other specific use).   This section defines the 802.22 functional entities, information elements, and procedures related to obtaining and managing this information.

If an external incumbent database is present in the domain where the 802.22 device would operate, the 802.22 device shall retrieve appropriate spectrum availability information specific to its intended operation from that database, as described by procedures defined in this section.

An 802.22 device shall also sense for the presence of incumbents in areas where the 802.22 device intends to operate, both prior to, and during operation.  This includes sensing the prospective TV channels of operation as well as any other TV channels that might subjected to harmful interference as a result of the operation of the 802.22 device.    Signals that the 802.22 device shall sense for are:

·
Television Broadcasts

·
Wireless Microphone transmissions

·
Transmissions of protecting devices, such as the 802.22.1 Wireless Beacon

[------------------------------------------Remove Text------------------------------------------------------]

If an incumbent is found to be present on a TV channel before the 802.22 commences transmission, the 802.22 device shall not start to transmit on that channel.  If an incumbent begins transmission on a TV channel after the 802.22 device has commenced transmission, the 802.22 shall immediately cease transmission, according to procedures described in this section.

Note that 802.22 devices must also sense for other 802.22 devices that may be present and operating in their area.  If such devices are discovered, the devices shall follow the coexistence procedures defined in the 802.22 MAC section (6.22.2).

[-------------------------------------------Remove Text---------------------------------------------------]

[--------------------------------------------Start Insert Text---------------------------------------------------------]

The 802.22 transmission is controlled by various policies which are defined in the Section on Spectrum Manager. The 802.22 systems shall select their operating, backup, candidate etc. channel sets based on spectrum etiquette. 
Note that 802.22 devices must also sense for other 802.22 systems that may be operating in their area.  If such systems are discovered, the devices shall follow the coexistence procedures defined in the 802.22 MAC section (6.22.2).

The organization of this section is as follows. Section 9.2 describes the Spectrum Manager Operation. Section 9.3 describes the CPE Spectrum Sensing Automaton. Section 9.4 describes Database Service, Section 9.5 describes Spectrum Sensing Function, Section 9.6 describes Geolocation and finally Section 9.7 describes primitives associated with cognitive functions 
 [----------------------------------------------End Insert Text-----------------------------------------------------]

9.2 Spectrum Manager Operation

9.2.1 Introduction

[----------------------------Remove Title 9.2.4 Spectrum Manager Channel Management-------------------]
9.2.4 Spectrum Manager Channel Management

[THE SPECTRUM MANAGER CHANNEL MANAGEMENT CONTAINS INFORMATION THAT IS RELATED TO THE SM AND SA POLICIES UNDER VARIOUS SCENARIOS.  HENCE THE EDITOR IS URGED TO RENAME THIS CLAUSE AS SM POLICIES]

Table 250 should be re-named as well

[---------------------------Remove Title 9.2.4 Spectrum Manager Channel Management-------------------]

[---------------------------------Replace with Spectrum Policies-----------------------]

9.2.4 Spectrum Manager Policies

Table 250 (Draft v1.6)Spectrum Manager Policies

 [--------------------------------Replace with Spectrum Policies-----------------------]

[---------------------------Remove Title 9.2.4 Spectrum Manager Channel Management-------------------]

[----------------------------Remove Section 9.2.5 Self Co-existence with other WRANs-------------------]
9.2.5 Self Co-existence with Other WRANs
[THIS SECTION SHOULD BE DESCRIBED AFTER THE OPERATION OF THE SPECTRUM MANAGER HAS BEEN DISCUSSED IN NEW SECTION 9.2.5]
The SM is responsible for managing the channel selection for self-coexistence with other WRANs by using the self-coexistence mechanisms defined in the 802.22 MAC (6.22.2). 

[----------------------------Remove Section 9.2.5 Self Co-existence with other WRANs-------------------]
[-----------------------------------------Spectrum Manager Start of Text Insertion-----------------------------]
9.2.5 Spectrum Manager Operation Flow
9.2.5.1 Spectrum Manager Operation at BS Initialization
9.2.5.2 Spectrum Manager Operation After Network Initialization
Figure SMFLOW describes the Spectrum Manager (SM) flow diagram during normal operation. Once the network is initialzed, the SM shall Update the list of location specific available channels from the database service and reset the Timer NoDB. Timer NoDB specifies the longest time that a WRAN service can operate in the un-licensed band with no access to the database service. The timer values may be initially set to the United States regulatory domain and classes, however they shall be configurable in accordance with the other regulatory domain requirements as specified in the Annex [Winston – Regulatory Domains 22-09-0081].

Based on the information from the database, if the operating channel is not included in the available channel list, then SM shall update the channel selection based on the available channels, spectrum etiquette, link parameters (RSSI, BER, CINR, Modulation / FEC etc.), notify the CPEs of changes and initiate a move. 
If the operating channel is part of the available channel list obtained from the database, then the SM may establish the network topology based on location of BS and the CPEs. It shall then collect the radio link parameters (RSSI, BER, CINR, Modulation / FEC etc.), location and sensing results from the BS and CPEs on a specified Channel n. The SM shall reset the corresponding Timer Sn. The SM shall monitor all the other timers S0 (Operating Channel), S2 …… Si (backup and candidate channels) and see if any of them have expired. In case they have expired, SM re-sets the corresponding timers after collecting the location and sensing results for these channels. The timer values may be initially set to the United States regulatory domain and classes, however they shall be configurable in accordance with the other regulatory domain requirements as specified in the Annex [Winston – Regulatory Domains 22-09-0081].

The SM shall infer the sensing, location and radio link information to see if an incumbent has been detected. If the incumbent(s) have been detected, the SM may decide to authenticate the incumbent. If the SM is convinced that the incumbents are authentic then it shall implement the policies defined for this scenario and move to Flow I in the Figure SMFLOW.  

If no incumbents have been found then the SM shall update the channel selection information based on spectrum etiquette and send the updated information to the CPEs if there has been any change. At this point, based on the radio link parameters, the SM may decide to move to another backup channel in which case, it will inform the CPEs, re-initialize its network and move to Flow I shown in Figure SMFLOW. 
The SM constantly monitors to see if any new CPEs have joined. If new CPEs join, then the SM shall access the database to update the list of available channels based on the location of the CPEs. In this case, the SM operation shall move to Flow DB as shown in Figure SMFLOW. 
The SM shall also monitor to see if any new information is available from the database service. If new information is available, then the SM shall access the database to update the list of available channels. In this case, once again the SM operation moves to Flow DB as shown in Figure SMFLOW. 

If there is no access to the database and the Timer NoDB has expired, then the SM shall implement the policies defined for this scenario.

If the access to the database is available, then the SM resets Timer NoDB and continues its operation. 

The SM shall check to see if there is a co-existence situation on the current operating channel. If SM finds that there is indeed a co-existence situation, the SM operation shall move to Flow C1 as shown in Figure SMFLOW. [This flow shall been defined in Clause 6.22.2.]
If no co-existence situation is found, the SM shall check if any of the Timers S0, S1, …., Si have expired. If any of the timers have expired, the SM shall move to the corresponding Flow S on the Figure SMFLOW. Otherwise the SM shall move to the corresponding Flow L in the Figure SMFLOW. 
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Figure SMFLOW – Spectrum Manager Flow 

9.2.6 TG1 (802.22.1) Beacon Authentication (Comment #251 and #735)

The WRAN shall take the action of vacating a channel on which a valid 802.22.1 beacon signal has been received.  Reception of the beacon is defined as either detection or demodulation of the beacon signal.  

Acceptable methods to comply with detection of the beacon include energy detection, baud rate detection, correlation to the spreading sequence, or synchronization and determination of start-of-frame from the index.  Other methods also exist.   The WRAN must cease operation on a channel on which a beacon is detected unless the WRAN / WRAN operator chooses to demodulate the beacon and perform further verification and validation of the received beacon signal. Performing demodulation of the beacon signal increases confidence that a received beacon signal is legitimate. The degree to which demodulation is performed is also at the discretion of the WRAN / WRAN operator but if validity is detected at the point at which the WRAN chooses to stop further investigation of the demodulated beacon, it must protect the incumbent.  It shall be at the discretion of the WRAN / WRAN operator to determine the degree to which sequential steps are taken to validate the beacon.  It can, therefore, make a decision after reception of MSF1 should it chose to do so. It may further chose to receive MSF1 combined with MSF2, and, if absolute confirmation is desired, MSF3.  A determination of validity may be assessed at each step. 

Demodulation of MSF1 allows the WRAN / WRAN operator to acquire location and other pertinent information pertaining to the device protected by the beacon signal.  The WRAN can, therefore, determine the best method to protect the incumbent device.  This may include vacating the channel, reduction of power in the azimuth of the protected incumbent or moving a portion of their clients to a second channel.  Other methods of protection also exist.  Demodulation of the beacon information may, therefore, reduce the impact of QoS for a portion of the WRAN clients while adequately protecting the incumbent. 

Finally, if the WRAN / WRAN operator is suspicious of the validity of a beacon signal, it may verify the signature and certificate of the beacon utilizing the data received in MSF2 and MSF3.  MSF2 contains the signature and MSF3 contains the public key certificate.  In general, MSF3 demodulation is not required as the certificate is generally available over the internet.

9.2.7 Collaborative Sensing for Incumbent Authentication
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Figure CSD - Collaborative Sensing and Decision Making Flow Diagram 

Figure [CSD] above, shows the typical steps involved in enhancing security in 802.22 systems by the use of collaborative sensing, information fusion, correlation with geolocation information and decision making. The flow diagram is representative of the state when the 802.22 system has already gone through the process of finding the right channel to operate on, the network has been initialized and an incumbent or a 802.22.1 beacon has been detected through sensing. 

Once the network has been initialized, and the incumbent or the TG1 beacons is detected through sensing, the BS shall perform following steps related to collaborative sensing and decision making to enhance security in 802.22 systems. 

1. The BS (Spectrum Manager) shall find other CPEs/ BS in the vicinity (4 km) of the BS / CPE that detected the incumbent or the 802.22.1 beacon signal through sensing.

2. If the BS (SM) does not find other BS / CPEs in the vicinity (4 km) of the one that detected the incumbent or the 802.22.1 beacon signal through sensing, BS shall decide that the incumbent signal is authentic and implement the policies defined in Clause 9, Table 250 (Draftv1.6). 

3. If the BS (SM) does find other BS / CPEs in the vicinity (4 km) of the one that detected the incumbent or the 802.22.1 beacon signal through sensing, BS shall execute a voting based rule to authenticate the presence of the incumbent or the 802.22.1 beacon.  

4. If the voting based rule exceeds the threshold, then the BS (SM) shall decide that the incumbent signal is authentic and implement the policies defined in Section 9, Table 275.

5. If the the Voting threshold is not exceeded, then the BS (SM) shall go back to the State B2 as shown in Figure SMFLOW [Document 22-09-0057 Rev4]

9.2.8 Self Co-existence with Other WRANs

The SM is responsible for managing the channel selection for self-coexistence with other WRANs by using the self-coexistence mechanisms defined in the 802.22 MAC (6.22.2). 

[-----------------------------------------Spectrum Manager End of Text Insertion-----------------------------]

9.3 CPE spectrum sensing automaton

[Gerald Chouinard to bring the revised text to address Section 9.3 related comments]
[-------------------------------------Remove Entire Section--------------------------------------] 

NOTE TO THE EDITOR – SECTIONS 9.4, 9.5 AND 9.6 (DRAFT v1.6) DEFINE PRIMITIVES RELATED TO DIFFERENT COGNITIVE FUNCTIONS. THE PRIMITIVES REALLY BELONG AT THE END OF THE SECTION RATHER THAN IN THE MIDDLE. HENCE THE COGNITIVE RADIO CAPABILITY AD-HOC RECOMMENDS DELETING THE ENTIRE SECTION 9.4, 9.5 AND 9.6; AND CREATING A NEW SECTION “9.6 PRIMITIVES” WHICH WILL CONTAIN INFORMATION CONTAINED IN ORIGINAL 9.4, 9.5, 9.6 (DRAFT V1.6) AS SUB-SECTIONS. PRIMITIVES PRESENTED IN DOCUMENTS 22-08-0130 REV 0 AND 22-08-0204 REV 2 ARE ADDED BASED ON THE COMMENTS RELATED TO SECTION 9.0.
9.4 Incumbent Database Services

9.5 PHY Spectrum Sensing Services

9.6    Geolocation Services

[---------------------------------------Remove Entire Section-------------------------------------]

9.4 Spectrum Sensing Function

9.5 Geolocation
[Note to the Editor – No proposed changes to this section – This was originally Clause 9.8 in V1.6]
9.6 Database Service
[--------------------------------Start of Insert Text Primitives-------------------------------]

[---------------------------------------------Inserted from 22-08-0130 Rev 0 ----------------------------------]

[---------------------------------------------Inserted from 22-08-0204 Rev 2 ----------------------------------]

[Note to the Editor – Document 22-08-0130 Rev 0 and 22-08-0204 Rev 2 propose related text changes on incumbent database interface as the resolution to comment #790 and #80. In addition to addressing Comment #790, it also addresses Comment #735
Document Revision History

Rev0: Redefine the DB-WRAN interface to allow the database actively PUSH data into WRAN when necessary;

Rev1: Based on what has been agreed upon during the WG session,

· A new field “REG_TYPE” is added in SME-MLME-DB-REG.request
· Instead of registering a device to the database, text was so revised that what is registered in the database is a geo-location of interest.
Rev2: Changes were applied as indicated in the resolution for comment #797 and #798
]

9.7 Primitives

9.7.1 Database Service Primitives
The NCMS provides access to external databases services to the SM accessed through the M-SAP. The M-SAP is an interface that provides a means of exchange information between the SM and the NCMS. Table 252 summarizes the primitives supported by the SM to access  database services through the M-SAP interface. The primitives are discussed in the subclauses referenced in the table.

Table 1 — Database Primitives supported by the M-SAP

	Name
	Request
	Indication
	Confirm
	Response

	M-DB-EXISTS
	9.7.1.1
	
	9.7.1.2
	

	M-DB-AVAILABLE
	9.7.1.3
	
	9.7.1.4
	

	M-DB-REG
	9.7.1.5
	
	9.7.1.6
	9.7.1.7

	M-DB-INDICATIO
	
	9.7.1.8
	
	

	M-DB-DEREG
	9.7.1.9
	
	9.7.1.10
	9.7.1.11


9.7.1.1 M-DB-EXISTS.request

The M-DB-EXISTS.request primitive allows the SM to identify what  database services exist through the NCMS in order to obtain channel availability information. The M- DB-EXISTS.request primitive has no attributes.

9.7.1.1.1 When generated

The M- DB-EXISTS.request primitive shall be generated by the SM and issued to its NCMS to identify the types of  database services that exist and can be accessed through the NCMS.

9.7.1.1.2 Effect on receipt

When the NCMS of a BS receives the M-DB-EXISTS.request primitive, the NCMS shall generate a M-DB-EXISTS.confirm primitive to indicate the existent types of  database services. 

9.7.1.2 M-DB-EXISTS.confirm

The M- EXISTS.confirm primitive allows the NCMS to inform the SM of the types of  database services that exist and are accessible through the NCMS. Table 253 specifies the parameters for the M-DB-EXISTS.confirm primitive.

Table 2 — M-DB-EXISTS.confirm parameters

	Name
	Type
	Valid Range
	Description

	TV Incumbent Database
	Integer
	0-1
	The value indicates whether a TV Incumbent Database exists.

0 = database does not exist

1= database exists

	Part 74 Incumbent Database
	Integer
	0-1
	The value indicates whether a Part 74 Incumbent Database exists.

0 = database does not exist

1= database exists


9.7.1.2.1 When generated

The M-DB-EXISTS.confirm primitive shall be generated by the NCMS and issued to its SM when a M-DB-EXISTS.request primitive is received to indicate the types of  database services that exist and can be accessed through the NCMS.

9.7.1.2.2 Effect on receipt

When the SM of a BS receives the M-DB-EXISTS.confirm primitive, the SM shall identify the types of  database services existent. 

9.7.1.3 M-DB-AVAILABLE.request

The M-DB-AVAILABLE.request primitive allows the SM to identify what  database services are accessible through the NCMS in order to obtain channel availability information. The M-DB-AVAILABLE.request primitive has no attributes.

9.7.1.3.1 When generated

The M-DB-AVAILABLE.request primitive shall be generated by the SM of a BS and issued to its NCMS to identify the types of  database services that can be accessed through the NCMS.

9.7.1.3.2 Effect on receipt

When the NCMS of a BS receives the M-DB-AVAILABLE.request primitive, the NCMS generates a M-DB-AVAILABLE.confirm primitive to indicate the types of  database services available. 

9.7.1.4 M-DB-AVAILABLE.confirm

The M-DB-AVAILABLE.confirm primitive allows the NCMS to inform the SM of the types of  database services that are accessible through the NCMS. Table 254 specifies the parameters for the M-DB-AVAILABLE.confirm primitive.

Table 3 — M-DB-AVAILABLE.confirm parameters

	Name
	Type
	Valid Range
	Description

	TV Incumbent Database
	Integer
	0-1
	The value indicates whether a TV Incumbent Database is available.

0 = database is not available

1= database is available

	Part 74 Incumbent Database
	Integer
	0-1
	The value indicates whether a Part 74 Incumbent Database is available.

0 = database is not available

1= database is available


9.7.1.4.1 When generated

The M-DB-AVAILABLE.confirm primitive shall be generated by the NCMS and issued to its SM when a M-DB-AVAILABE.request primitive is received to indicate the types of  database services that can be accessed through the NCMS.

9.7.1.4.2 Effect on receipt

When the SM of a BS receives the M-DB-AVAILABLE.confirm primitive, the SM identifies the types of  database services available. 

9.7.1.5 M-DB-QUERY.req

The M-DB-QUERY.req primitive allows the SM to request the NCMS to access an  database in order to obtain channel availability information. Table 255 specifies the parameters for the M-QUERY-BD.request primitive.

Function

M-DB-QUERY.req

(

Operation_Type: Get,

Destination: BS,

Attribute_List:

Database Type

Latitude

Longitude

)

Table 4 — M-DB-QUERY.req parameters

	Name
	Type
	Valid Range
	Description

	Database_type
	Integer
	0-8
	The value identifies the type of database for which the query is directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Latitude
	Char
	NMEA string

	

	Longitude
	Char
	NMEA string

	


9.7.1.5.1 When generated

The M-DB-QUERY.req primitive shall be generated by the SM of a BS and issued to its NCMS to request theNCMS to query an external  database
.

9.7.1.5.2 Effect on receipt

When the NCMS of a BS receives the M-DB-QUERY.req primitive, NCMS shall generate a query to the external database available corresponding to the type indicated in the Database_type attribute
.

On receipt of the M-DB-QUERY.req with the Database_type corresponding to a type of database which is not available or which is not accessible through the NCME, the NCME of the BS shall issue an M-DB-QUERY.confirm primitive to the M-SAP with status value of INVALID_REQUEST
.

9.7.1.6 M-DB-REG.confirm

The M-DB-REG.confirm primitive is used to inform the SM whether its request to register a geolocation in an external  database service was successfully generated by the NCMS. Table 256 specifies the parameters for the M-DB-REG.confirm primitive.

Table 5 — M-DB-REG.confirm parameters

	Name
	Type
	Valid Range
	Description

	Database_type


	Integer
	0-8
	The value identifies the type of database for which the registration request was directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Status
	Enumeration
	SUCCESS, INVALID_REQUEST
	The value indicates whether the registration request was successfully generated.


9.7.1.6.1 When generated

The M-DB-REG.confirm primitive shall be generated by the NCMS and issued to the MIB to indicate whether a received M-DB-REG.request was valid, in which case a query to an external database was generated and sent to the upper layers.

9.7.1.6.2 Effect on receipt

When the SM receives the M-DB-REG.confirm, the SM shall identify whether its request to register in the external database was successfully received by the NCMS and a registration request to the database was generated.

9.7.1.7 M-DB-REG.response

The M-DB-REG.response primitive is used to inform the SM whether its request to register a geolocation in an external  database service was successfully received by the  database. Table 257 specifies the parameters for the M-DB-REG.response primitive.

Table 6 — M-DB-REG.response parameters

	Name
	Type
	Valid Range
	Description

	Database_type


	Integer
	0-8
	The value identifies the type of database for which the query request was directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Status
	Enumeration
	SUCCESS, INVALID_REQUEST, 

TRANSACTION_EXPIRED
	The value indicates whether the registration request was successfully received by the incumbent database.


9.7.1.7.1 When generated

The M-DB-REG.response primitive shall be generated by the NCMS and issued to the SM to indicate whether a received M-DB-REG.request was valid to the  database, in which case the geo-location information is successfully registered in the  database service.

9.7.1.7.2 Effect on receipt

When the SM receives the M-DB-REG.response, the SM shall identify whether its request to register a geo-location in the external database was successfully received by the  database.

9.7.1.8 M-DB-INDICATION.indication

The M-DB-INDICATION.indication primitive is used to inform the SM when an indication to a previously registered geo-location in an external  database service was successfully received by the NCMS. Table 258 specifies the parameters for the M-DB-INDICATION.indication primitive.

Table 7 — M-DB-INDICATION.indication parameters

	Name
	Type
	Valid Range
	Description

	Database_type


	Integer
	0-8
	The value identifies the type of database for which the query request was directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Location Data String
	Char
	NMEA 0183 ASCII string
	The value identifies the registered geo-location.

	For (i=1 to Number of Channels Avaliable, i++) {

     Channel_Number

     Max_Transmit_EIRP

}
	List of available channels and max EIRP allowed per channel
	
	List of Available Channel Numbers and corresponding maximum transmit power allowed.


9.7.1.8.1 When generated

The M-DB-INDICATION.indication primitive shall be generated by the NCMS and issued to the MIB to indicate the reception of an indication to a registered geo-location in an  database service.

9.7.1.8.2 Effect on receipt

When the SM receives the M-DB-INDICATION.indication, SM shall obtain the list of available channels and corresponding maximum EIRP at the registered geo-location.

9.7.1.9 M-DB-DEREG.request

The M-DB-DEREG.request primitive allows the SM to request the NCMS to deregister a previously registered geo-location in an  database. Table 259 specifies the parameters for the M-DB-DEREG.request primitive.

Table 8 — M-DB-DEREG.request parameters

	Name
	Type
	Valid Range
	Description

	Database_type


	Integer
	0-8
	The value identifies the type of database for which the query request was directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Device Type
	Integer
	0-1
	The value identifies the device type at the registered geo-location.

	Location Data String
	Char
	NMEA 0183 ASCII string
	The value identifies the geo-location to be deregistered


9.7.1.9.1 When generated

The M-DB-DEREG.request primitive shall be generated by the SM of a BS and issued to its NCMS to request the NCMS to deregister a previously registered geo-location in an external  database.

9.7.1.9.2 Effect on receipt

When the NCMS of a BS receives the M-DB-DEREG.request primitive, the NCMS shall generate a deregistration request to the external database available corresponding to the type indicated in the Database_type attribute. 

On receipt of a the M-DB-REG.request with the Database_type corresponding to a type of database which is not available or which is not accessible through the NCMS, the NCMS of the BS shall issue a M-DB-DEREG.confirm primitive to the MIB with status value of INVALID_REQUEST.

9.7.1.10 M-DB-DEREG.confirm

The M-DB-DEREG.confirm primitive is used to inform the SM whether its request to deregister a previously registered geo-location in an external  database service was successfully generated by the NCMS. Table 260 specifies the parameters for the M-DB-DEREG.confirm primitive.

Table 9 — M-DB-DEREG.confirm parameters

	Name
	Type
	Valid Range
	Description

	Database_type


	Integer
	0-8
	The value identifies the type of database for which the query request was directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Status
	Enumeration
	SUCCESS, INVALID_REQUEST
	The value identifies whether the requested deregistration request was successfully generated.


9.7.1.10.1 When generated

The M-DB-DEREG.confirm primitive shall be generated by the NCMS and issued to the MIB to indicate whether a received M-DB-DEREG.request was valid, in which case a deregistration request to an external database was generated and sent to the upper layers.

9.7.1.10.2 Effect on receipt

When the SM receives the M-DB-DEREG.confirm, the SM shall identify whether its request to deregister a previously registered in the external database was successfully received by the NCMS and a deregistration request to the database was generated.

9.7.1.11 M-DB-DEREG.response

The M-DB-DEREG.response primitive is used to inform the SM whether its request to deregister a previously registered geo-location in an external  database service was successfully received by the  database. Table 261 specifies the parameters for the M-DB-DEREG. response primitive.

Table 10 — M-DB-DEREG.response parameters

	Name
	Type
	Valid Range
	Description

	Database_type


	Integer
	0-8
	The value identifies the type of database for which the query request was directed.

0 = TV Incumbent Database

1 = Part 74 Incumbent Database



	Status
	Enumeration
	SUCCESS, INVALID_REQUEST, TRANSACTIO_EXPIRED
	The value identifies whether the requested deregistration request was successfully received by the incumbent database.


9.7.1.11.1 When generated

The M-DB-DEREG.response primitive shall be generated by the NCMS and issued to the MIB to indicate whether a received M-DB-DEREG.request was valid to the  database, in which case the WRAN device information is successfully deregistered in the  database.

9.7.1.11.2 Effect on receipt

When the SM receives the M-DB-DEREG.response, the SM shall identify whether its request to deregister in the external database was successfully received by the  database.
[---------------------------------------------Inserted from 22-08-0130 Rev 0 ----------------------------------]
[Contribution by Winston Caldwell]
9.7.2
BS Configuration and Monitoring Primitives
The BS SM occasionally sends the available TV channel list to its NCMS for additional channel classification.  The available TV channel list can be presented to its NCMS to have TV channels classified as disallowed.  The classification of an operating TV channel by the BS is also performed by its NCMS.  The M-SAP is an interface that provides a means of exchange information between the SM and the NCMS in the BS.  Table 1 summarizes the primitives supported by the MIB to pass the available TV channel list and to receive disallowed TV channel classifications and the selected operating TV channel through the M-SAP interface. The primitives are discussed in the subclauses referenced in the table.

Table 11 — Available TV Channel List Primitives supported by the M-SAP

	Name
	Request
	Indication
	Confirm

	M-AVAIL-TV-CH-REPORT
	9.7.2.1
	
	9.7.2.2

	M-DISALLOWED-TV-CHS
	
	9.7.2.3
	

	M-OPERATING-TV-CH
	
	9.7.2.4
	


9.7.2.1
M-AVAIL-TV-CH-REPORT.request

The M-AVAIL-TV-CH-REPORT.request primitive is sent by the BS SM to request the NCMS for a selection of an operating TV channel based on the available TV channel list information provided this primitive.  Table 2 specifies the parameters for the M-AVAIL-TV-CH-REPORT.request primitive.

Table 12 — M-AVAIL-TV-CH-REPORT.request parameters

	Name
	Type
	Valid Range
	Description

	For (i=1 to Number of Channels Avaliable, i++) {

Channel_Number

Maximum Allowed EIRP              

}
	List of available TV channels and their Maximum Allowed EIRP
	
	List of available TV channels and corresponding Maximum Allowed EIRP.

	Mode
	
	
	The expected response from the NCMS
0 = Test

1 = Request for disallowed TV channel classification

2 = Request for selection of operating TV channel


9.7.2.1.1
When generated

The M-AVAIL-TV-CH-REPORT.request primitive is generated by the BS SM and issued to the NCMS either (depending on the mode) to request disallowed TV channel classification or selection of an operating TV channel during BS initialization as described in Section 6.16.1.

9.7.2.1.2
Effect on receipt

When the NCMS receives the M-AVAIL-TV-CH-REPORT.request primitive, it generates a M-AVAIL-TV-CH-REPORT.confirm primitive to notify the MIB if the request was successfully received.

9.7.2.2
M-AVAIL-TV-CH-REPORT.confirm

The M-WRAN-SERVICE-REPORT.confirm primitive allows the NCMS to inform the SM if the receipt of the available TV channel list was successful. Table 3 specifies the parameters for the M-AVAIL-TV-CH-REPORT.confirm primitive.

Table 13 — M-WRAN-SERVICE-REPORT.confirm parameters

	Name
	Type
	Valid Range
	Description

	Status
	Enumeration
	SUCCESS,

INVALID_REQUEST
	The value indicates whether the request to select a WRAN service was successfully generated.


9.7.2.2.1
When generated

The M-AVAIL-TV-CH-REPORT.confirm primitive is generated by the NCMS and issued to its MIB when a M-AVAIL-TV-CH-REPORT.request primitive is received to indicate whether the available TV channel list was successfully generated.

9.7.2.2.2
Effect on receipt

When the SM of a CPE receives the M-AVAIL-TV-CH-REPORT.confirm primitive and depending on the mode, it expects the NCMS either to return nothing, an M-DISALLOWED-TV-CHS.indication primitive with classified disallowed channels, or an M-OPERATING-TV-CH.indication with the selected TV channel. 

9.7.2.3
M-DISALLOWED-TV-CHS.indication

The M-DISALLOWED-TV-CHS.indication primitive is used by the NCMS to return the disallowed TV channels on the available TV channel list to the SM per its request.  Table 4 specifies the parameters for the M-DISALLOWED-TV-CHS.indication primitive.

Table 14 — M-DISALLOWED-TV-CHS.indication parameters

	Name
	Type
	Valid Range
	Description

	For (i=1 to Number of Channels Disallowed, i++) {

Channel_Number              

}
	List of disallowed TV channels
	
	List of disallowed TV channels.


9.7.2.3.1
When generated

The M-DISALLOWED-TV-CHS.indication primitive is generated by the NCMS and issued to the MIB to indicate the disallowed channels from the available TV channel list.

9.7.2.3.2
Effect on receipt

When the SM receives the M-DISALLOWED-TV-CHS.indication it will identify whether the response to its request for the NCMS to classify TV channels as disallowed from the available TV channel list was successfully received by the NCMS, in which case, the SM will obtain the classified disallowed TV channels and the BS will continue to the following steps of initialization and perform  detection, described in Section 6.16.1.5. If the response is not successful the SM may decide to issue another request.

9.7.2.4
M-OPERATING-TV-CH.indication

The M-OPERATING-TV-CH.indication primitive is used by the NCMS to return the selected operating TV channel on the available TV channel list to the SM per its request.  Table 5 specifies the parameters for the M-DISALLOWED-TV-CHS.indication primitive.

Table 15 — M-OPERATING-TV-CH.indication parameters

	Name
	Type
	Valid Range
	Description

	Channel_Number              


	The selected operating channel
	0-80
	The selected operating channel


9.7.2.4.1
When generated

The M-OPERATING-TV-CH.indication primitive is generated by the NCMS and issued to the MIB to indicate the selected operating TV channel from the available TV channel list.

9.7.2.4.2
Effect on receipt

When the SM receives the M-OPERATING-TV-CH.indication it will identify whether the response to its request for the NCMS to select the operating TV channel from the available TV channel list was successfully received by the NCMS, in which case, the SM will obtain the selected operating TV channel and the BS will continue to commence operation on the selected channel. If the response is not successful the SM may decide to issue another request.

9.7.3
CPE Configuration and Monitoring Primitives
The selection of WRAN service by the CPE is performed by its NCMS.  The M-SAP is an interface that provides a means of exchange information between the SA and the NCMS.  Table 6 summarizes the primitives supported by the MIB to pass the available WRAN services list and the selcted WRAN service through the M-SAP interface. The primitives are discussed in the subclauses referenced in the table.

Table 16 — Available WRAN Sevices List Primitives supported by the M-SAP

	Name
	Request
	Indication
	Confirm

	M-WRAN-SERVICE-REPORT
	9.7.3.1
	
	9.7.3.2

	M-WRAN-SERVICE-RESPONSE
	
	9.7.3.3
	


9.7.3.1
M-WRAN-SERVICE-REPORT.request

The M-WRAN-SERVICE-REPORT.request primitive is sent by the CPE SA to request the NCMS for a selection of a WRAN service based on the available WRAN service list information provided this primitive.  Table 7 specifies the parameters for the M-WRAN-SERVICE-REPORT.request primitive.

Table 17 — M-WRAN-SERVICE-REPORT.request parameters

	Name
	Type
	Valid Range
	Description

	For (i=1 to Number of Channels Avaliable, i++) {

  WRAN service

Channel_Number

RSSI              

}
	List of available WRAN services, the TV channel, and the received signal strength
	
	List of available WRAN services, corresponding TV channel, and received signal strength.


9.7.3.1.1
When generated

The M-WRAN-SERVICE-REPORT.request primitive is generated by the CPE SA and issued to the NCMS to request a selection of a WRAN service during CPE initialization as described in Section 6.16.2.4.

9.7.3.1.2
Effect on receipt

When the NCMS receives the M-WRAN-SERVICE-REPORT.request primitive, it generates a M-WRAN-SERVICE-REPORT.confirm primitive to notify the MIB if the request was successfully received.

9.7.3.2
M-WRAN-SERVICE-REPORT.confirm

The M-WRAN-SERVICE-REPORT.confirm primitive allows the NCMS to inform the SA if the request to select an available WRAN service was successful. Table 38 specifies the parameters for the M-WRAN-SERVICE-REPORT.confirm primitive.

Table 18 — M-WRAN-SERVICE-REPORT.confirm parameters

	Name
	Type
	Valid Range
	Description

	Status
	Enumeration
	SUCCESS,

INVALID_REQUEST
	The value indicates whether the request to select a WRAN service was successfully generated.


9.7.3.2.1
When generated

The M-WRAN-SERVICE-REPORT.confirm primitive is generated by the NCMS and issued to the MIB when a M-WRAN-SERVICE-REPORT.request primitive is received to indicate whether the request to select a WRAN service was successfully generated.

9.7.3.2.2
Effect on receipt

When the SA of a CPE receives the M-WRAN-SERVICE-REPORT.confirm primitive, it expects the NCMS to return an M-WRAN-SERVICE-RESPONSE.indication primitive with a selected WRAN service. 

9.7.3.3
M-WRAN-SERVICE-RESPONSE.indication

The M-WRAN-SERVICE-RESPONSE.indication primitive is used by the NCMS to return a selected WRAN channel from the available WRAN service list to the SA per its request.  Table 9 specifies the parameters for the M-WRAN-SERVICE-RESPONSE.indication primitive.

Table 19 — M-WRAN-SERVICE-RESPONSE.indication parameters

	Name
	Type
	Valid Range
	Description

	Selected Channel Number


	Integer
	0-80
	The value identifies the selected channel of the WRAN service.


9.7.3.3.1
When generated

The M-WRAN-SERVICE-RESPONSE.indication primitive is generated by the NCMS and issued to the MIB to indicate the selected channel from the available WRAN service list.

9.7.3.3.2
Effect on receipt

When the SA receives the M-WRAN-SERVICE-RESPONSE.indication it will identify whether the response to its request for the NCMS to select a channel from the available WRAN service list was successfully received by the NCMS, in which case, the SA will obtain the selected channel and CPE will continue to the following steps of initialization. If the response is not successful the SA may decide to issue another query.

9.7.4
Spectrum Sensing Services
The 802.22 PHY layer shall provide 
local spectrum sensing services through its SSF accessed through the SM-SSF-SAP. Table 262 summarizes the spectrum sensing primitives supported through the SM-SSF-SAP interface. The primitives are discussed in the sub-clauses referenced in the table.

Table 20 — Spectrum Sensing Primitives supported by the SM-SSF-SAP

	Name
	Request
	Indication
	Confirm

	SM-SSF-SAP-CHANNEL-SENSING
	9.7.4.1
	
	9.7.4.2

	SM-SSF-SAP-SENSING-RESULTS
	
	9.7.4.3
	


9.7.4.1
SM-SSF-SAP-CHANNEL-SENSING.request
The SM-SSF-SAP-CHANNEL-SENSING.request primitive allows the SM to request the local PHY SSF unit to perform spectrum sensing.  Table 263 specifies the parameters for the SM-SSF-SAP-CHANNEL-SENSING.request primitive.

Table 21 — SM-SSF-SAP-CHANNEL-SENSING.request parameters

	Name
	Type
	Valid Range
	Description

	Channel Number
	Integer
	
	The channel number which is to be sensed by the SSF

	Channel Bandwidth
	Integer
	
	The bandwidth of the channel to be sensed by the SSF

	Sensing Mode
	Integer
	0-3
	The sensing mode specifies which SSF outputs are valid as specified in Section 9.3.1.1.

	Signal Type Array
	Array
	
	An array indicating which signal types the SSF is to sense for as specified in Section 9.3.1.1.

	Sensing Window Specification Array
	Array
	
	An array of sensing window specifications as specified in Section 9.3.1.1.

Each element in the Sensing Window Specification consists of:

 NumSensingPeriods SensingPeriodDuration

SensingPeriodInterval

	Maximum Probability of False Alarm Array
	Array
	
	This value is valid only for sensing modes 0 and 1. Each element specifies the maximum probability of false alarm for the corresponding signal type decision in the sensing present Array.


9.7.4.1.1
When generated

The SM-SSF-SAP-CHANNEL-SENSING.request primitive is generated by the SM and issued to the SSF to request the local PHY SSF to perform spectrum sensing.

9.7.4.1.2
Effect on receipt

When the SSF receives the SM-SSF-SAP-CHANNEL-SENSING.request primitive, it requests the local PHY SSF to perform spectrum sensing. 

On receipt of the SM-SSF-SAP-CHANNEL-SENSING.request the SSF shall issue a SM-SSF-SAP- CHANNEL-SENSING.confirm primitive to the SM with a status value.

9.7.4.2
SM-SSF-SAP-CHANNEL-SENSING.confirm

The SM-SSF-SAP-CHANNEL-SENSING.confirm primitive is used to inform the SM whether its request to the local PHY SSF was successfully generated by the SSF.  Table 264 specifies the parameters for the SM-SSF-SAP-CHANNEL-SENSING.confirm primitive.

Table 22 — SM-SSF-SAP-CHANNEL-SENSING.confirm parameters

	Name
	Type
	Valid Range
	Description

	Channel Number
	Integer
	
	The channel number which is to be sensed by the SSF

	Sensing Mode
	Integer
	0-2
	The sensing mode specifies which SSF outputs are valid as specified in Section 9.3.1.1.

	Status
	Enumeration
	SUCCESS, INVALID_REQUEST,

INVALID_SIGNAL_TYPES
	The value indicates whether the sensing request was successfully generated.

	Invalid Signal Type Array
	Array
	
	This attribute is valid only if the Status = INVALID_SIGNAL_TYPEs

A Array indicating the requested signal types the SSF will not be able to sense for. This Array is defined similarly to the Signal Type Array (see 9.3.1.1).


9.7.4.2.1
When generated

The SM-SSF-SAP-CHANNEL-SENSING.confirm primitive is generated by the SSF and issued to the SM/ SA to indicate whether the received SM-SSF-SAP-CHANNEL-SENSING.request was valid and whether the SSF is able to perform sensing for the signal types as requested. If the SSF is able to perform the sensing in the requested sensing mode and with the requested probability of false alarm for all types of signals requested, the Status code shall be set to SUCCESS. If the SSF is do not support the requested sensing mode, the status value should be INVALID_REQUEST. If one or more of the signal types in the request is not valid or the SSF does not have the capability to sensing a requested signal type, the status code should be set to INVALID_SIGNAL_TYPE and the corresponding invalid signal types shall be indicated in the Invalid Signal Type Array.

9.7.4.2.2
Effect on receipt

When the SM receives the SM-SSF-SAP-CHANNEL-SENSING.confirm primitive, it will identify whether its request to the local PHY SSF was successfully received by the SSF.  The status parameter indicates the appropriate error code from Table 87 
in case the request is invalid. 

9.7.4.3
SM-SSF-SAP-SENSING-RESULTS.indication
The SM-SSF-SAP-SENSING-RESULTS.indication primitive is used to inform the SM when the results of a previously issued request to the local PHY SSF were successfully generated by the SSF.  Table 265 specifies the parameters for the SM-SSF-SAP-SENSING-RESULTS.indication primitive.

Table 23 — SM-SSF-SAP-SENSING-RESULTS.indication parameters

	Name
	Type
	Valid Range
	Description

	Channel Number
	Integer
	
	The number of the channel sensed

	Sensing Mode
	Integer
	0-2
	The sensing mode used by the SSF to perform the measurements as specified in Section 9.3.1.1.

	Signal Type Array
	Array
	
	An Array indicating which signal types the SSF sensed for as specified in Section 9.3.1.1.

	Signal Present Array
	Array
	
	Each element in the Array is a signal present decision.  Each decision can take on three possible values, which are given in 9.3.1.2.

	Confidence Array
	Array
	
	Each element in the confidence Array is a confidence metric for the sensing result for the corresponding signal type as defined in 9.3.1.2.

The Confidence Array is only valid for Sensing Mode 1.

	Field Strength Estimate Array
	Array
	
	Each element in the Array is an estimate of the field strength of the corresponding signal type. (see 9.3.1.2).

The Field Strength Estimate Array is only valid for Sensing Mode 2.

	Error Standard Deviation Array
	Array
	
	Each element in the Array is the standard deviation of the corresponding field strength estimate in the field strength estimate Array. 

The Error Standard Deviation Array is only valid for Sensing Mode 3.


9.7.4.3.1
When generated

The SM-SSF-SAP-SENSING-RESULTS.indication primitive is generated by the SSF and issued to the SM to indicate the results of a previously issued request to the local PHY SSF have been generated.

9.7.4.3.2
Effect on receipt

When the SM receives the SM-SSF-SAP-SENSING-RESULTS.indication it will obtain the sensing results to its request to the local PHY SSF. 

9.7.5
Geo-location Services
The PHY layer provides local geolocation services through its satellite-based location acquisition unit to the SM/SSA through the SM-GL-SAP. Table 266 summarizes the geolocation primitives supported through the SM-GL-SAP interface. The primitives are discussed in the subclauses referenced in the table.

Table 24 — Geolocation Primitives supported by the SM-GL-SAP

	Name
	Request
	Indication
	Confirm

	SM-GL-SAP-GEOLOCATION
	9.7.5.1
	
	9.7.5.2

	SM-GL-SAP-GEOLOCATION-RESULTS
	
	9.7.5.3
	


9.7.5.1
SM-GL-SAP-GEOLOCATION.request

The SM-GL-SAP-GEOLOCATION.request primitive allows the SM to request the local PHY geolocation unit to perform geolocation.  Table 267 specifies the parameters for the SM-GL-SAP-GEOLOCATION.request primitive.

Table 25 — SM-GL-SAP-GEOLOCATION.request parameters

	Name
	Type
	Valid Range
	Description

	NMEA Sentence Request
	String
	(length 6 octets)
	NMEA 0183 ASCII string (e.g. $GPGGA)


9.7.5.1.1
When generated

The SM-GL-SAP-GEOLOCATION.request primitive is generated by the SM and issued to its Geolocation to request the local PHY geolocation service to perform geolocation.

9.7.5.1.2
Effect on receipt

When the Geolocation receives the SM-GL-SAP-GEOLOCATION.request primitive, it requests the local PHY geolocation service to perform geolocation. 

On receipt of the SM-GL-SAP-GEOLOCATION.request the Geolocation shall issue a SM-GL-SAP-GEOLOCATION.confirm primitive to the SM with a status value.

9.7.5.2
SM-GL-SAP-GEOLOCATION.confirm

The SM-GL-SAP-GEOLOCATION.confirm primitive is used to inform the SM whether its request to the local PHY geolocation service was successfully generated by the Geolocation.  Table 268 specifies the parameters for the SM-GL-SAP-GEOLOCATION.confirm primitive.

Table 26 — SM-GL-SAP-GEOLOCATION.confirm parameters

	Name
	Type
	Valid Range
	Description

	Status
	Enumeration
	SUCCESS, INVALID_REQUEST
	The value indicates whether the requested query was successfully generated.


9.7.5.2.1
When generated

The SM-GL-SAP-GEOLOCATION.confirm primitive is generated by the Geolocation and issued to its SM to indicate whether the received SM-GL-SAP-GEOLOCATION.request was valid, in which case the Geolocation acquires the requested NMEA sentence from the local PHY geolocation service.

9.7.5.2.2
Effect on receipt

When the SM receives the SM-GL-SAP-GEOLOCATION.confirm primitive, it will identify whether its request to the local PHY geolocation service was successfully received by the Geolocation.  The status parameter indicates the appropriate error code from Table 87 
in case the local PHY geolocation service was not available. 

9.7.5.3
SM-GL-SAP-GEOLOCATION-RESULTS.indication

The SM-GL-SAP-GEOLOCATION-RESULTS.indication primitive is used to inform the SM when a response to a previously issued request to the local PHY geolocation service was successfully received by the Geolocation.  Table 269 specifies the parameters for the SM-GL-SAP-GEOLOCATION-RESULTS.indication primitive.

Table 27 — SM-GL-SAP-GEOLOCATION-RESULTS.indication parameters

	Name
	Type
	Valid Range
	Description

	Length
	Integer
	0-128
	Length of the location data string in octets (0 to 128 characters)

	Location Data String
	Char
	NMEA string
	NMEA 0183 ASCII string


9.7.5.3.1
When generated

The SM-GL-SAP-GEOLOCATION-RESULTS.indication primitive shall be generated by the Geolocation and issued to the SM to indicate the reception of a response to a query previously issued to the local PHY geolocation service.

9.7.5.3.2
Effect on receipt

When the SM receives the SM-GL-SAP-GEOLOCATION-RESULTS.indication it shall identify whether the response to its request to the local PHY service was successfully received by the Geolocation, in which case, the SM will obtain NMEA string containing the latitude and longitude information. If the response is not successful the SM may decide to issue another request.
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Abstract


This document provides the detailed description of the missing content in Section 9 - Cognitive Radio Capabilities in 802.22 v1.6 draft standard. This document specifically addresses Comment 735 from Tom Gurley which states that there are missing and incomplete sections in Section 9. This document also proposes to re-organize the contents of Section 9 so that it can flow better.
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