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1 Introduction

This contribution provides an updated resolution to CID 362. Because of this the resolutions to CIDs 335 will be handled as well. There are a few other comments (588, 589, 591, 593) in the Policy Table 251 that depend on Action Codes of DREG-CMD, but only 591 references the new “CPE Registration Timer”.

Instructions to the editor are in [italics and bold and encosed by square brackets].

Technical Approach Alternatives

There are a couple of technical approaches that can be used to solve the MAC signalling and configuration issues related to supporting portable CPE operations. 

Approach 1: No modification to the CPE Initialization. Use multiple steps as currently documented in 6.17.5, 6.17.6, and 6.17.7 to obtain and verify the CPE location information. There are a few issues with sticking this approach. 

1.1. One, the current text in section 6.17.5 and 6 needs to be updated to reflect the exact naming/configuration of the messaging used to exchange this location data. This is because the text in 6.17.5-6 refers to IEs of the BLM-REQ/RSP.

1.2. Two, normally specific IEs are usually not exchanged without being encapsulated in the MAC management message who is assigned to be their container. 

1.3. Three, this current process still requires multiple bursts to conclude. 

1.4. Four, this approach requires use of sending BLM messaging prior to finalization of registered capabilities (e.g. REG-REQ/RSP). This is counter-intuitive to currently held convention wth regard to CPE initialization, that is to verify CPE capabilities in conjunction with verying the location.

Now, Approach 1 could be made to work if we can make the text modifications to clean up issues 1.1 and 1.2. These text modification would include being able to send “command strings” to the “location acquisition entity” and to verify current location acquisition status (using the BLM-REQ/RSP IEs). However, issues 1.3 and 1.4 would still remain. 

Approach 2: Use the approach originally specified in 22-10/135r1 (the previous revision of this document). This approach requires the CPE to wait to send it’s location until the registration phase (REG-REQ/RSP). Then the base station verifies that data, along with the capability set the CPE can support to determine if it can allow the CPE to register. This approach also has a few issues:

2.1. One, this requires the CPE to solely be responsible for (initial) location data acquisition. 

2.2. Two, if the location data acquisition method is GPS-based, then a specific interface to a GPS receiver has to be accounted for in the base standard. This may introduce some IP issues.

2.3. Three, if the location data acquisition method is GPS-based, this approach doesn’t allow for sending “command strings” to the GPS device (or other “location acquisition entity”) to help in intialization, speed up of location acquisition or verification of obtained location acquisition data. This could greatly increase the time to initially acquire and verify the location of the CPE.

Now, Approach 2 could be made to work if the potential issue 2.2 is either unsubstantiated or the actual cost is negligible. Unfortunately, at this time, due to time constraints, this has been un-verified. However, solving issue 2.2, would still leave issue 2.3. 

Implementing either Approach 1 or 2, leave substantial issue open that are undesirable. A third approach, is possible that helps combine the best of approach 1 and 2. Granted Approach 3 does require some additional work to implement.

Approach 3 that is detailed in this document requires assumption of the following:
3.1 we should not refer to GPS itself, but a location service. we can call it "CPE Location Service (CLS)" if we need a colorful name/acronym. Provide for definition of this CLS in appropriate place(s) in the draft

3.2 rename references to GPS to CPE Location Service (CLS)

3.3 Grafting onto CBC-REQ/RSP, IEs that can be used to send initialization commands/data to spin up the CLS and get some initial data (e.g. current position data, satellite data) from CLS. This merges the exchanges in 6.17.5 and 6.17.6 into the CBC-REQ/RSP exchange.

3.4 Modify basic capability negotion convention that this exchange is initiated by the CPE, to specify that this exchange is initiated by the BS
3.5 adjust range of values for T18 timer to be realistic given bounds of AGPS responsiveness (we can use current values, but a D4 comment to refine this)

3.6 So we continue, with the authentication exchange, key setup and registration phases. This is to allow for the authentication of CPE, keying for CPE, and registration to start. During this time, the CLS should have had more time to get better lock. In the registration request the CPE provides the BS it’s current location data

3.7 so during the registration the CPE (CLS) would exchange a fresher location data value with the BS, with which the BS could validate it's accuracy and determine if it should accept it's registration. If yes, the BS queries for channels. If not, then the CPE is told to shutdown with a DREG-CMD.

Approach 3, is based on utilizing principles of currently in practice in wireless broadband, known as assisted GPS (or AGPS). AGPS provides for the cellular network to send configuration data/commands to help facilitate faster acquisition of GPS satellite lock. This is actually needed to support emerging location-based services. It is also a core requirement to support e911 intiatives. 

By moving to the CLS term/concept we avoid having to be dependent on a particular location acquistion method. For example, professionally installed CPEs may have their location hard-coded (via a program register or external data device), and need not depend on a GPS device per say. The CLS service would directly retrieve the data stored on that register/storage device and immediately return it to the requesting entity. If GPS is used, this process could be used to scope what satellites the GPS receiver is using to acquire lock (thereby speeding up acquisition), allow for confirmation of what satellites the GPS receiver is actually in view of, as well as actually obtaining the location (useful if current location info isn’t stale). Then upon execution of the registration phase the BS obtains the CPE’s (hopefully) more current location data and uses it to verify if it should be registered. 

Now in this approach, there is the suggestion to swap the roles the BS and CPE during the CBC-REQ/RSP, e.g. the BS is now the initator of this exchange. Comment resolution in 6.10.14 has done the following: deleted 6.10.14.3.1, and kept the Maximum EIRP and PHY Specific CBC-REQ/RSP IEs. Logic dictates given the previous paradigm, that if CPE initiates the CBC-REQ then it can initially select the Max EIRP that it can use and the DIUC/UIUCs it can use, which the BS resets (if necessary) in the CBC-RSP. Now DIUC/UIUC configuration could be initated by either party, but initial Max EIRP shouldn’t be selectable by the CPE. Only the BS/SM should be able to decide and set this.

CID 362/348

[Editor’s Note: Replace the following resolution to CID 362 in 22-10/78 (or latest revision) with the following]
[add the following definition to Clause 3]
[-------------------------------------Start of text Modification----------------------------------]
3.xx CPE Location Service (CLS): entity on CPE that is capable of acquiring and providing information about the location of a CPE as well as the operation of the location acquisition itself.

[-------------------------------------End of text Modification----------------------------------]
[Add the following new IE as a subsection to section 6.10.7.3.7]
[-------------------------------------Start of text Modification----------------------------------]
6.10.7.3.7.x
CPE Registration Timer

This timer is used to govern how long a CPE and BS maintain context of each other after registration has been completed. This value is set based on the type of CPE, either portable or fixed, that is currently attempting registration.

Table 6.10.7.3.7.x – CPE Registration Timer

	Element ID
	Length (bytes)
	Remarks
	Scope

	??
	2 
	= 0x0000, Infinite (for Fixed CPE)

= 0x0001-0xFFFF, in units of 160ms (for Portable CPE)
	REG-REQ, REG-RSP


[-------------------------------------End of text Modification----------------------------------]
[On lines 17, pg 147, Section 6.17.2: modify the definition of Step 10 as follows]
[-------------------------------------Start of text Modification----------------------------------]
10. CPE negotiates basic capabilities. This entails configuring CPE to conduct rest of initialization procedure and initialize CPE Location Service.
[-------------------------------------End of text Modification----------------------------------]
[On lines 21-26, pg 147, Section 6.17.2: replace steps 12-16 with the following as follows]
[-------------------------------------Start of text Modification----------------------------------]
12. Perform Registration (REG-REQ/RSP). Registration entails the following:

a. Verification of CPE NMEA string

b. Configuration of CPE operational parameters.

13. Upon completing registration, BS transmits channel sets and maximum allowable EIRP array.

[-------------------------------------End of text Modification----------------------------------]
[modify text of 6.10.14.1 as follows]
[-------------------------------------Start of text Modification----------------------------------]
The CPE CBC-REQ shall be transmitted by the BS during initialization. A BS shall generate CBC-REQ messages in the form shown in Table 19. Basic Capability Requests contain those settings for CPE capabilities in IEs that are necessary for effective communication with the CPE during the remainder of the initialization protocols. Only the following parameters shall be included in the Basic Capabilities Request (see 6.17.3), namely the Physical Parameters Supported and the Bandwidth Allocation Supported. Capabilities for Construction and Transmission of MAC PDUs may be supported if needed.

[-------------------------------------End of text Modification----------------------------------]
[modify text of 6.10.14.1 as follows]
[-------------------------------------Start of text Modification----------------------------------]
The CPE CBC-RSP shall be transmitted by the CPE in response to a received CBC-REQ. The following parameters shall be included in the CBC-RSP if found in the CPE CBC-REQ, namely the Physical Parameters Supported (6.10.14.3.3), the Bandwidth Allocation Supported (6.10.14.3.1), and the Capabilities for Construction and Transmission of MAC PDUs (6.10.14.3.2). In addition, the CPE responds to the subset of the capabilities selected by the BS, which are present in the CBC-REQ message. The CPE responds to the BS-selected capabilities to indicate whether the CPE can support those capabilities. If the CPE does not recognize a BS capability, it may return this as “off” in the CBC-RSP. Only capabilities set to “on” in the CBC-REQ may be set “on” in the CBC-RSP, as this is the handshake indicating that they have been successfully negotiated.

[-------------------------------------End of text Modification----------------------------------]
[add a subsection to 6.10.14.3, 6.10.14.3.4 called CPE Location Service Configuration, and fill in with the following text]
[-------------------------------------Start of text Modification----------------------------------]
6.10.14.3.4
CPE Location Service Configuration

This IE is used to send a configuration/initialization command to the CPE Location Service (CLS) by the BS in CBC-REQ. This IE is used to respond to configuration/initialization command sent to the CLS by the CPE in a CBC-RSP message.

Table 6.10.14.3.4 – CPE Location Service Configuration

	Element ID
	Length
	Value
	Scope

	??


	Variable
	Length – (12 bits MSB), 

length of location Command/Data String in octets
	CBC-REQ, CBC-RSP

	
	
	
	

	
	
	
	

	
	
	Command/Data String – (Variable), Command/initialization string or data string in response to command
	


[-------------------------------------End of text Modification----------------------------------]
[Add the following new IE as a subsection to section 6.10.7.3.7]
[-------------------------------------Start of text Modification----------------------------------]
CPE NMEA Location String

The location data string pertaining to the CPE’s location. It shall be in the NMEA 0183 ASCII format.

Table 6.10.7.3.7.x – CPE NMEA Location String

	Syntax
	Size
	Remarks

	CPE_NMEA_Location_String() {
	
	 

	Element ID
	8 bits
	??

	Length
	12 bits
	length of location data string in octets

	Location Data String
	Variable
	NMEA 0183 ASCII string

	}
	
	


[-------------------------------------End of text Modification----------------------------------]
[in section 6.17.3, change every reference to “BS” to “CPE” and every reference of “CPE” to “BS”]
[add the following text to the end of section 6.17.3]

[-------------------------------------Start of text Modification----------------------------------]
During the basic capability negotiation the CLS configuration IE (6.10.14.3.4) may be used to speed up acquisition of CPE and/or verify the current operation status of the CLS operating on the CPE during the registration phase (6.17.9). Detailed interface to the CLS on the CPE is out of scope of the standard.
[-------------------------------------End of text Modification----------------------------------]
[Delete Sections 6.17.5, 6.17.6, and 6.17.7]
[Move Section 6.17.8 to be after 6.17.9]


[Add the following text to the end of 6.17.9, after Figure 45]
[-------------------------------------Start of text Modification----------------------------------]
During basic capability negotiation (see 6.10.14 and 6.17.3), the CPE’s basic capabilities are set. This may include commands (6.10.14.3.4) to initialize the CPE Location Service (CLS). These commands are used to initialize the CLS in order to facilitate faster acquisition of location data or provide an initial location data record. This initial record can be compared to a more current read of the CPE’s location data record that is obtained the CPE’s NMEA Location String IE (see 6.10.7.3.7.x) provided during the registration phase. 

The BS shall use the location data from the basic capability negotion (6.10.14.3.4) and/or registration phase (6.10.7.3.7.x) to determine the location of the transmitting antenna of each associated CPE within a radius of 100 m for 67% of the cases and 300 m for 95% of the cases.  The BS spectrum manager shall receive the generated NMEA string and validate its contents.

The BS spectrum manager shall provide the geolocation data to the database service.  The BS shall refuse to serve the CPE if:

· the geographic location of the CPE has not been successfully determined as indicated by a failed validation of the data in the NMEA string.  Validation shall fail if:

a. the NMEA string contains data that is outside the allowable range of values or;

b. the distance between the initializing CPE and the BS or other associated CPEs is outside the allowable range of values. 

· the database service has indicated that the CPE cannot operate on the TV chanel on which the WRAN network intends to operate.

In the first case, validation of the NMEA string fails and CPE initialization fails, in the second case, the CPE initialization fails on the current channel and shall proceed to the next channel on its available WRAN services list.

802.22 CPEs are managed devices. Network entry  is not considered complete until after the TFTP-CPLT/RSP (See 6.17.10). When the BS and CPE complete the TFTP-CPLT/RSP exchange, timer T30 is scheduled for the value set in CPE Registration Timer (Section 6.10.7.3.7.X) IE. When T30 expires the BS and CPE shall delete all information pertaining to their associations (e.g. CIDs, registered capabilities, active service-flow parameters, remaining security context), regardless of whether or not the CPE is currently being served by the BS.

Prior to expiration of T30, the BS may attempt to verify connectivity to a CPE via periodic ranging. This can be facilitated by the BS sending an unsolicited RNG-RSP message with Ranging Status field set to “Re-range” (see Table 57). Upon receiving said RNG-RSP, the CPE shall attempt to re-range with the BS. If the BS doesn’t receive the RNG-REQ from the CPE in the allocated opportunity, the BS shall wait until T30 expires before de-registering the CPE.

If the CPE is currently being served by the BS, the BS can force the CPE to delete the pertinent information before expiration of T30 by:

a) Send a DREG-CMD to CPE with Action Code = 0x04 (See Table 127) to shutdown the CPE. This is done if the BS detects that the CPE has moved outside the current coverage area of the BS and and is not able to service it.

b) Send a DREG-CMD to CPE with Action Code = 0x05 (See Table 127) to force CPE to reinitialize on the current operating channel. This is done if the CPE’s movement is beyond the movement threshold of ??? (see Section X.XX), but the CPE’s movement doesn’t result in a new backup/candidate channel list upon query of the database service

c) Send a DREG-CMD to the CPE with Action Code = 0x01 and subsequently another DREG-CMD wth Action Code = 0x03 (See Table 127) to temporarily disable the CPE’s transmission. This is done, to temporarily disable the CPE’s transmission when a CPE’s movement is within the movement threshold of ??? (see Section X.XX), but the CPE’s movement doesn’t results in a new backup/candidate channel list upon query of the database. This avoids having to reinitalize the CPE.

For case (a) and (b) above, the T30 shall be reset upon completion of re-registration.

If a CPE (e.g. SSA) itself or the Spectrum Manager (upon interrogating the SSA) detected that the CPE has moved, the CPE can request de-registration by sending a DREG-REQ to the BS. The BS will respond with a DREG-CMD message set with the appropriate Action Code as mentioned above.

[-------------------------------------End of text Modification----------------------------------]
CID 688

[Modify the definition of T30 in Table 287 as follows]
[-------------------------------------Start of text Modification----------------------------------]
	BS, CPE
	T30
	CPE Registration Timer (See 6.10.7.3.7.x and 6.17.9)

	100ms
	25.5s
	6,553.5s


[-------------------------------------End of text Modification----------------------------------]
References:

Abstract


This contribution provides a modified resolution to CID 362. Subsequently CIDs 335, 348, and 688 will be handled by this contribution as well.
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