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[modify the text for 6.20.2 as follows]
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6.20.2
Multicast Connections

The BS may establish a downstream multicast service by creating a connection with each CPE to be associated with the service. Any available transport or multicast management FID value may be used for the service (i.e., there are no dedicated transport type of FIDs for multicast connections). To provide proper multicast operation, two things shall happen. The FID used for the service as well as the “purpose” (see Section 6.10.9) shall be the same for all CPEs on the same channel that participate in the multicast group. Except for multicast management CIDs, the CPEs need not be aware that the connection is a multicast connection. The data transmitted on the connection with the given FID shall be received and processed by the MAC of each involved CPE. Since a multicast transport connection is associated with a service flow, that multicast transport connection is associated with the QoS and traffic parameters for that service flow.

ARQ is not applicable to multicast connections.

Each CPE participating in the multicast group whose “purpose” (see Section 6.10.9) is configured for multicast management, polling, and/or SCW setup shall have a group security association (GSA), allowing that connection to be encrypted using keys that are independent of those used for other encrypted transmissions between the CPEs and the BS. The GSA shall be established at the CPEs assigned to the multicast group via the SCM GSA. This message shall be sent prior to any transmission on the Mutlicast SID. The SAID of the GSA shall be the Multicast Management SID of the multicast group. The GSA shall remain installed on the CPE until it is asked by the by BS to leave the multicast group and it has received a SCM GSA Remove message.

No protection shall be afforded for traffic on a downstream multicast transport connection. Traffic on multicast transport connections shall be mapped to the null SAID (i.e. the null SA). Only, management messages that are mapped to a downstream multicast management connection (Table 30) are to be encrypted.

[------------------------------------End of text modification---------------------------------------]
[Add the following subsection after the text for 6.20.2]

[------------------------------------Start of text modification---------------------------------------]

6.20.3
Multicast-enabled SCW Configuration

Normally, multicast service is used for DS multicast management, polling, or transport traffic. Multicast service, can also be used to configure a group of CPEs for passive SCW monitoring or active SCW for CBP PDU transmission. This can be done by addressing a US-MAP IE to a SID that represents a multicast group and setting the UIUC to either 0 or 1 (see 6.10.4.1). 

Prior to transmitting the US-MAP IE, the CPEs must be added to the multicast group (via MCA-REQ/RSP), which is configured for the 0x03 or 0x05 purpose (see 6.10.9). 

[------------------------------------End of text modification---------------------------------------]
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Figure 5 - Classification and FID mapping (CPE to BS)
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[modify Section 6.4 as follows]
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6.4
Addressing and Connections

Each 802.22 base station and CPE shall have a 48-bit universal MAC address, as defined in IEEE Std 802-2001. This address uniquely defines the base station and CPE from within the set of all possible vendors and equipment types. It is used during the initial ranging process to establish the appropriate connections for a CPE, as well as for signaling for coexistence purposes. It is also used as part of the authentication process by which the BS and CPE each verify the identity of the other.

Connections are identified by two items, a 9-bit Station ID (SID) and a 3-bit Flow ID (FID). The SID uniquely identifies a station that is under the control of the BS. A SID can be for a unicast station, when referencing a single CPE, or for a multicast station, when referencing a multicast group (of CPEs). A FID identifies a particular traffic flow assigned to a CPE. The tuple of SID and FID (SID | FID) forms a connection identifier that indentifies a connection for the CPE. The SID is signaled in the DS/US-MAP allocation, and the FID is signaled in the GMH of a MAC PDU. This allows for a total of up to 512 stations, each with a maximum of 8 flows that can be supported within each downstream and upstream channel. 
At CPE initialization, three flows shall be dedicated for management connections (See 11.2) for the purpose of carrying MAC management messages and data between a CPE and the BS. The three flows reflect the fact that there are inherently three different levels of QoS for traffic sent on management connections between a CPE and the BS. The basic flow is used by the BS MAC and CPE MAC to exchange short, time-urgent MAC management messages; whereas the primary management flow is used by the BS MAC and CPE MAC to exchange longer, more delay-tolerant MAC management messages (Error! Reference source not found. specifies which MAC management messages are transferred on which type of connections). Finally, the secondary management flow is used by the BS and CPE to transfer more delay tolerant, standards-based (e.g., DHCP, TFTP, and SNMP) messages that are carried in IP datagrams. The secondary management flow may be packed and/or fragmented.

The FIDs for these connections shall be assigned according the the specification in Section 11.2. The same FID value is assigned to both upstream and downstream members of each connection.

For bearer services, the BS initiates the set-up of connections based upon the provisioning information distributed to the BS. The registration of a CPE, or the modification of the services contracted at a CPE, results in the higher layers of the BS initiating the setup of the connections.

The CID, which is a tuple of SID | FID, can be considered a connection identifier even for nominally connectionless traffic like IP, since it serves as a pointer to destination and context information.

Requests for transmission are based on these FIDs as assigned to a particular CPE, since the allowable bandwidth may differ for different connections, even within the same service type. For example, a CPE unit serving multiple tenants in an office building would make requests on behalf of all of them, though the contractual service limits and other connection parameters may be different for each of them.

Many higher-layer sessions may operate over the same wireless connection. For example, many users within a company may be communicating with Transmission Control Protocol (TCP)/IP to different destinations, but since they all operate within the same overall service parameters, all of their traffic is pooled for request/grant purposes. 

The type of service and other current parameters of a service are implicit in the FID; they may be accessed by a lookup table indexed by the FID and SID assigned to a particular CPE.

Connections, once established, may require active maintenance. The maintenance requirements vary depending upon the type of service connected. IP services may require a substantial amount of ongoing maintenance due to their bursty nature and due to the high possibility of fragmentation. As with connection establishment, modifiable connections may require maintenance due to stimulus from either the CPE or the network side of the connection.

Finally, connections may be terminated. This generally occurs only when a customer’s service contract changes or when the base station has not been able to communicate with the CPE after a timeout as specified in Error! Reference source not found.. The BS or CPE can terminate a connection.

All three of these connection management functions are supported through the use of static configuration and dynamic addition, modification, and deletion of connections as described in Error! Reference source not found.-Error! Reference source not found.).

[------------------------------------End of text modification---------------------------------------]
[replace the text for Section 11.2 with the following]
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11.2
Connection Identifier Management

Connections assigned to CPEs and multicast groups in an 802.22 network are identified by two items, the Station ID (SID) and Flow ID (FID). A connection identifier (CID) can be constructed from the tuple of SID and FID (CID = SID | FID). The SID makes up the 9 MSB of the CID, while the FID makes up the 3 LSB of the CID. Figure 11.2.1 shows the relationship between SIDs and FIDs, with respect to CIDs.


Figure 11.2.1 – Relationship between CID and SID, FID

CPEs operating under a particular BS are uniquely identified by a Station Identifier (SID). The SID is a 9-bit value, allowing for a maximum of up to 512 stations operating under the control of a BS. The number of unicast stations (e.g. individual CPEs) and multicast stations (e.g. multicast groups) is controlled by the operator. A SID is reserved for 802.22 broadcast and initial ranging communications. SIDs are shall be handled as described in Table 11.2.1.

Table 11.2.1 – Station ID Allocation

	SID
	Value
	Description

	Cell
	0x000
	Cell-wide SID reserved for broadcast and initial ranging

	Unicast
	0x001 - m
	SIDs for individual CPEs

	Multicast
	m+1 – 0x200
	SIDs for multicast groups


Traffic flows for a station are identified by the Flow ID (FID). The FID is a 3-bit value, allowing for a maximum of up to 8 flows assigned to a particular SID. Tables 11.2.2-11.2.4 show how FIDs shall be used for the Cell, Unicast, and Multicast SIDs.

Table 11.2.2 – Flow ID Allocation for Cell SID

	FID
	Value
	Description

	Broadcast
	000
	Traffic on broadcast connection mapped to the Broadcast Flow assigned to Cell SID

	Initial Ranging
	001
	Traffic on initial ranging connection mapped to the Initial Ranging Flow assigned to Cell SID

	Reserved
	010-111
	Reserved for future use


Table 11.2.3 – Flow ID Allocation for Unicast SID

	FID
	Value
	Description

	Basic
	000
	Traffic on basic connection mapped to the Basic Flow assigned to CPE

	Primary Management
	001
	Traffic on primary management connection mapped to Primary Management Flow assigned to CPE

	BE
	010
	Data sent on unicast transport connection using the BE scheduling class mapped to BE Flow

	nrtPS
	011
	Data sent on unicast transport connection using the nrtPS scheduling class mapped to nrtPS Flow

	rtPS
	100
	Data sent on unicast transport connection using the rtPS scheduling class mapped to the rtPS Flow

	UGS
	101
	Data sent on unicast transport connection using the UGS scheduling class mapped to the UGS Flow

	Reserved
	110
	Flow ID reserved for future use

	Secondary Management
	111
	Traffic on secondary management connection mapped to Secondary Management Flow assigned to CPE


Table 11.2.4 - Flow ID Allocation for Multicast SID

	FID
	Value
	Description

	Multicast Polling
	000
	Traffic on multicast bandwidth request polling sent on the Multicast Polling Flow assigned to multicast SID (group)

	Multicast Management
	001
	Traffic on multicast management sent on the Multicast Management Flow assigned to multicast SID (group)

	BE
	010
	Data sent on multicast transport connection using the BE scheduling class mapped to BE Flow assigned to multicast SID (group)

	nrtPS
	011
	Data sent on multicast transport connection using the nrtPS scheduling class mapped to nrtPS Flow assigned to multicast SID (group)

	rtPS
	100
	Data sent on multicast transport connection using the rtPS scheduling class mapped to the rtPS Flow assigned to multicast SID (group)

	UGS
	101
	Data sent on multicast transport connection using the UGS scheduling class mapped to the UGS Flow assigned to multicast SID (group)

	Reserved
	110-111
	Flow ID reserved for future use


From Figure 11.2.1 and Tables 11.2.1-11.2.4 it is possible to construct CIDs for various system connections. The following is an example list of system connections and how they’re constructed from SIDs and FIDs.

· Basic CID = Unicast SID | Basic FID

· Broadcast CID = Cell SID | Broadcast FID

· Intial Ranging CID = Cell SID | Initial Ranging FID

· Unicast Transport CID using UGS = Unicast SID | UGS FID

· Multicast manage CID = Multicast SID | Multicast Management FID

This approach to CID management is taken to allow for reducing overhead by signaling just the SID in the DS/US-MAP allocation for a station, then identifying particular connections by the FID that is then carried in the GMH of individual MAC PDUs within a station’s allocation.

[------------------------------------End of text modification---------------------------------------]
Abstract


This document contains additional text modifications that will be required to implement the new connection identifier (CID) management approach highlighted in 22-09/112 (or latest revision). 
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