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I. Introduction

This contribution deals with describing resolutions around CID 169, 505. These comments deal with how CBP packets are generated and transmitted. The goal is to allow for only the BS to formulate the PDUs, and only use the CPE to relay them. The benefit of this approach is to simplify the CBP design, and reduce the burden for implementors to make use of CBP protection methods (see 7.6.8 in D3). There are a few technical modifications that have to be to the draft that are detailed in this contribution.

II. Technical Proposal

There are four technical modifications to the current draft that need to be made in order to fix formulation of CBP PDUs at the BS and only use CPEs to relay them:

a) Configuration of SCW usage for a group of CPEs through multicast signaling

b) Description of multicast signaling used to configure SCW usage for a group of CPEs

c) Redefine purpose of CBP-IE-RLY message (see 6.10.26 in D3) and update its scope in Table 29

d) Update text in Section 6.23.1.2 that deals with CBP Packet Generation

e) Modify Relationship between CBP MAC PDU Header (Table 5), CBP Location IE (Table 12), and CBP Geolocation IE (Table 13)

f) Delete US-MAP CBP Channel IE (section 6.10.4.1.2.3) and all references to it

II.A Configuration of SCW usage for a group of CPEs through multicast signaling

Prior to D3, the purpose or “multicast group type” of a multicast group isn’t well established. A group type could only be “redular/default”. In developing text modifications to implement the new CID management approach, this was further developed to allow the BS to specify a specific purpose (or set of purposes) that a multicast group is being configure for. This is done to allow the BS to determine which flows (e.g. multicast management, multicast transport, multicast polling) will require resources and if the multicast group requires a GSA to be established for it. 

What is needed now to support BS formulation of CBP PDUs and use of CPEs as relays, is the clear delineation of the CPEs assigned to a mulitcast group and signaling that group to use the SCW actively or passively. This is done through assigning CPEs to a multicast group (as definied in 6.20) which includes configuration of the group type/purpose, as well as use of a US-MAP IE addressed to the multicast SID w/ UIUC=0 or 1.

The new delineation of multicast group type or purpose is detailed in the latest revision of 22-09/112 (which is r5 as of the creation of this contribution) on Mentor:

· 0x00 = transport-only multicast flows

· 0x01 = management-only multicast flows

· 0x02 = polling-only multicast flows

· 0x03 = Signaling SCW

· 0x04 = only management and polling multicast flows

· 0x05 = only Signaling SCW as well as mulitcast management and polling flows

· 0x06 = only multicast management, polling, and transport flows

· 0x07-0xFF = Reserved

If the group type is specified as 0x03 or 0x05, then the multicast group can be signaled to tell the CPEs to allow the to use the SCW actively or passively. Note that configuring the group for signaling the SCW usage does not permit CPE to transmit any US multicast traffic.
II.B Description of multicast signalling used to configure SCW usage for a group of CPEs

This technical modification entails a slight text description describing how the multicast functionality is used to signal a group of CPEs. What is proposed is adding a subsection to Section 6.20, called 6.20.3 “Multicast-enabled SCW configuration”. The text for this new section is as follows:

[------------------------------------Start of text modification---------------------------------------]
6.20.3
Multicast-enabled SCW Configuration

Normally, multicast service is used for DS multicast management, polling, or transport traffic. Multicast service, can also be used to configure a group of CPEs for passive SCW monitoring or active SCW for CBP PDU transmission. This can be done by addressing a US-MAP IE to a SID that represents a multicast group and setting the UIUC to either 0 or 1 (see 6.10.4.1). 

Prior to transmitting the US-MAP IE, the CPEs must be added to the multicast group (via MCA-REQ/RSP), which is configured for the 0x03 or 0x05 purpose (see 6.10.9). 

[------------------------------------End of text modification---------------------------------------]
This text is also provided in 22-10/137r2, which also has some modification to 6.20.2.

II.C Redefine purpose of CBP IE Relay message (Section 6.10.23 in D4)

This technical modification entails modification to the definition of the CBP IE Relay message that is currently defined in 6.10.23. Further discussion of how this message will be used will discussed in the modification of text in 6.23.1.2 discussed in II.D of this contribution.
The text modification to section 6.10.23 is as follows:

[------------------------------------Start of text modification---------------------------------------]
6.10.23
CBP Relay Message

This message is used by the BS to relay CBP MAC PDUs that it has formulated to a CPE or group of CPEs so that these CPEs can transmit the CBP burst in the next available (active) SCW. CBP MAC PDU generation and transmission is discussed in Section 6.23.1.2. 
Table 195 — CBP-RLY message format

	Syntax
	Size
	Notes

	CBP-RLY_Message_Format() {
	
	

	Management Message Type = 50
	8 bits
	

	CBP MAC PDU
	Variable
	A CBP MAC PDU formulated as per the process described in 6.23.1.2 and is made up by a combination of IEs which are listed in Table XX.

	}
	
	


[------------------------------------End of text modification---------------------------------------]
The text for row 50 in Table 29 of D3 should be modified as follows:

[------------------------------------Start of text modification---------------------------------------]
	50
	CBP -RLY
	CBP Relay
	6.10.26
	Primary Management, 
Multicast Management 


[------------------------------------End of text modification---------------------------------------]
[Editor’s Note: The Broadcast connection has been removed from the scope of the CBP-RLY message. Unless it’s needed, it should stay removed from the scope of this message. From a practical stance this makes sense. When would a BS signal every CPE in the cell to emit a CBP? Also, messages on the broadcast connection are not protected, so we cannot ensure the integrity of the message if the broadcast connection is used.]
II.D Update text in Section 6.23.1.2 that deals with CBP Packet Generation

This technical modification entails a slight text description describing how the multicast functionality is used to signal a group of CPEs. Text modifications have already been made to this section to resolve CIDs 393, 397, 400-403. The specific modifications are contained in 22-10/0097r5. A revision to this document is required to address text changes and logic with regard to the BS formulation of CBP MAC PDUs. 22-10/0097r6 will contain the required modifications.

The following details the added text (on top of) to 22-10/0097r5 that will be contained in 22-10/0097r6 (once we have consensus from the authors of 22-10/0097):

[------------------------------------Start of text modification---------------------------------------]
[add the following sentence to the end of the 2nd paragraph in Section 6.23.1.2, as referenced in 22-10/0097r5]
When addressed to a broadcast connection, then the SCW shall only be for Passive mode.

[add the following paragraphs to the end of Section 6.23.1.2, as referenced in 22-10/0097r5]
When configuring an SCW for Active mode, the BS shall form the CBP MAC PDU by selecting which IEs (see Table xx, Section xx) that are to be included in the PDU, then setting the fields for those IEs. If CBP Protection (see 7.6.x) is enabled, than the signature shall be calculated over the other IEs and fields of the Signature IE as the CBP MAC PDU is being assembled. 

Once the CBP MAC PDU is assembled it shall be encapsulated in a CBP Relay message (see 6.10.26), and sent on the Primary Mangement FID if assigned to a single CPE SID or on the Multicast Management FID when assigned to the SID for a (multicast) group of CPEs. This shall be done no later than one frame prior to the frame for which the CPE is configured to use the SCW in Active mode. 
Upon receiving the CBP Relay message the CPE or CPEs shall unencapsulate the CBP MAC PDU and transmit it on their next opportunity (e.g. Active mode SCW). 

If the CBP MAC PDU is being transmitted during an Active mode SCW for the purpose of facilitating geo-location, then the CBP Location IE shall be added to the CBP MAC PDU when it is being formulated and sent to each CPE (e.g. unicasted by the CBP Relay message on each CPE’s Primary Management FID) that is being asked to participate in the current Active mode SCW. 
[------------------------------------End of text modification---------------------------------------]
II.E Modify Relationship between CBP MAC PDU Header (Table 5), CBP Location IE (Table 12), and CBP Geolocation IE (Table 13)

For purposes of geolocation and identification of (potential) interfereing stations, CBPs must periodically be emitted with identification and location information associated with the CPE emitting the CBP MAC PDU. The identification/ID data can be satisfied by making use of the MAC address of the station (BS or CPE) that’s going to be emitting the CBP. Noting that the CBP MAC PDU Header in Table 5 contains the SCH data for the cell, we must realize that within that data the MAC Address (“Tx ID” field of Table 1) of the BS that is managing the cell is provided. 

So the following is proposed to address this issue:

a) Delete Section 6.8.1.2.7, CBP Geolocation IE, delete Table 13

b) Add a field to Table 12, called “CBP Tx ID”, size 48 bits, description “MAC Address of station (BS or CPE) transmitting the becon for geolocation”

The CBP Location and Geolocation IEs would only be transmitted when the CBP is used for geolcoation/ranging purposes. The reasoning behind this is that one can’t provide a location, without providing identification, because a neighboring station/network or the database service would need both in order to properly identifying a device, should one misbehave.

This means that whenever geolocation is used both IEs need to be in the CBP MAC PDU. The CBP Geolocation IE provides the BS ID, which is redundant the the “Tx ID” in the SCH data of the CBP MAC Header. By eliminating the CBP Geolocation IE and adding the “CBP Tx ID” field to the Location IE, we save 64 bits by not redundantly transmitting the BS ID , the element ID, and Length fields of the CBP Geolocation IE.

II.F Delete US-MAP CBP Channel IE (section 6.10.4.1.2.3) and all references to it

If we adopt the approach to let BS formulate CBP MAC PDUs and simply allow CPEs to relay them, we are using the CBP Relay message (6.10.26) to send the contents of the CBP MAC PDU so that the CPE can relay it by transmitting it on the next Active SCW it’s configured for. The US-MAP CBP Channel IE allows the BS to put the contents of CBP IEs that the CPE doesn’t have into a US-MAP IE (see Table 47). This doesn’t seem to make sense or be practical, because we would then be nesting IEs within an US-MAP IE. In fact outside of Table 47, Section 6.10.4.1.2.3, the only other reference to this IE is in 6.23.1.2. Reviewing the current version of 22-10/0097 (r5), we can note that reference to the US-MAP CBP Channel IE has already been removed. The only remaning act is to remove reference to this IE from Table 47.

III. Conclusion

In conclusion, note that the technical changes required by II.A and II.B in this contribution are already provided in 22-09/112r5 and 22-10/137r2, respectively, and are reproduced here for discussion purposes. 
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Abstract


This contribution provides text to resolve comments related to CBP Packet generation. Commens 169 and 505 are handled by this contribution.





Revision R1 of this contribution reflects an update to section II.C of the contribution that is provided to resolve Comment 137 in 22-10/155 (or latest version). Only this modification to II.C is applicable to Comment 137 resolution.








�I don’t think allowing the whole cell to be addressed is a good idea. For example, if it is in active mode how can you “minimize potential collisions” as you state just a few sentences below this in the draft. The broadcast should only limited to passive SCW only.


�Not sure if this specific point needs to be made. Because the CBP MAC PDU could be delivered on the DS management connection of the same frame, but why cut it so close?
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