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[place document body text here]

Introduction

In during LB2 balloting it was determined that C-SAP definition was incomplete. Comment 6 in the comment database (DCN: 22-12/85r1: https://mentor.ieee.org/802.22/dcn/12/22-12-0085-01-0mib-tga-lb2-comment-database.xls), requests that the C-SAP defintion be completed. This contribution includes text to be included in the draft amendment that satisfies this comment. 

Editorial Instruction

1) Re-number section 14.2.2 to section 14.2.4

2) Change name of section from “Control SAP (C-SAP) Primitive Definitions” to “Control SAP (C-SAP)”

3) Include the new text below in section 14.2.4

[============================================Start of new text========================================]
14.2.4.1 Security Management Primitives

Security management pertain to monitoring and managing information regarding the CPE (i.e. ‘Supplicant’) and the AAA/NCMS (i.e. ‘Authenticator’) exchanging security credentials in order to mutually authenticate each other and establish an AK at the CPE and BS. The SCM authentication protocol makes use of EAP and is described in Section 8.2.2. The primitives described are related to the exchange of EAP messages between the Supplicant and the Authenticator.

There are two Security Management Primitives: C-EAP-START-INDICATION and C-EAP-TrANSFER-INDICATION. There are no REQUEST or CONFIRM security primitives, as the execution of the EAP process for a particular EAP method is out-of-scope (see Figure 113).
14.2.4.1.1 C-EAP-START-INDICATION

14.2.4.1.1.1 Purpose

To indicate to the BS, and subsequently the AAA/NCMS, that a CPE is attempting initial authentication.

14.2.4.1.1.2 SAP Type

C-SAP

14.2.4.1.1.3 Operation Type

Event Indication

14.2.4.1.1.4 Destination

BS, AAA/NCMS

14.2.4.1.1.5 Data

Table 291 C-EAP-START-INDICATION Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	Station ID
	Integer
	9 bits
	Station ID assigned to CPE

	Timestamp Length
	Integer
	2 bytes
	Length of Timestamp field (# of characters)

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Timestamp of the present request at time of transmission and as encoded in the $ZDA substring of the NMEA 0183 string

	Padding
	
	7 bits
	Set to ‘0000000’


14.2.4.1.1.6 When Generated

CPE generates this primitive when it wishes to start initial authentication. An SCM EAP-Start MAC management message is sent to the BS.

14.2.4.1.1.7 Effect of Receipt

BS forwards SCM EAP-Start message to the AAA/NCMS to start EAP authentication.

14.2.4.1.2 C-EAP-TRANSFER-INDICATION

14.2.4.1.2.1 Purpose

To carry EAP messages between the CPE and the AAA/NCMS to establish authentication. When a CPE is authenticated, the MSK is delivered to the CPE and BS so they can both derive the AK.

14.2.4.1.2.2 SAP Type

C-SAP

14.2.4.1.2.3 Operation Type

Event Indication

14.2.4.1.2.4 Destination

CPE, BS, AAA/NCMS

14.2.4.1.2.5 Data

Table 292 C-EAP-TRANSFER-INDICATION Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	EAP Payload Size
	Integer
	16 bits
	Size of EAP Payload in octets

	EAP Payload
	Octet String
	EAP Payload Size * 8 bits
	String of octets containing payload of EAP message

	EAP State
	Integer
	1 bit
	Current state of EAP process:

0 – Initial Authentication

1 – Re-authentication

	If(EAP State == 1) {
	
	
	

	
Key Sequence Number
	Integer
	4 bits
	4bit AK sequence #

	Padding
	
	3 bits
	Set to ‘000’

	} else {
	
	
	

	Padding
	
	7 bits
	Set to ‘0000000’

	}
	
	
	

	Timestamp Length
	Integer
	2 bytes
	Length of Timestamp field (# of characters)

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Timestamp of the present request at time of transmission and as encoded in the $ZDA substring of the NMEA 0183 string


“Key Sequence Number” only present during EAP-Transfer messages exchanged during reauthentication. See definition of SCM EAP-Transfer message defined in Section 7.7.21.2.
14.2.4.1.2.6 When Generated

1. CPE generates an EAP message to send to the AAA/NCMS via an SCM EAP-Transfer MAC Management message

2. BS receives an EAP message from the AAA/NCMS to forward to the CPE 

3. AAA/NCMS generates an EAP message to send to the CPE as part of the EAP exchange

4. AAA/NCMS generates an EAP message to send to the CPE and BS that contains the MSK that can be used to derive the AK, when CPE is successfully authenticated
14.2.4.1.2.7 Effect of Receipt

1. BS receives SCM EAP-Transfer message from CPE, extracts EAP Payload and forwards it to AAA/NCMS as part of EAP authentication exchange

2. BS extracts EAP payload and sends it to CPE in SCM EAP-Transfer Message

3. AAA/NCMS sends an EAP payload to BS containing information related to authentication exchange for BS to forward to CPE

4. BS and CPE extract MSK, and use it to derive AK. Once CPE has derived AK, it will follow start ‘Authentication Grace Timer’ and start TEK state machine.
14.2.4.2 Multicast Management Primitives

Multicast management primitives pertain to monitoring and managing information regarding setting up multicast groups for CPEs. Multicast groups can be used for DS data traffic or MAC management messages (e.g. BLM-REQ).

There are three Multicast Management Primitives: C-MULTICAST-GROUP-JOIN-REQUEST, C-MULTICAST-GROUP-LEAVE-REQUEST, and C-MULTICAST-GROUP-CONFIRMATION.
14.2.4.2.1 C-MULTICAST-GROUP-JOIN-REQUEST

14.2.4.2.1.1 Purpose

Add a CPE to a multicast group to prepare it to receive downstream data traffic or MAC management messages.

14.2.4.2.1.2 SAP Type

C-SAP

14.2.4.2.1.3 Operation Type

Information Request

14.2.4.2.1.4 Destination

CPE

14.2.4.2.1.5 Data

Table 293 C-MULTICAST-GROU-JOIN-REQUEST Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	Transaction ID
	Integer
	16 bits
	Identifier of Multicast group setup transaction, selected by the BS

	Station ID
	Integer
	9 bits
	9 bit multicast SID (see section 12.2) assigned to multicast group

	Assignment
	Integer
	8 bits
	Set to 0x01, this announces request to Join group identified by Station ID

	Multicast Group Type
	Integer
	8 bits
	One or more purposes can be assigned to a given group at the same time, see Table 103

	If(Multicast Group Type == 0x02, 0x04, 0x05, 0x06) {
	
	
	

	Periodic Allocation Parameters
	Bitmap
	32 bits
	See Table 103

	}
	
	
	

	Padding
	
	7 bits
	Set to ‘0000000’


14.2.4.2.1.6 When Generated

1.
BS sends this when >1 CPE assigned to the same provisioned service flow (via NCMS), and needs to configure multicast group prior to configuring service flow on those CPEs via DSA-REQ. One copy of this primitive is sent to each CPE it wants to add to the multicast group SID.
2.
BS sends this when >1 CPE assigned to the dynamically created service flow, and needs to configure multicast group prior to configuring service flow on those CPEs via DSA-REQ. One copy of this primitive is sent to each CPE it wants to add to the multicast group SID.

3.
SM/BS sends this when it wants to configure multiple CPEs for active SCW monitoring (transmission of CBP MAC PDUs) or passive SCW monitoring (recover CBP MAC PDUs transmitted by neighbor WRANs), and needs to configure multicast group prior to sending US-MAP IEs with UIUC=0 or -1. One copy of this primitive is sent to each CPE it wants to add to the multicast group SID.

4.
SM/BS sends this when it wants to configure multiple CPEs to be able to receive channel quiet (CHQ-REQ/RSP), prohibited channel update (IPC-UPD), bulk measurement request (BLM-REQ), or CBP relay (CBP-RLY) messages. One copy of this primitive is sent to each CPE it wants to add to the multicast group SID.
Information in this primitive is carried to the CPE or CPEs in question via the MCA-REQ message defined in Section 7.7.9.

14.2.4.2.1.7 Effect of Receipt

When CPE receives this primitive (via the MCA-REQ MAC management message), it takes the contents and configures multicast group membership as as defined by the procedure in Figure 55 in Section 7.17.1. If configuration successfully processed, the CPE sends a C-MULTICAST-GROUP-CONFIRMATION back to BS/SM with the Confirmation Code = 0x00. If configuration was not successfully processed, the CPE sends a C-MULTICAST-GROUP-CONFIRMATION back to BS/SM with the relevant Confirmation Code setting indicating the cause of the failure.
14.2.4.2.2 C-MULTICAST-GROUP-LEAVE-REQUEST

14.2.4.2.2.1 Purpose

Remove a CPE to a multicast group to prepare it to receive downstream data traffic or MAC management messages.

14.2.4.2.2.2 SAP Type

C-SAP

14.2.4.2.2.3 Operation Type

Information Request

14.2.4.2.2.4 Destination

CPE

14.2.4.2.2.5 Data

Table 294 C-MULTICAST-GROUP-LEAVE-REQUEST
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	Transaction ID
	Integer
	16 bits
	Identifier of Multicast group setup transaction, selected by the BS

	Station ID
	Integer
	9 bits
	9 bit multicast SID (see section 12.2) assigned to multicast group

	Assignment
	Integer
	8 bits
	Set to 0x00, this announces request to ask CPE to leave group identified by Station ID

	Multicast Group Type
	Integer
	8 bits
	One or more purposes can be assigned to a given group at the same time, see Table 103

	Padding
	
	7 bits
	Set to ‘0000000’


14.2.4.2.2.6 When Generated

1.
BS sends this when it wants to remove a CPE from a multicast group SID that has an active service flow mapped to the multicast SID. BS should also delete said service flow (via DSD-REQ/RSP) on CPEs that it is removing from the multicast group. One copy of this primitive is sent to each CPE that the BS wants to remove from the multicast group SID.

2.
SM/BS sends this when it no longer wants to configure multiple CPEs for active SCW monitoring (transmission of CBP MAC PDUs) or passive SCW monitoring (recover CBP MAC PDUs transmitted by neighbor WRANs), and needs to configure multicast group prior to sending US-MAP IEs with UIUC=0 or -1. One copy of this primitive is sent to each CPE that the BS wants to remove from the multicast group SID. SM/BS can continue to configure SCW usage on CPEs by unicasting them the US-MAP IE with UIUC=0 or 1 to each CPE it wants to configure.

3.
SM/BS sends this when it no longer wants to configure multiple CPEs to be able to receive channel quiet (CHQ-REQ/RSP), prohibited channel update (IPC-UPD), bulk measurement request (BLM-REQ), or CBP relay (CBP-RLY) messages. One copy of this primitive is sent to each CPE that the BS wants to remove from the multicast group SID. SM/BS can configure individual CPEs to receive and process those messages by unicasting those messages to each CPE.
Information in this primitive is carried to the CPE or CPEs in question via the MCA-REQ message defined in Section 7.7.9.

14.2.4.2.2.7 Effect of Receipt

When CPE receives this primitive (via the MCA-REQ MAC management message), it takes the contents and deletes the configuration multicast group membership as as defined by the procedure in Figure 55 in Section 7.17.1. If configuration successfully processed, the CPE sends a C-MULTICAST-GROUP-CONFIRMATION back to BS/SM with the Confirmation Code = 0x00. If configuration was not successfully processed, the CPE sends a C-MULTICAST-GROUP-CONFIRMATION back to BS/SM with the relevant Confirmation Code setting indicating the cause of the failure.
14.2.4.2.3 C-MULTICAST-GROUP-CONFIRMATION

14.2.4.2.3.1 Purpose

CPE uses this to indicate to the BS/SM on whether or not it has successfully configured the multicast group SID and relevant parameters indicated in C-MULTICAST-GROUP-JOIN-REQUST of C-MULTICAST-GROUP-LEAVE-REQUEST.

14.2.4.2.3.2 SAP Type

C-SAP

14.2.4.2.3.3 Operation Type

Information Confirmation

14.2.4.2.3.4 Destination

BS, SM

14.2.4.2.3.5 Data

Table 295 C-MULTICAST-GROUP-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	Transaction ID
	Integer
	16 bits
	Identifier of Multicast group setup transaction, selected by the BS. Should be set to same value of Transaction ID field in C-MULTICAST-GROUP-JOIN-REQUEST or C-MULTICAST-GROUP-LEAVE-REQUEST that this primitive is being sent in response to

	Confirmation Code
	Integer
	8 bits
	Confirmation code reflecting status of processing C-MULTICAST-GROUP-JOIN-REQUST of C-MULTICAST-GROUP-LEAVE-REQUEST, see Section 7.7.24)


14.2.4.2.3.6 When Generated

Sent by CPE server when C-MULTICAST-GROUP-JOIN-REQUEST or C-MULTICAST-GROUP-LEAVE-REQUEST has been received and processed. If processing was successful, this primitive is sent back with the Confirmation Code set to 0x00. If processing was unsuccessful, this primitive is sent back with the Confirmation Code set to the relevant value (see 7.7.24) that describes the cause of the error.
Information in this primitive is carried to the destination via the MCA-RSP MAC management message (see Section 7.7.10).
14.2.4.2.3.7 Effect of Receipt

1. If received with Confirmation Code = 0x00, BS will be able to map CPE to any multicast DS transport service flows via DSA-REQ, setup multiple CPEs for SCW monitoring simultaneously via multicasting US-MAP IE with UIUC=0 or =1 to those CPEs, or configure various CPEs simulataneously for MAC management processes via multicast said MAC management messages (see item 4 in Section 14.2.2.2.1.6 and Item 3 in 14.2.2.2.2.6).

2. If received with Confirmation Code other than 0x00, BS will not be able to map CPE to any multicast DS transport service flows via DSA-REQ, setup multiple CPEs for SCW monitoring simultaneously via multicasting US-MAP IE with UIUC=0 or =1 to those CPEs, or configure various CPEs simulataneously for MAC management processes via multicast said MAC management messages (see item 4 in Section 14.2.2.2.1.6 and Item 3 in 14.2.2.2.2.6).
14.2.4.3 Network Entry Management Primitives

The initialization and network entry procedures for the CPE is described in Sections 7.14.2. The network entry management primitives pertain to monitoring and managing information regarding each step of the CPE initilization procedure.
There are Network Entry Management Primitives that handle the ranging (RNG-REQ/CMD), basic capability negotiation (CBC-REQ/RSP), and registration (REG-REQ/RSP) portions of the network entry process: C-NET-ENTRY-RANGING-REQUEST, C-NET-ENTRY-RANGING-CONFIRMATION, C-NET-ENTRY-BASIC-REQUEST, C-NET-ENTRY-BASIC-CONFIRMATION, C-NET-ENTRY-REGISTRATION-REQUEST, and C-NET-ENTRY-registration-confirmation.
14.2.4.3.1 C-NET-ENTRY-RANGING-REQUEST

14.2.4.3.1.1 Purpose

To indicate to the BS, that this particular CPE is attempting ranging with it.

14.2.4.3.1.2 SAP Type

C-SAP

14.2.4.3.1.3 Operation Type

Information Request

14.2.4.3.1.4 Destination

BS

14.2.4.3.1.5 Data

Table 296 C-NET-ENTRY-RANGING-REQUEST Parameters
	Name
	Type
	Length
	Description

	Downstream Burst Profile
	Integer
	6 bits
	Burst Profile that can be received by the CPE for the RNG-CMD

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	If(!initial_ranging_req) {
	
	
	

	MMP_PN
	Integer
	24 bits
	MMP_PN of MMP Key associated with active authorization key (AK) context installed on CPE (see 8.2.4.6). Only applicable if CPE previously completed network entry and authentication.

	Ciphertext ICV
	Integer
	64 bits
	Ciphertext ICV calculated over the RNG-REQ message exculiding the MMP_PN IE (see 8.2.4.6). Only applicable if CPE previously completed network entry and authentication.

	}
	
	
	

	Raning Anomalies
	Bits
	3 bits
	A parameter indicating a potential error condition detected by CPE during the ranging process. Setting the bit associated with a conditioin indicates that the condition exists at the CPE.

Bit0 – CPE already at maximum EIRP

Bit 1 – CPE already at minimum EIRP

Bit 2 – Timing advance too large

	Padding
	
	7 bits
	Set to ‘0000000’


14.2.4.3.1.6 When Generated

CPE generates this primitive when it wishes to attempt ranging (either initial or periodic) with the BS. The conents of this primitive are encapsulated in a RNG-REQ MAC management message and sent to the BS.

14.2.4.3.1.7 Effect of Receipt

BS processes the received RNG-REQ, determines the status of the CPE’s ranging attempt, and then sends a C-NET-ENTRY-RANGING-CONFIRMATION primitive back to the CPE with further instructions.

14.2.4.3.2 C-NET-ENTRY-RANGING-CONFIRMATION

14.2.4.3.2.1 Purpose

To indicate to the CPE, that the status of the CPE’s ranging attempt as well as provide the CPE with information on how to proceed.

14.2.4.3.2.2 SAP Type

C-SAP

14.2.4.3.2.3 Operation Type

Information Confirmation

14.2.4.3.2.4 Destination

CPE

14.2.4.3.2.5 Data

Table 297 C-NET-ENTRY-RANGING-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Timing Advance
	Integer
	16 bits
	Timing advance of CPE in number of TU (see Table 44, Section 7.7.6)

	EIRP per subcarrier
	Integer
	8 bits
	Prange: EIRP per transmitted subcarrier (see 9.9.4.2). Range from -104 to +23.5 dBm in 0.5 dB steps

	Offset Frequency Adjust
	Integer
	16 bits
	Signed number in hertz

	Ranging Status
	Bits
	3 bits
	000: Continue

001: Abort

010: Success

011: Re-range

100: Reauthenticate

101: Re-range & re-register

110-111: Reserved

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	Action Superframe Number
	Integer
	8 bits
	The superframe number (modulo 256) at which Channel Action shall be performed.

	Action Frame Number
	Integer
	4 bits
	Integer value >=0 that indicates the starting frame number, w/in the Action Superframe Number, at which the Channel Action shall be performed by all CPEs.

	CDMA Code
	Integer
	8 bits
	A unique CDMA code assigned to the CPE, to be used for dedicated ranging. Code is from initial ranging codeset.

	Transmission Opportunity Offset
	Integer
	8 bits
	A unique transmission opportunity offset assigned to the CPE, to be used for dedicated ranging, in units of symbol durations.

	If(initial_ranging_response) {
	
	
	

	Station ID
	Integer
	9 bits
	Required parameter when RNG-CMD is sent in response to initial ranging.

	} else if (!initial_ranging_response) {
	
	
	

	Padding
	
	1 bits
	Set to ‘0’

	}
	
	
	


14.2.4.3.2.6 When Generated

1. BS generates this primitive when it has received C-NET-ENTRY-RANGING-REQUEST (in the form of a RNG-REQ MAC management message). It sets the fields of this primitive according to how the C-NET-ENTRY-RANGING-REQUEST was handled, and how it wishes to reconfigure the CPE’s ranging (if that is necessary). 

2. BS sends this primitive to CPE, unsolicited when it wants to trigger verification of registration and location status, with Ranging Status set to ‘Re-range & Reregister’ (see 7.14.2.11).

14.2.4.3.2.7 Effect of Receipt

1.
CPE processes the primitive. If Ranging Status == ‘Success’, it takes parameters, adjusts it’s own transmission and synchronization, then proceeds on to next stage of network entry. It Ranging Status != ‘Success’ and != ‘Re-range & reregister’, it adjusts it’s own transmission, and resends C-NET-ENTRY-RANGING-REQUEST.

2.
CPE processes the primitive. If Ranging Status == ‘Re-range & re-register’, the CPE sends the C-NET-ENTRY-REGISTRATION-REQUEST, with only the CPE NMEA Location String and Manufacture-specific Antenna Model IEs set, to the BS.

14.2.4.3.3 C-NET-ENTRY-BASIC-REQUEST

14.2.4.3.3.1 Purpose

To indicate to the BS, that this particular CPE is attempting basic capability configuration with it.

14.2.4.3.3.2 SAP Type

C-SAP

14.2.4.3.3.3 Operation Type

Information Request

14.2.4.3.3.4 Destination

BS

14.2.4.3.3.5 Data

Table 298 C-NET-ENTRY-BASIC-REQUEST Parameters
	Name
	Type
	Length
	Description

	Capabilities for MAC PDUs
	Bits
	8 bits
	Bit 0: enable/disable ability to receive requests piggybacked with data

Bit 1-7: Reserved

	Maximum CPE Transmit EIRP
	Integer
	8 bits
	Max Transmit EIRP ranging from -64 to +63.5 dBm in 0.5 dB steps

	CPE Demodulator
	Bits
	64 bits
	Bitmap indicating which DIUCs the CPE supports

	CPE Modulator
	Bits
	64 bits
	Bitmap indicating which UIUCs the CPE supports

	SCM Version support
	Integer
	8 bits
	0x00: SCM Version 1 (SCMv1)

0x01-0xFF: Reserved

	PN Window Size
	Integer
	16 bits
	Size of PN_WINDOW parameter (see 8.4)

	SCM Flow Contorl
	Integer
	8 bits
	0x00: No Limit

0x01-0xFF: Maximum # of ongoing SCM transactions


14.2.4.3.3.6 When Generated

CPE generates this primitive when it wishes to attempt basic capability configuration with the BS. The conents of this primitive are encapsulated in a CBC-REQ MAC management message and sent to the BS.

14.2.4.3.3.7 Effect of Receipt

BS processes the received CBC-REQ, determines determines what the CPE’s basic capability configuration will be, and then sends the CPE’s basic capability configuration to the CPE in C-NET-ENTRY-BASIC-CONFIRMATION.

14.2.4.3.4 C-NET-ENTRY-BASIC-CONFIRMATION

14.2.4.3.4.1 Purpose

To indicate to the CPE, the basic capability configuration the CPE shall use going forward.

14.2.4.3.4.2 SAP Type

C-SAP

14.2.4.3.4.3 Operation Type

Information Confirmation

14.2.4.3.4.4 Destination

CPE

14.2.4.3.4.5 Data

Table 299 C-NET-ENTRY-BASIC-CONFIRMATON Parameters
	Name
	Type
	Length
	Description

	Capabilities for MAC PDUs
	Bits
	8 bits
	Bit 0: enable/disable ability to receive requests piggybacked with data

Bit 1-7: Reserved

	CPE Demodulator
	Bits
	64 bits
	Bitmap indicating which DIUCs the CPE supports

	CPE Modulator
	Bits
	64 bits
	Bitmap indicating which UIUCs the CPE supports

	SCM Version support
	Integer
	8 bits
	0x00: SCM Version 1 (SCMv1)

0x01-0xFF: Reserved

	PN Window Size
	Integer
	16 bits
	Size of PN_WINDOW parameter (see 8.4)

	SCM Flow Contorl
	Integer
	8 bits
	0x00: No Limit

0x01-0xFF: Maximum # of ongoing SCM transactions


14.2.4.3.4.6 When Generated

BS generates this primitive when it has received C-NET-ENTRY-BASIC-REQUEST (in the form of a CBC-REQ MAC management message). It sets the fields of this primitive according to how it wants to configure the basic capabilities of the CPE, and sends this primitive to the CPE. The contents of this primitive are encapsulated in a CBC-RSP MAC management message when sent to the CPE. 

14.2.4.3.4.7 Effect of Receipt

CPE processes the primitive. It takes the values of parameters in this primitive, and configures its’ own basic capabilities before moving on to the next stage of network entry.

14.2.4.3.5 C-NET-ENTRY-REGISTRATION-REQUEST

14.2.4.3.5.1 Purpose

CPE uses this primitive to request registration with a BS.

14.2.4.3.5.2 SAP Type

C-SAP

14.2.4.3.5.3 Operation Type

Information Request

14.2.4.3.5.4 Destination

BS

14.2.4.3.5.5 Data

Table 300 C-NET-ENTRY-REGISTRATION-REQUEST Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	NMEA Location String Size
	Integer
	32 bits
	Size of Location String

	NMEA Location String
	Octet String
	8 bits * NMEA Location String Size
	Contents of NMEA Location String

	Convergence Sublayer Config
	Integer
	8 bits
	Which convergence sublayer is support (e.g. ethernet or IP)

	IP Version
	Integer
	8 bits
	Indication of IPv4 (0) or IPv6 (1) support

	IP ROHC Support
	Integer
	8 bits
	Indication of whether or not IP ROHC is supported. (0) for disabled, (1) for enabled

	ARQ Support
	Integer
	8 bits
	Indication of wheter or not ARQ is supported at all (0), supported only on 2ndary management flow (1), supported on transport flows only (2), or supported on Transport and 2ndary management flows (3)

	If(ARQ Support == 0 || == 2) {
	
	
	

	2ndary Management ARQ Window Size
	Integer
	32 bits
	ARQ Window Size on 2ndary management flow (see wranIfRegCapability2ndMgmtArqWindowSize)

	2ndary Management ARQ Retry Tx Delay
	Integer
	16 bits
	Transmitter delay component of ARQ retry timeout for 2ndary management flow (see wranIfRegCapability2ndMgmtArqRetryTxDelay)

	2ndary Management ARQ Retry Tx Delay
	Integer
	16 bits
	Receiver delay component of ARQ retry timeout for 2ndary management flow (see wranIfRegCapability2ndMgmtArqRetryRxDelay)

	2ndary Management ARQ Block Lifetime
	Integer
	16 bits
	Lifetime of ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqBlockLifetime)

	2ndary Management ARQ Sync Loss Timeout 
	Integer
	16 bits
	Timeout of ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqSyncLossTimeout)

	2ndary Management ARQ Sync Loss Timeout
	Integer
	8 bits
	Indication of whether (1) or not (0) that ARQ blocks are delivered in order on secondary management flow.

	2ndary Management ARQ Sync Loss Timeout
	Integer
	8 bits
	Indication of whether (1) or not (0) that ARQ blocks are delivered in order on secondary management flow.

	2ndary Management ARQ Rx Purge Timeout
	Integer
	16 bits
	Purge timeout for ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqRxPurgeTimeout).

	2ndary Management ARQ Block Size
	Integer
	11 bits
	Block size for ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqBlockSize).

	Padding
	Bits
	5 bits
	Set to ‘00000’

	}
	
	
	

	DSx Flow Control
	Integer
	8 bits
	# of concurrent DSx Transactions allowed. =0, no limit; 1-255 indication of maximum # of transactions allowed

	MCA Flow Control
	Integer
	8 bits
	# of concurrent MCA Transactions allowed. =0, no limit; 1-255 indication of maximum # of transactions allowed

	Max # of Multicast Groups
	Integer
	8 bits
	Maximum # of multicast groups that can be supported

	Sensing Mode Support Array
	Bits
	8 bits
	Bitmap defining which sensing mode the CPE supports. If a bit is set, it indicates that sensing mode is supported. Bits 4-7 are reserved:

Bit 0 – no sensing

Bit 1 – mode 0

Bit 2 – mode 1

Bit 3 – mode 2

	If(Bit 0 of Sensing Mode Support Array NOT SET) {
	
	
	

	Signal Type Array
	Bits
	32 bits
	Bitmap indicating which signal types are supported (see Table 56)

	For(i=0;i<n;i++) {
	
	
	Where n == # of bits set in Signal Type Array

	Threshold
	Integer
	9 bits
	Sensitivity threshold from -127.5 to +128 dBm in 0.5 dB steps

	Probability of Detection
	Integer
	8 bits
	Probability of detection from 0 to 1 in increments of 0.004

	Probability of False Alarm
	Integer
	8 bits
	Probability of False Alarm from 0 to 0.255 in increments in 0.001

	Recommended # of Sensing Periods
	Integer
	8 bits
	Recommended # of sensing periods (see Table 238)

	Recommended Sensing Period Duration
	Integer
	10 bits
	Recommended duration of sensing periods in units of symbols (see Table 238)

	Recommended Sensing Period Interval
	Integer
	11 bits
	Recommended length of sensing periods interval in units of frames (see Table 238)

	}
	
	
	

	Padding
	Bits
	2 bits
	Set to ‘00’

	}
	
	
	

	Antenna Model Info Size
	Integer
	16 bits
	Size of antenna model information octet string

	Antenna Model Info
	Octet String
	8 bits * Antenna Model Info Size
	Manufacturer-specific antenna model information (see wranIfRegCapabilityAntennaModel)

	For(i=0;i<# of channels;i++) {
	
	
	

	Tv Channel #
	Integer
	8 bits
	TV Channel #



	On-Axis Gain
	Integer
	8 bits
	On axis gains from -22 dBi to 41 dBi in 0.25 dB increments

	}
	
	
	

	CPE Residual Delay
	Integer
	32 bits
	Residual delay of CPE in nanoseconds (see wranIfRegCapabilityCpeResidualDelay)

	2ndary Management Flow IP Allocation Method
	Bits
	8 bits
	Bitmap defining which IP allocation methods the CPE supports. If a bit is set, it indicates that IP allocation method is supported. Bits 4-7 are reserved:

Bit 0 – DHCPv4

Bit 1 – MIPv4

Bit 2 – DHCPv6

Bit 3 – v6 Stateless Autoconfiguration

	CPE Operational Capability
	Integer
	8 bits
	Whether CPE is fixed, or portable

	CPE Registration Timer
	Integer
	16 bits
	CPE registration time is used to set T30, from 0x0000 to 0xFFFF, representing units in blocks of 160ms


14.2.4.3.5.6 When Generated

CPE generates this primitive when it wishes to attempt registration with the BS. The conents of this primitive are encapsulated in a REG-REQ MAC management message and sent to the BS. Registration is attempted during initial network entry, network re-entry, as well as in response to receiving C-NET-ENTRY-RANGING-CONFIRMATION with ‘Ranging Status’ set to “re-range & re-register”

14.2.4.3.5.7 Effect of Receipt

BS processes the received REG-REQ, determines the status of the CPE’s registration attempt, and then sends a C-NET-ENTRY-REGISTRATION-CONFIRMATION primitive back to the CPE with the configuration of registered capabilities it wants the CPE to use.

14.2.4.3.6 C-NET-ENTRY-REGISTRATION-CONFIRMATION

14.2.4.3.6.1 Purpose

To indicate to the CPE, that the status of the CPE’s registration attempt as well as provide the CPE with configuration of registered capabilities.

14.2.4.3.6.2 SAP Type

C-SAP

14.2.4.3.6.3 Operation Type

Information Confirmation

14.2.4.3.6.4 Destination

CPE

14.2.4.3.6.5 Data

Table 301 C-NET-ENTRY-REGISRATION-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	Convergence Sublayer Config
	Integer
	8 bits
	Which convergence sublayer is support (e.g. ethernet or IP)

	IP Version
	Integer
	8 bits
	Indication of IPv4 (0) or IPv6 (1) support

	IP ROHC Support
	Integer
	8 bits
	Indication of whether or not IP ROHC is supported. (0) for disabled, (1) for enabled

	ARQ Support
	Integer
	8 bits
	Indication of wheter or not ARQ is supported at all (0), supported only on 2ndary management flow (1), supported on transport flows only (2), or supported on Transport and 2ndary management flows (3)

	If(ARQ Support == 0 || == 2) {
	
	
	

	2ndary Management ARQ Window Size
	Integer
	32 bits
	ARQ Window Size on 2ndary management flow (see wranIfRegCapability2ndMgmtArqWindowSize)

	2ndary Management ARQ Retry Tx Delay
	Integer
	16 bits
	Transmitter delay component of ARQ retry timeout for 2ndary management flow (see wranIfRegCapability2ndMgmtArqRetryTxDelay)

	2ndary Management ARQ Retry Tx Delay
	Integer
	16 bits
	Receiver delay component of ARQ retry timeout for 2ndary management flow (see wranIfRegCapability2ndMgmtArqRetryRxDelay)

	2ndary Management ARQ Block Lifetime
	Integer
	16 bits
	Lifetime of ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqBlockLifetime)

	2ndary Management ARQ Sync Loss Timeout 
	Integer
	16 bits
	Timeout of ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqSyncLossTimeout)

	2ndary Management ARQ Sync Loss Timeout
	Integer
	8 bits
	Indication of whether (1) or not (0) that ARQ blocks are delivered in order on secondary management flow.

	2ndary Management ARQ Sync Loss Timeout
	Integer
	8 bits
	Indication of whether (1) or not (0) that ARQ blocks are delivered in order on secondary management flow.

	2ndary Management ARQ Rx Purge Timeout
	Integer
	16 bits
	Purge timeout for ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqRxPurgeTimeout).

	2ndary Management ARQ Block Size
	Integer
	11 bits
	Block size for ARQ blocks on 2ndary management flow (see wranIfRegCapability2ndMgmtArqBlockSize).

	Padding
	Bits
	5 bits
	Set to ‘00000’

	}
	
	
	

	DSx Flow Control
	Integer
	8 bits
	# of concurrent DSx Transactions allowed. =0, no limit; 1-255 indication of maximum # of transactions allowed

	MCA Flow Control
	Integer
	8 bits
	# of concurrent MCA Transactions allowed. =0, no limit; 1-255 indication of maximum # of transactions allowed

	Max # of Multicast Groups
	Integer
	8 bits
	Maximum # of multicast groups that can be supported

	Sensing Mode Support Array
	Bits
	8 bits
	Bitmap defining which sensing mode the CPE supports. If a bit is set, it indicates that sensing mode is supported. Bits 4-7 are reserved:

Bit 0 – no sensing

Bit 1 – mode 0

Bit 2 – mode 1

Bit 3 – mode 2

	If(Bit 0 of Sensing Mode Support Array NOT SET) {
	
	
	

	Signal Type Array
	Bits
	32 bits
	Bitmap indicating which signal types are supported (see Table 56)

	For(i=0;i<n;i++) {
	
	
	Where n == # of bits set in Signal Type Array

	Threshold
	Integer
	9 bits
	Sensitivity threshold from -127.5 to +128 dBm in 0.5 dB steps

	Probability of Detection
	Integer
	8 bits
	Probability of detection from 0 to 1 in increments of 0.004

	Probability of False Alarm
	Integer
	8 bits
	Probability of False Alarm from 0 to 0.255 in increments in 0.001

	Recommended # of Sensing Periods
	Integer
	8 bits
	Recommended # of sensing periods (see Table 238)

	Recommended Sensing Period Duration
	Integer
	10 bits
	Recommended duration of sensing periods in units of symbols (see Table 238)

	Recommended Sensing Period Interval
	Integer
	11 bits
	Recommended length of sensing periods interval in units of frames (see Table 238)

	}
	
	
	

	Padding
	Bits
	2 bits
	Set to ‘00’

	}
	
	
	

	CPE Residual Delay
	Integer
	32 bits
	Residual delay of CPE in nanoseconds (see wranIfRegCapabilityCpeResidualDelay)

	2ndary Management Flow IP Allocation Method
	Bits
	8 bits
	Bitmap defining which IP allocation methods the CPE supports. If a bit is set, it indicates that IP allocation method is supported. Bits 4-7 are reserved:

Bit 0 – DHCPv4

Bit 1 – MIPv4

Bit 2 – DHCPv6

Bit 3 – v6 Stateless Autoconfiguration

	CPE Operational Capability
	Integer
	8 bits
	Whether CPE is fixed, or portable

	CPE Registration Timer
	Integer
	16 bits
	CPE registration time is used to set T30, from 0x0000 to 0xFFFF, representing units in blocks of 160ms

	If(CPE Privacy Enabled) {
	
	
	CPE Privacy (see section 8.7)

	Permanent Station ID
	Integer
	9 bits
	Permanent SID assigned to CPE if CPE Privay (see 8.7) is enabled

	Padding
	Bits
	7 bits
	Set to ‘0000000’

	}
	
	
	


14.2.4.3.6.6 When Generated

BS generates this primitive when it has received C-NET-ENTRY-REGISTRATION-REQUEST (in the form of a REG-REQ MAC management message) during intial network entry, or network re-entry, or when the CPE has sent C-NET-ENTRY-REGISTRATION-REQUEST in response to C-NET-ENTRY-RANGING-CONFIRMATION with ‘Ranging Status’ set to ‘re-range & re-register’. It sets the fields of this primitive according to how it wishes to configure the CPE’s registered capabilities. The primitive is delivered to the CPE in the form of the REG-RSP MAC management message.
14.2.4.3.6.7 Effect of Receipt

CPE processes the primitive, as contained in the REG-RSP MAC management message. It adjusts is configuration of registered capabilities to the settings specified in the received primitive. If it can not support the configuration, it will re-attempt registration until maximum # of registration attempts are used up. If this limit is reached, the CPE will be de-registered. 

14.2.4.4 CPE State Management Primitives

CPE State Management Primitves relate to managing the active (registration) state of the CPE. The active (registration) state of the CPE is manipulated as per Spectrum Manager policies (see 10.2.5), and during the registration process (see 7.14.2.11) during network entry/re-entry. CPE power management can be supported by properly scheduling execution CPE State Management Primitives.
There two CPE State Management Primitives that manage the active (registration) state of the CPE: C-STATE-MANAGEMENT-CONFIRMATION, and C-STATE-MANAGEMENT-REQUEST.
14.2.4.4.1 C-STATE-MANAGEMENT-CONFIRMATION

14.2.4.4.1.1 Purpose

To indicate to the CPE, that it is being de-registered and what action it should take upon de-registration.

14.2.4.4.1.2 SAP Type

C-SAP

14.2.4.4.1.3 Operation Type

Information Confirmation

14.2.4.4.1.4 Destination

CPE

14.2.4.4.1.5 Data

Table 302 C-STATE-MANAGEMENT-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Action Code
	Integer
	8 bits
	Action Code defining behavior CPE should take upon receiving primitive (see Table 115)

	If(Action Code == 0 || == 4) {
	
	
	

	Next Channel Number
	Integer
	8 bits
	Channel CPE should tune to if Action Code == 0

	}
	
	
	


14.2.4.4.1.6 When Generated

The contents of this primitives are encapsulated in the DREG-CMD MAC management message and are generated under the following conditions:

1. BS generates this primitive according to a policicy as specified by the Spectrum Manager Policies (see 10.2.5). 

2. BS generates this primitve as per CPE registration/location tracking procedure defiend in 7.14.2.11.

3. BS generates this primitive whenever a CPE fails registration or re-registration

14.2.4.4.1.7 Effect of Receipt

CPE processes the received primitive (contained within the DREG-CMD), and executes the behavior according the the value of the ‘Action Code’.

14.2.4.4.2 C-STATE-MANAGEMENT-REQUEST

14.2.4.4.2.1 Purpose

To indicate to the BS, that CPE requests de-registration. The BS then responds with the appropriate action that the CPE should take.

14.2.4.4.2.2 SAP Type

C-SAP

14.2.4.4.2.3 Operation Type

Information Request

14.2.4.4.2.4 Destination

BS

14.2.4.4.2.5 Data

Table 303 C-STATE-MANAGEMENT-REQUEST Parameters
	Name
	Type
	Length
	Description

	Action Code
	Integer
	8 bits
	Action Code defining behavior CPE should take upon receiving primitive (see Table 115)

	If(Action Code == 0 || == 4) {
	
	
	

	Next Channel Number
	Integer
	8 bits
	Channel CPE should tune to if Action Code == 0

	}
	
	
	


14.2.4.4.2.6 When Generated

The contents of this primitives are encapsulated in the DREG-REQ MAC management message and are generated under the following conditions:

1. CPE generates this when it has failed to complete the transfer of operational parameters stage of network entry (see 7.14.2.15). 

2. CPE generates this primitve when it has no active sessions and wishes to quiet down, (e.g. either send DREG-REQ with ‘Action Code’ == 2 or == 4 or == 5).
14.2.4.4.2.7 Effect of Receipt

The BS shall process the primitive as received in the DREG-REQ. It shall generate a C-STATE-MANAGEMENT-CONFIRMATION in response. 

1. If CPE can no longer be supported in the current operating channel and there are other channels available the ‘Action Code’ field shall be set to 0 and a channel to tune to shall be provided in the Next Channel Number field in the C-STATE-MANAGEMENT-CONFIRMATION that is sent to CPE in response

a. ‘Action Code’ field shall be set to 0 and a channel to tune to shall be provided in the Next Channel Number field in the C-STATE-MANAGEMENT-CONFIRMATION that is sent to CPE in response

2. If the CPE can no longer be supported in the current operating channel, and there are no other channels available, the ‘Action Code field shall be set to 4 in the C-STATE-MANAGEMENT-CONFIRMATION that is sent to CPE in response

3. If there is a problem with CPE registration and/or the transfer of operational parameters stage of network entry (see 7.14.2.15) has failed, ‘Action Code’ field shall be set to 5 in the C-STATE-MANAGEMENT-CONFIRMATION to CPE in response.

14.2.4.5 Radio Resource Management Primitives

Radio Resource Management Primitves allow the NCMS to monitor usage of radio resources in the DS and US at a particular BS. The are two types of reports that can be retrieved, percentage of resources allocated in the DS/US and amount of slots allocated in a DS/US region.
There are four Radio Resource Management Primitives: C-RRM-RESOURCE-USAGE-requesT, C-RRM-RESOURCE-USAGE-CONFIRMATION, C-RRM-REGION-INFO-REQUEST, and C-RRM-REGION-INFO-REQUEST.
14.2.4.5.1 C-RRM-RESOURCE-USAGE-REQUEST

14.2.4.5.1.1 Purpose

To request information on what the resource usage in the DS/US is in the current operating channel.

14.2.4.5.1.2 SAP Type

C-SAP

14.2.4.5.1.3 Operation Type

Information Request

14.2.4.5.1.4 Destination

BS

14.2.4.5.1.5 Data

Table 304 C-RRM-RESOURCE-USAGE-REQUEST Parameters
	Name
	Type
	Length
	Description

	BS MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS

	Operating Channel
	Integer
	8 bits
	Current operating Channel that DS/US usage request pertains to

	Usage Request Type
	Integer
	8 bits
	Type of request:

0x00 = DS only

0x01 = US only

0x02 = DS & US

	Timestamp Length
	Integer
	2 bytes
	Length of Timestamp field (# of characters)

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Timestamp of the present request at time of transmission and as encoded in the $ZDA substring of the NMEA 0183 string


14.2.4.5.1.6 When Generated

This primitive is generated when the NCMS requests a report on the resource usage in the current operating channel of the BS.
14.2.4.5.1.7 Effect of Receipt

The BS shall process the primitive as received in the and generate the report data, then send C-RRM-RESOURCE-USAGE-CONFIRMATION in response to the NCMS. The DS usage data comes from wranIfBsOfdmaDsRadioResource and wranIfBsOfdmaUsRadioResource MIB objects stored in the wranIfBsOfdmaPhyDsChannelTable and wranIfBsOfdmaPhyUsChannelTable respectively. 

14.2.4.5.2 C-RRM-RESOURCE-USAGE-CONFIRMATION

14.2.4.5.2.1 Purpose

To provide DS/US resource usage information in the current operating channel.

14.2.4.5.2.2 SAP Type

C-SAP

14.2.4.5.2.3 Operation Type

Information Confirmation

14.2.4.5.2.4 Destination

NCMS

14.2.4.5.2.5 Data

Table 305 C-RRM-RESOUCE-USAGE-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	BS MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS

	Operating Channel
	Integer
	8 bits
	Current operating Channel that DS/US report pertains to

	Usage Request Type
	Integer
	8 bits
	Type of request:

0x00 = DS only

0x01 = US only

0x02 = DS & US

	If(Usage Request Type == 0x00 || == 0x02){
	
	
	

	DS Resource Usage Information
	Integer
	8 bits
	Average percentage (ratio) of non-assigned DS radio resources to toal usable DS radio resources (see wranIfBsOfdmaDsRadioResource in wranIfBsOfdmaPhyDsChannelTable)

	}
	
	
	

	If(Usage Request Type == 0x01 || == 0x02){
	
	
	

	US Resource Usage Information
	
	
	Average percentage (ratio) of non-assigned US radio resources to toal usable US radio resources (see wranIfBsOfdmaUsRadioResource in wranIfBsOfdmaPhyUsChannelTable)

	}
	
	
	

	Timestamp Length
	Integer
	2 bytes
	Length of Timestamp field (# of characters)

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Value of Timestamp field as copied from received C-RRM-RESOURCE-USAGE-REQUEST


14.2.4.5.2.6 When Generated

This primitive is generated when the BS receives a C-RRM-RESOURCE-USAGE-REQUEST primtive from the NCMS.
14.2.4.5.2.7 Effect of Receipt

The NCMS shall process the primitive as received in the and present the data in the report to the operator.

14.2.4.5.3 C-RRM-REGION-INFO-REQUEST

14.2.4.5.3.1 Purpose

To request information on the assignment of slots in the DS and/or US region of the current operating channel.

14.2.4.5.3.2 SAP Type

C-SAP

14.2.4.5.3.3 Operation Type

Information Request

14.2.4.5.3.4 Destination

BS

14.2.4.5.3.5 Data

Table 306 C-RRM-REGION-INFO-REQUEST Parameters
	Name
	Type
	Length
	Description

	BS MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS

	Operating Channel
	Integer
	8 bits
	Current operating Channel that DS/US usage request pertains to

	Region Info Request Type
	Integer
	8 bits
	Type of request:

0x00 = DS only

0x01 = US only

0x02 = DS & US

	If(Region Info Request Type == 0x00 || == 0x02){
	
	
	

	Number of DS Region Reports Requested
	Integer
	8 bits
	# of DS regions that slot assignments are being requested for

	For (i=0;i<Number of DS Region Reports Requested;i++) {
	
	
	

	DS Region Index
	Integer
	16 bits
	Index of region (ranging from 1 to 512) in DS that slot assignment is being asked for

	}
	
	
	

	}
	
	
	

	If(Region Info Request Type == 0x01 || == 0x02){
	
	
	

	Number of US Region Reports Requested
	Integer
	8 bits
	# of US regions that slot assignments are being requested for

	For (i=0;i<Number of US Region Reports Requested;i++) {
	
	
	

	US Region Index
	Integer
	16 bits
	Index of region (ranging from 1 to 512) in US that slot assignment is being asked for

	}
	
	
	

	}
	
	
	

	Timestamp Length
	Integer
	2 bytes
	Length of Timestamp field (# of characters)

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Timestamp of the present request at time of transmission and as encoded in the $ZDA substring of the NMEA 0183 string


14.2.4.5.3.6 When Generated

This primitive is generated when the NCMS requests a report on the slot assignments in the DS and/or upstream.
14.2.4.5.3.7 Effect of Receipt

The BS shall process the primitive as received in the and generate the report data, then send C-RRM-REGION-INFO-CONFIRMATION in response to the NCMS. The DS region info data comes from wranIfBsOfdmaDsRegionTable and wranIfBsOfdmaUsRegionTable MIB. 

14.2.4.5.4 C-RRM-REGION-INFO-CONFIRMATION

14.2.4.5.4.1 Purpose

To provide slot assignment information in DS and/or US regions of the current operating channel.

14.2.4.5.4.2 SAP Type

C-SAP

14.2.4.5.4.3 Operation Type

Information Confirmation

14.2.4.5.4.4 Destination

NCMS

14.2.4.5.4.5 Data

Table 307 C-RRM-REGION-INFO-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	BS MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS

	Operating Channel
	Integer
	8 bits
	Current operating Channel that DS/US report pertains to

	Region Info Request Type
	Integer
	8 bits
	Type of request:

0x00 = DS only

0x01 = US only

0x02 = DS & US

	If(Region Info Request Type == 0x00 || == 0x02){
	
	
	

	Number of DS Region Reports Requested
	Integer
	8 bits
	# of DS regions that slot assignments are being requested for

	For (i=0;i<Number of DS Region Reports Requested;i++) {
	
	
	

	DS Region Index
	Integer
	16 bits
	Index of region (ranging from 1 to 512) in DS that slot assignment is being asked for

	DS Region Duration
	Integer
	16 bits
	# of slots assigned to DS Region

	}
	
	
	

	}
	
	
	

	If(Region Info Request Type == 0x01 || == 0x02){
	
	
	

	Number of US Region Reports Requested
	Integer
	8 bits
	# of US regions that slot assignments are being requested for

	For (i=0;i<Number of US Region Reports Requested;i++) {
	
	
	

	US Region Index
	Integer
	16 bits
	Index of region (ranging from 1 to 512) in US that slot assignment is being asked for

	US Region Duration
	Integer
	16 bits
	# of slots assigned to US Region

	}
	
	
	

	}
	
	
	

	Timestamp Length
	Integer
	2 bytes
	Length of Timestamp field (# of characters)

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Value of Timestamp field from received C-RRM-REGION-INFO-REQUEST primitive


14.2.4.5.4.6 When Generated

This primitive is generated when the BS receives a C-RRM-REGION-INFO-REQUEST primtive from the NCMS.
14.2.4.5.4.7 Effect of Receipt

The NCMS shall process the primitive as received in the and present the data in the report to the operator.

14.2.4.6 Service Flow Management Primitives

Service Flow Management Primitives allow the NCMS to maintain configuration of services flows on CPEs. The are two types of reports that can be retrieved, percentage of resources allocated in the DS/US and amount of slots allocated in a DS/US region.
There are six Service Flow Management Primitives related to configuration, modification and deletion of service flows: C-SERVICE-FLOW-ADD-requesT, C-SERVICE-FLOW-ADD-confirmation, C-SERVICE-FLOW-CHANGE-requesT, C-SERVICE-FLOW-CHANGE-confirmation, C-SERVICE-FLOW-Delete-requesT, and C-SERVICE-FLOW-Delete-confirmation. There are two Service Flow Management Primitives related to provided indication that a confirmation primitive was received: C-SERVICE-FLOW-ADD-INDICATION and C-SERVICE-FLOW-CHANGE-indication.
14.2.4.6.1 C-SERVICE-FLOW-ADD-REQUEST

14.2.4.6.1.1 Purpose

To request configuration of a new service flow. Configuration of a new service flow can be initiated by the NCMS or CPE

14.2.4.6.1.2 SAP Type

C-SAP

14.2.4.6.1.3 Operation Type

Information Request

14.2.4.6.1.4 Destination

CPE, NCMS

14.2.4.6.1.5 Data

Table 308 C-SERVICE-FLOW-ADD-REQUEST Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used to keep track of ongoing service flow configuration operations

	IEEE 802.22 Node MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS or CPE that a service flow is configured for

	Service Flow ID
	Integer
	32 bits
	Unique identifier for service flow that is being configured

	Service Flow Direction
	Integer
	8 bits
	Direction of Service Flow:

0x00 = DS

0x01 = US

0x02-0xFF = Reserved

	Target SAID
	Integer
	32bits
	ID of Security Association that service flow is mapped to

	Station ID
	Integer
	9 bits
	Station ID of CPE

	Service Flow Status
	Integer
	2 bits
	Current state of service flow:

00 – Inactive

01 – provisioned

10 – admitted

11 - active

	Service Flow Parameter Data Size
	Integer
	32 bits
	

	Service Flow Parameter Data
	Octet String
	Service Flow Parameter Data Size * 8 bits
	An octet string containing the serialized form of servie flow parameters. The order and formatting of service flow parameters is given in the definition of an entry in wranIfBsScTable.

	Number of Classifier Rules
	Integer
	8 bits
	Number classifier rules that will be used for service flow

	for(i=0;i<Number of Classifier Rules;i++){
	
	
	

	Classifier Rule Parameter Data Size
	Integer
	32 bits
	

	Classifier Rule Parameter Data
	Octet String
	Classifier Rule Parameter Data Size * 8 bits
	An octet string containing the serialized form of one set of classifier rule parameters for a service flow. The order and formatting of a set of classifier rule parameters is given in the definition of an entry in wranIfBsProvClassifierRuleTable or wranIfBsClassifierRuleTable.

	}
	
	
	

	Padding
	
	5 bits
	Set to ‘00000’


14.2.4.6.1.6 When Generated

This primitive is generated under the following conditions:

1. When NCMS wants to configure a service flow on a CPE. It sends this primitive to the BS, unpacks it, and uses it to form a DSA-REQ message to send to the CPE, to start configuration of the service flow on the CPE.

2. When the CPE wanst to configure a service flow it packages the information in a DSA-REQ, which gets sent to the BS. The BS unpacks the information and forwards this primitive to the NCMS to start configuration of the service flow.
14.2.4.6.1.7 Effect of Receipt

This primitive is handled differently, based on the intended destination:

1. When NCMS receives this primitive it checks to see if the requested configuration can be supported. If the configuration is accepted it is stored in the appropriate MIB (see wranIfBsSfMgmtMib), and a response is sent in the form of the C-SERVICE-FLOW-ADD-CONFIRMATION. If the configuration is not supported, the transmission of C-SERVICE-FLOW-ADD-CONFIRMATION indicates the most appropriate error code. 

2. When CPE receives this primitive it checks to see if the requested configuration can be supported. If the configuration is accepted it is stored in the appropriate MIB (see wranIfBsSfMgmtMib), and a response is sent in the form of the C-SERVICE-FLOW-ADD-CONFIRMATION. If the configuration is not supported, the transmission of C-SERVICE-FLOW-ADD-CONFIRMATION indicates the most appropriate error code.
14.2.4.6.2 C-SERVICE-FLOW-ADD-CONFIRMATION

14.2.4.6.2.1 Purpose

To respond to a service flow configuration addition request.

14.2.4.6.2.2 SAP Type

C-SAP

14.2.4.6.2.3 Operation Type

Information Confirmation

14.2.4.6.2.4 Destination

CPE, NCMS

14.2.4.6.2.5 Data

Table 309 C-SERVICE-FLOW-ADD-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used C-SERVICE-FLOW-ADD-REQUEST to identify this particular service flow configuration transactions

	IEEE 802.22 Node MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS or CPE that a service flow is configured for

	Service Flow ID
	Integer
	32 bits
	Unique identifier for service flow that is being configured

	Service Flow Direction
	Integer
	8 bits
	Direction of Service Flow:

0x00 = DS

0x01 = US

0x02-0xFF = Reserved

	Target SAID
	Integer
	32bits
	ID of Security Association that service flow is mapped to

	Station ID
	Integer
	9 bits
	Station ID of CPE

	Service Flow Status
	Integer
	2 bits
	Current state of service flow:

00 – Inactive

01 – provisioned

10 – admitted

11 - active

	Service Flow Parameter Data Size
	Integer
	32 bits
	

	Service Flow Parameter Data
	Octet String
	Service Flow Parameter Data Size * 8 bits
	An octet string containing the serialized form of servie flow parameters. The order and formatting of service flow parameters is given in the definition of an entry in wranIfBsScTable.

	Number of Classifier Rules
	Integer
	8 bits
	Number classifier rules that will be used for service flow

	for(i=0;i<Number of Classifier Rules;i++){
	
	
	

	Classifier Rule Parameter Data Size
	Integer
	32 bits
	

	Classifier Rule Parameter Data
	Octet String
	Classifier Rule Parameter Data Size * 8 bits
	An octet string containing the serialized form of one set of classifier rule parameters for a service flow. The order and formatting of a set of classifier rule parameters is given in the definition of an entry in wranIfBsProvClassifierRuleTable or wranIfBsClassifierRuleTable.

	}
	
	
	

	Confirmation Code
	Integer
	8 bits
	Confirmation Code indicating status of service flow configuration, see 7.7.24.

	Padding
	
	5 bits
	Set to ‘00000’


14.2.4.6.2.6 When Generated

This primitive is generated under the following conditions:

1. When NCMS wants to respond to C-SERVICE-FLOW-ADD-REQEUST, to indicate to a CPE whether or not the requested configuration has been accepted, was accepted and modified, or was not accepted. It sends this primitive to the BS, which unpacks it, and uses it to form a DSA-RSP message to send to the CPE, to complete configuration of the service flow on the CPE.

2. When the CPE wants to respond to C-SERVICE-FLOW-ADD-REQUEST, to indicate NCMS whether or not the service flow configuration can be supported. The CPE packages the information in a DSA-RSP, which gets sent to the BS. The BS unpacks the information and forwards this primitive to the NCMS to complete service flow configuration.
14.2.4.6.2.7 Effect of Receipt

1. When NCMS receives a C-SERVICE-FLOW-ADD-CONFIRMATION, it sends a C-SERVICE-FLOW-ADD-INDICATION to indicate to the CPE that it has received the C-SERVICE-FLOW-ADD-CONFIRMATION and the transaction to configure the service has concluded.

2. When CPE receives a C-SERVICE-FLOW-ADD-CONFIRMATION, it sends a C-SERVICE-FLOW-ADD-INDICATION to indicate to the NCMS that it has received the C-SERVICE-FLOW-ADD-CONFIRMATION and the transaction to configure the service has concluded.
14.2.4.6.3 C-SERVICE-FLOW-ADD-INDICATION

14.2.4.6.3.1 Purpose

To indicate to originator of service flow configuration transaction, that service flow configuration transaction has concluded.

14.2.4.6.3.2 SAP Type

C-SAP

14.2.4.6.3.3 Operation Type

Event Indication

14.2.4.6.3.4 Destination

CPE, NCMS

14.2.4.6.3.5 Data

Table 310 C-SERVICE-FLOW-ADD-INDICATION Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used to keep track of ongoing service flow configuration operations

	Confirmation Code
	Integer
	8 bits
	Confirmation Code indicating status of service flow configuration, see 7.7.24, this value is pulled from the received C-SERVICE-FLOW-ADD-CONFIRMATION


14.2.4.6.3.6 When Generated

This primitive is generated under the following conditions:

1. Generated by NCMS to indicate to CPE that service flow configuration transaction has ended, and that it has received C-SERVICE-FLOW-ADD-CONFIRMATION from CPE

2. Generated by CPE to indicate to NCMS that service flow configuration transaction has ended, and that it has received C-SERVICE-FLOW-ADD-CONFIRMATION from NCMS

14.2.4.6.3.7 Effect of Receipt

This primitive is handled under the following condition:

1. When CPE has received this primitive it then begins to use transmit/receive data on the service flow

2. When the NCMS has received this primitive, it knows the service flow has been configured, and can begin using Accounting Management Primitives (see 14.2.1.1) to monitor CPE data usage.

14.2.4.6.4 C-SERVICE-FLOW-CHANGE-REQUEST

14.2.4.6.4.1 Purpose

To request a change in the configuration of an existing service flow. A configuration change can initiated by the NCMS or CPE

14.2.4.6.4.2 SAP Type

C-SAP

14.2.4.6.4.3 Operation Type

Information Request

14.2.4.6.4.4 Destination

CPE, NCMS

14.2.4.6.4.5 Data

Table 311 C-SERVICE-FLOW-CHANGE-REQUEST Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used to keep track of ongoing service flow configuration operations

	IEEE 802.22 Node MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS or CPE that a service flow is configured for

	Service Flow ID
	Integer
	32 bits
	Unique identifier for service flow that is being configured

	Service Flow Direction
	Integer
	8 bits
	Direction of Service Flow:

0x00 = DS

0x01 = US

0x02-0xFF = Reserved

	Target SAID
	Integer
	32bits
	ID of Security Association that service flow is mapped to

	Station ID
	Integer
	9 bits
	Station ID of CPE

	Service Flow Status
	Integer
	2 bits
	Current state of service flow:

00 – Inactive

01 – provisioned

10 – admitted

11 - active

	Service Flow Parameter Data Size
	Integer
	32 bits
	

	Service Flow Parameter Data
	Octet String
	Service Flow Parameter Data Size * 8 bits
	An octet string containing the serialized form of servie flow parameters. The order and formatting of service flow parameters is given in the definition of an entry in wranIfBsScTable.

	Number of Classifier Rules
	Integer
	8 bits
	Number classifier rules that will be used for service flow

	for(i=0;i<Number of Classifier Rules;i++){
	
	
	

	Classifier Rule Parameter Data Size
	Integer
	32 bits
	

	Classifier Rule Parameter Data
	Octet String
	Classifier Rule Parameter Data Size * 8 bits
	An octet string containing the serialized form of one set of classifier rule parameters for a service flow. The order and formatting of a set of classifier rule parameters is given in the definition of an entry in wranIfBsProvClassifierRuleTable or wranIfBsClassifierRuleTable.

	}
	
	
	

	Padding
	
	5 bits
	Set to ‘00000’


14.2.4.6.4.6 When Generated

This primitive is generated under the following conditions:

1. When NCMS wants to change the configuration of a service flow on a CPE. It sends this primitive to the BS, which unpacks it, and uses it to form a DSC-REQ message to send to the CPE, to change the configuration of the service flow on the CPE.

2. When the CPE wants to change the configuration of a service flow it packages the information in a DSC-REQ, which gets sent to the BS. The BS unpacks the information and forwards this primitive to the NCMS to start changing the configuration of the service flow.
14.2.4.6.4.7 Effect of Receipt

This primitive is handled differently, based on the intended destination:

1. When NCMS receives this primitive it checks to see if the requested configuration changes can be supported. If the configuration changes are accepted it is stored in the appropriate MIB (see wranIfBsSfMgmtMib), and a response is sent in the form of the C-SERVICE-FLOW-CHANGE-CONFIRMATION. If the configuration is not supported, the transmission of C-SERVICE-FLOW-CHANGE-CONFIRMATION indicates the most appropriate error code. 

2. When CPE receives this primitive it checks to see if the requested configuration changees can be supported. If the configuration changes are accepted it is stored in the appropriate MIB (see wranIfBsSfMgmtMib), and a response is sent in the form of the C-SERVICE-FLOW-CHANGE-CONFIRMATION. If the configuration is not supported, the transmission of C-SERVICE-FLOW-CHANGE-CONFIRMATION indicates the most appropriate error code.
14.2.4.6.5 C-SERVICE-FLOW-CHANGE-CONFIRMATION

14.2.4.6.5.1 Purpose

To respond to a service flow configuration change request.

14.2.4.6.5.2 SAP Type

C-SAP

14.2.4.6.5.3 Operation Type

Information Confirmation

14.2.4.6.5.4 Destination

CPE, NCMS

14.2.4.6.5.5 Data

Table 312 C-SERVICE-FLOW-CHANGE-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used C-SERVICE-FLOW-ADD-REQUEST to identify this particular service flow configuration transactions

	IEEE 802.22 Node MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS or CPE that a service flow is configured for

	Service Flow ID
	Integer
	32 bits
	Unique identifier for service flow that is being configured

	Service Flow Direction
	Integer
	8 bits
	Direction of Service Flow:

0x00 = DS

0x01 = US

0x02-0xFF = Reserved

	Target SAID
	Integer
	32bits
	ID of Security Association that service flow is mapped to

	Station ID
	Integer
	9 bits
	Station ID of CPE

	Service Flow Status
	Integer
	2 bits
	Current state of service flow:

00 – Inactive

01 – provisioned

10 – admitted

11 - active

	Service Flow Parameter Data Size
	Integer
	32 bits
	

	Service Flow Parameter Data
	Octet String
	Service Flow Parameter Data Size * 8 bits
	An octet string containing the serialized form of servie flow parameters. The order and formatting of service flow parameters is given in the definition of an entry in wranIfBsScTable.

	Number of Classifier Rules
	Integer
	8 bits
	Number classifier rules that will be used for service flow

	for(i=0;i<Number of Classifier Rules;i++){
	
	
	

	Classifier Rule Parameter Data Size
	Integer
	32 bits
	

	Classifier Rule Parameter Data
	Octet String
	Classifier Rule Parameter Data Size * 8 bits
	An octet string containing the serialized form of one set of classifier rule parameters for a service flow. The order and formatting of a set of classifier rule parameters is given in the definition of an entry in wranIfBsProvClassifierRuleTable or wranIfBsClassifierRuleTable.

	}
	
	
	

	Confirmation Code
	Integer
	8 bits
	Confirmation Code indicating status of service flow configuration, see 7.7.24.

	Padding
	
	5 bits
	Set to ‘00000’


14.2.4.6.5.6 When Generated

This primitive is generated under the following conditions:

1. When NCMS wants to respond to C-SERVICE-FLOW-CHANGE-REQEUST, to indicate to a CPE whether or not the requested configuration change has been accepted, was accepted and modified, or was not accepted. It sends this primitive to the BS, which unpacks it, and uses it to form a DSC-RSP message to send to the CPE, to complete configuration change of the service flow on the CPE.

2. When the CPE wants to respond to C-SERVICE-FLOW-CHANGE-REQUEST, to indicate NCMS whether or not the service flow configuration change can be supported. The CPE packages the information in a DSC-RSP, which gets sent to the BS. The BS unpacks the information and forwards this primitive to the NCMS to complete service flow configuration change.
14.2.4.6.5.7 Effect of Receipt

1. When NCMS receives a C-SERVICE-FLOW-CHANGE-CONFIRMATION, it sends a C-SERVICE-FLOW-CHANGE-INDICATION to indicate to the CPE that it has received the C-SERVICE-FLOW-CHANGE-CONFIRMATION and the transaction to change the configuration of the service flow has concluded.

2. When CPE receives a C-SERVICE-FLOW-CHANGE-CONFIRMATION, it sends a C-SERVICE-FLOW-CHANGE-INDICATION to indicate to the NCMS that it has received the C-SERVICE-FLOW-CHANGE-CONFIRMATION and the transaction to change configuration of the service flow has concluded.
14.2.4.6.6 C-SERVICE-FLOW-CHANGE-INDICATION

14.2.4.6.6.1 Purpose

To indicate to originator of service flow configuration change transaction, that service flow configuration change transaction has concluded.

14.2.4.6.6.2 SAP Type

C-SAP

14.2.4.6.6.3 Operation Type

Event Indication

14.2.4.6.6.4 Destination

CPE, NCMS

14.2.4.6.6.5 Data

Table 313 C-SERVICE-FLOW-CHANGE-INDICATION Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used to keep track of ongoing service flow configuration operations

	Confirmation Code
	Integer
	8 bits
	Confirmation Code indicating status of service flow configuration, see 7.7.24, this value is pulled from the received C-SERVICE-FLOW-CHANGE-CONFIRMATION


14.2.4.6.6.6 When Generated

This primitive is generated under the following conditions:

1. Generated by NCMS to indicate to CPE that service flow configuration change transaction has ended, and that it has received C-SERVICE-FLOW-CHANGE-CONFIRMATION from CPE

2. Generated by CPE to indicate to NCMS that service flow configuration change transaction has ended, and that it has received C-SERVICE-FLOW-CHANGE-CONFIRMATION from NCMS

14.2.4.6.6.7 Effect of Receipt

This primitive is handled under the following condition:

1. When CPE has received this primitive it then begins to continues transmit/receive data on the service flow, using the new service flow parameters

2. When the NCMS has received this primitive, it knows the service flow configuration has been changed. NCMS can continue using current accounting record or create a new accounting record to monitor CPE data usage (see Accounting Management Primitives, section 14.2.1.1) to monitor CPE data usage.

14.2.4.6.7 C-SERVICE-FLOW-DELETE-REQUEST

14.2.4.6.7.1 Purpose

To request a deletion of a an existing service flow. 

14.2.4.6.7.2 SAP Type

C-SAP

14.2.4.6.7.3 Operation Type

Information Request

14.2.4.6.7.4 Destination

CPE, NCMS

14.2.4.6.7.5 Data

Table 314 C-SERVICE-FLOW-DELETE-REQUEST Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used to keep track of ongoing service flow configuration operations

	IEEE 802.22 Node MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS or CPE that a service flow is configured for

	Service Flow ID
	Integer
	32 bits
	Unique identifier for service flow that is being configured

	Station ID
	Integer
	9 bits
	Station ID of CPE

	Padding
	
	7 bits
	Set to ‘0000000’


14.2.4.6.7.6 When Generated

This primitive is generated under the following conditions:

1. When NCMS wants to delete the configuration of a service flow on a CPE. It sends this primitive to the BS, which unpacks it, and uses it to form a DSD-REQ message to send to the CPE, to start deletion of the service flow on the CPE.

2. When the CPE wants to delete the configuration of a service flow it packages the information in a DSD-REQ, which gets sent to the BS. The BS unpacks the information and forwards this primitive to the NCMS to start deletion of the service flow.
14.2.4.6.7.7 Effect of Receipt

This primitive is handled differently, based on the intended destination:

1. When NCMS receives this primitive it checks to see if the requested service flow is currently configured on the CPE. If it is, the NCMS deletes the service flow, and sends a response in the form of the C-SERVICE-FLOW-DELETE-CONFIRMATION with the Confirmation Code set to ‘Success’ to the CPE. If the configuration does not exist, the transmission of C-SERVICE-FLOW-DELETE-CONFIRMATION indicates the most appropriate error code. 

2. When CPE receives this primitive it checks to see if the requested service flow is currently configured on the CPE. If it is, the CPE deletes the service flow, and sends a response in the form of the C-SERVICE-FLOW-DELETE-CONFIRMATION with the Confirmation Code set to ‘Success’ to the NCMS. If the configuration does not exist, the transmission of C-SERVICE-FLOW-DELETE-CONFIRMATION indicates the most appropriate error code.
14.2.4.6.8 C-SERVICE-FLOW-DELETE-CONFIRMATION

14.2.4.6.8.1 Purpose

To respond to a service flow deletion request.

14.2.4.6.8.2 SAP Type

C-SAP

14.2.4.6.8.3 Operation Type

Information Confirmation

14.2.4.6.8.4 Destination

CPE, NCMS

14.2.4.6.8.5 Data

Table 315 C-SERVICE-FLOW-DELETE-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Transaction ID
	Integer
	16 bits
	16bit Transaction identifier used C-SERVICE-FLOW-ADD-REQUEST to identify this particular service flow configuration transactions

	IEEE 802.22 Node MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC Address of the BS or CPE that a service flow is configured for

	Service Flow ID
	Integer
	32 bits
	Unique identifier for service flow that is being configured

	Station ID
	Integer
	9 bits
	Station ID of CPE

	Confirmation Code
	Integer
	8 bits
	Confirmation Code indicating status of service flow configuration, see 7.7.24.

	Padding
	
	7 bits
	Set to ‘0000000’


14.2.4.6.8.6 When Generated

This primitive is generated under the following conditions:

1. When NCMS wants to respond to C-SERVICE-FLOW-DELETE-REQEUST, to indicate to a CPE whether or not the requested deletion of service flow has been accepted or was not accepted. It sends this primitive to the BS, which unpacks it, and uses it to form a DSD-RSP message to send to the CPE, to complete deletion change of the service flow on the CPE.

2. When the CPE wants to respond to C-SERVICE-FLOW-DELETE-REQUEST, to indicate NCMS whether or not the service flow deletion can be supported. The CPE packages the information in a DSD-RSP, which gets sent to the BS. The BS unpacks the information and forwards this primitive to the NCMS to complete service flow deletion.
14.2.4.6.8.7 Effect of Receipt

3. When NCMS receives a C-SERVICE-FLOW-DELETE-CONFIRMATION, it deletes the service flow.

4. When CPE receives a C-SERVICE-FLOW-DELETE-CONFIRMATION, it deletes the service flow.
[============================================End of new text=========================================]
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Abstract


This contribution includes that text that was developed to address CID 6 in the LB2 database (DCN: 22-12/85r1). The following text defines C-SAP primitives.
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