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Introduction

In during LB2 balloting it was determined that M-SAP definition was incomplete. Comment 5 and 8 in the comment database (DCN: 22-12/85r1: https://mentor.ieee.org/802.22/dcn/12/22-12-0085-01-0mib-tga-lb2-comment-database.xls). Comment 5 requests that the M-SAP defintion be completed. Comment 8 requests that the cognitive radio related primitives in 10.7 be relocated to the appropriate sections within Clause 14. The primitives within section 10.7.1-10.7.3 and 10.7.6 have been relocated to the M-SAP. This contribution includes text to be included in the draft amendment that satisfies this comment. 

Editorial Instruction

1) Change name of section from “Management SAP (C-SAP) Primitive Definitions” to “Management SAP (M-SAP)”

2) Replace the text that currently exists in 14.2.1 with the new text below

[============================================Start of new text========================================]
14.2.1.1 Accounting Management Primitives

Accounting management pertains to monitoring and managing information regarding CPE data transmission usage. Accounting records get updated whenever the CPE starts registration (REG-REQ) upon entry, is provisioned/configured for a new service flow (DSA-REQ/RSP), has a service flow configuration altered (DSC-REQ/RSP), and/or a CPE requests de-registration (DREG-REQ).

There are three Accounting Management Primitives: M-Accounting-REQUEST, M-Accounting-CONFIRMATION, and M-Accounting-INDICATION.
14.2.1.1.1 M-ACCOUNTING-REQUEST

14.2.1.1.1.1 Purpose

To request accounting records for CPE’s from BS.

14.2.1.1.1.2 SAP Type

M-SAP

14.2.1.1.1.3 Operation Type

Information Request

14.2.1.1.1.4 Destination

BS

14.2.1.1.1.5 Data

Table 242 M-ACCOUNTING-REQUEST Parameters

	Name
	Type
	Length
	Description

	Record Index
	Integer
	11 bits
	Index into wranIfBsOtaUsageDataRecordTable that contains record for CPE

	Station ID
	Integer
	9 bits
	Station ID assigned to CPE

	Flow ID
	Integer
	3 bits
	Flow ID that traffic is mapped to

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	Session ID
	Integer
	32 bits
	Session ID of session that record pertains to

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-ACCOUNTING-INDICATION. Time format defined in Section 14.1.5

	Padding
	
	1 bit
	Set to ‘0’


See wranIfBsOtaUsageDataRecordTable (in wranIfBsAm) for further explanation on accounting record info.

14.2.1.1.1.6 When Generated

NCMS generates this primitive when it requires an accounting record data from the BS.

14.2.1.1.1.7 Effect of Receipt

BS pulls relevant data from accouting record table (wranIfBsOtaUsageDataRecordTable) and sends the data in the M-ACCOUNTING-CONFIRMATION primitive.

14.2.1.1.2 M-ACCOUNTING-CONFIRMATION

14.2.1.1.2.1 Purpose

BS uses this primitive to provide accounting data requested in M-ACCOUNTING-REQUEST.

14.2.1.1.2.2 SAP Type

M-SAP

14.2.1.1.2.3 Operation Type

Information Confirmation

14.2.1.1.2.4 Destination

NCMS

14.2.1.1.2.5 Data

Table 243 M-ACCOUNTING-CONFIRMATION Parameters

	Name
	Type
	Length
	Description

	Record Index
	Integer
	11 bits
	Index into wranIfBsOtaUsageDataRecordTable that contains record for CPE

	Station ID
	Integer
	9 bits
	Station ID assigned to CPE

	Flow ID
	Integer
	3 bits
	Flow ID that traffic is mapped to

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	Session ID
	Integer
	32 bits
	Session ID of session that record pertains to

	MAC SDU Count
	Integer
	32 bits
	Count of # of MAC SDUs transmitted on given Flow ID

	MAC PDU Count
	Integer
	32 bits
	Count of # of PDUs transmitted

	Start Time
	Character String
	20 octets
	String denoting Start Time of session. Time format defined in Section 14.1.5

	End Time
	Character String
	20 octets
	String denoting End Time of session

	# of Service Flows
	Integer
	8 bits
	Number of service flows listed

	Service Flow List
	Octet String
	# of Service Flows * 32 bits
	String of octets, where by each set of 4 octets is a Service Flow ID

	# of QoS Profile Sets
	Integer
	8 bits
	Number of QoS Profile Sets listed

	QoS Profile List
	Octet String
	# of QoS Profile Sets * 16 bits
	List of indexes into wranIfBsScTable, that point to the definiton of the QoS Parameter set of each service flow listed in Service Flow List

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-ACCOUNTING-REQUEST. Time format defined in 14.1.5

	Padding
	
	1 bit
	Set to ‘0’


See wranIfBsOtaUsageDataRecordTable (in wranIfBsAm) for further explanation on accounting record info.

14.2.1.1.2.6 When Generated

Sent by BS when BS receives a M-ACCOUNTING-REQUEST from NCMS.

14.2.1.1.2.7 Effect of Receipt

NCMS will unpackage the Data item of received primitive and submit it whatever process NCMS/Operator uses for accounting purposes.

14.2.1.1.3 M-ACCOUNTING-INDICATION

14.2.1.1.3.1 Purpose

BS uses this primitive to inidicate to the NCMS that accounting records have been updated at the BS. Accounting records get started/manipulated/deleted/processed during the following events: when a BS receives a REG-REQ from a CPE during registration, when a CPE requests de-registration (DREG-REQ), a new service flow has been activated on CPE via DSA-REQ/RSP, an existing service flow has been modified on the CPE via DSC-REQ/RSP, or a service flow has been deleted via DSD-REQ/RSP.

14.2.1.1.3.2 SAP Type

M-SAP

14.2.1.1.3.3 Operation Type

Event Indication

14.2.1.1.3.4 Destination

NCMS
14.2.1.1.3.5 Data

Table 244 M-ACCOUNTING-INDICATION Parameters

	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	IEEE 48 bit MAC address identifying CPE

	# of Service Flows
	Integer
	8 bits
	Number of service flows listed

	Service Flow List
	Octet String
	# of Service Flows * 32 bits
	String of octets, where by each set of 4 octets is a Service Flow ID

	Account Event
	Integer
	3 bits
	Indicates events that trigger manipulation of accounting records. Can take on the following values:

000: REG

001: DSA

010: DSC

011: DREG

100-111: Reserved

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined in Section 14.1.5.

	Padding
	
	5 bits
	Set to ‘00000’


14.2.1.1.3.6 When Generated

BS generates this event when one of the following events has occurred: when a BS receives a REG-REQ from a CPE during registration, when a CPE requests de-registration (DREG-REQ), a new service flow has been activated on CPE via DSA-REQ/RSP, an existing service flow has been modified on the CPE via DSC-REQ/RSP, or a service flow has been deleted via DSD-REQ/RSP.

14.2.1.1.3.7 Effect of Receipt

NCMS will take information in Data item and generate the appropriate M-ACCOUNTING-REQUEST primitive to send to the BS to retrieve accounting records.

14.2.1.2 Internet Protocol (IP) Management Primitives

IP management pertains to executing primitives related to establishing IP connections using the secondary management connection during CPE intialization (see Section 7.14.2.13).

There are three Accounting Management Primitives: M-DHCP-DISCOVER-REQUEST, M-DHCP-OFFER-CONFIRMATION, M-DHCP-SETUP-REQUEST, and M-DHCP-SETUP-CONFIRMATION.
14.2.1.2.1 M-DHCP-DISCOVER-REQUEST

14.2.1.2.1.1 Purpose

Encapsulate DHCPDISCOVER message (see IETF RFC 2131), created by CPE DHCP client, to NCMS to discover a DHCP server can provide IP management/setup.

14.2.1.2.1.2 SAP Type

M-SAP

14.2.1.2.1.3 Operation Type

Information Request

14.2.1.2.1.4 Destination

NCMS/DHCP

14.2.1.2.1.5 Data

Table 245 M-DHCP-DISCOVER-REQUEST Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	DHCPDISCOVER message size
	Integer
	16 bits
	Size of DHCPDISCOVER message in octets

	DHCPDISCOVER message
	Octet String
	DHCPDISCOVER message size * 8 bits
	Contents of DHCPDISCOVER message

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined in Section 14.1.5.


14.2.1.2.1.6 When Generated

CPE generates this primitive during the initialization procedure if it requires allocation of an IP address.

14.2.1.2.1.7 Effect of Receipt

NCMS forwards DHCPDISCOVER message to DHCP server (or servers) in the operator network.

14.2.1.2.2 M-DHCP-OFFER-CONFIRMATION

14.2.1.2.2.1 Purpose

NCMS/DHCP server uses this primitive to provide DHCP server information to a CPE.

14.2.1.2.2.2 SAP Type

M-SAP

14.2.1.2.2.3 Operation Type

Information Confirmation

14.2.1.2.2.4 Destination

CPE

14.2.1.2.2.5 Data

Table 246 M-DHCP-OFFER-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	DHCPOFFER message size
	Integer
	16 bits
	Size of DHCPOFFER message in octets

	DHCPOFFER message
	Octet String
	DHCPOFFER message size * 8 bits
	Contents of DHCPOFFER message

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-DHCP-DISCOVER-REQUEST. Time format defined in Section 14.1.5.


14.2.1.2.2.6 When Generated

Sent by NCMS/DHCP server when NCMS/DHCP server receives a M-DHCP-DISCOVER-REQUEST from CPE. If more than once DHCP server exists within NCMS, than one copy of this primitive is generated and sent for each DHCP server.
14.2.1.2.2.7 Effect of Receipt

CPE will unpackage the DHCPOFFER message and pass it to DHCP client on CPE.
14.2.1.2.3 M-DHCP-SETUP-REQUEST

14.2.1.2.3.1 Purpose

Encapsulate DHCPREQUEST message (see IETF RFC 2131), created by CPE DHCP client, to NCMS to request parameters and/or IP address offered in DHCPOFFER message sent by DHCP server.

14.2.1.2.3.2 SAP Type

M-SAP

14.2.1.2.3.3 Operation Type

Information Request

14.2.1.2.3.4 Destination

NCMS/DHCP

14.2.1.2.3.5 Data

Table 247 M-DHCP-SETUP-REQUEST Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	DHCPREQUEST message size
	Integer
	16 bits
	Size of DHCPREQUEST message in octets

	DHCPREQUEST message
	Octet String
	DHCPREQUEST message size * 8 bits
	Contents of DHCPREQUEST message

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined 14.1.5.


14.2.1.2.3.6 When Generated

CPE generates this primitive during the initialization procedure once it has received the M-DHCP-OFFER-CONFIRMATION primitive containing a DHCPOFFER message from a DHCP server.

14.2.1.2.3.7 Effect of Receipt

NCMS forwards DHCPDISCOVER message to DHCP server the CPE has selected within the operator network.

14.2.1.2.4 M-DHCP-SETUP-CONFIRMATION

14.2.1.2.4.1 Purpose

NCMS/DHCP server uses this primitive to provide DHCP configuration parameters and length of DHCP lease to CPE.

14.2.1.2.4.2 SAP Type

M-SAP

14.2.1.2.4.3 Operation Type

Information Confirmation

14.2.1.2.4.4 Destination

CPE

14.2.1.2.4.5 Data

Table 248 M-DHCP-SETUP-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	CPE MAC Address
	MAC Address
	48 bits
	CPE’s 48bit IEEE MAC address

	DHCPACK message size
	Integer
	16 bits
	Size of DHCPACK message in octets

	DHCPACK message
	Octet String
	DHCPACK message size * 8 bits
	Contents of DHCPACK message

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-DHCP-SETUP-REQUEST. Time format defined in Section 14.1.5.


14.2.1.2.4.6 When Generated

Sent by NCMS/DHCP server when NCMS/DHCP server receives a M-DHCP-STEUP-REQUEST from CPE.

14.2.1.2.4.7 Effect of Receipt

CPE will unpackage the DHCPACK message and used the contained information to configure IP connection on the CPE.
14.2.1.3 Database Service Primitives

The following list of messages, present in the IEEE P802.22 Standard, defines the necessary messaging to support access to the database service by the BS.  The format described below shall be used for the messages sent directly to the database service as well as those received directly from the database service. Some parameters in the following primitives are variable length character strings. The length of these parameters is given in terms of the number of characters in those strings. The total size of those parameters is the number of characters (the length) multiplied by the size of each character. For ASCII character sets, each character is 1 octet. For Unicode character sets, each character is 2 octets. Note that all variable length character strings shall be null terminated.
14.2.1.3.1 M-DB-AVAILABLE-REQUEST

14.2.1.3.1.1 Purpose

Allow the BS to verify that it is connected to the database service in order to receive channel availability and maximum allowed EIRP updates.
14.2.1.3.1.2 SAP Type

M-SAP

14.2.1.3.1.3 Operation Type

Information Request

14.2.1.3.1.4 Destination

Database Service Provider

14.2.1.3.1.5 Data

Table 249 M-DB-AVAILABLE-REQUEST Parameters
	Name
	Type
	Length
	Description

	Base station-ID Length
	Integer
	2 bytes
	Length of Base station-ID field (# of characters)

	Base station-ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial Number
	Character String
	Variable
	

	    Database Service URL Length
	Integer
	2 bytes
	Length of database service URL field (# of characters). This is used to set the Locator for the Database service.

	     Database Service URL
	Character String
	Variable
	A fully qualified URL starting with, http:// or https://

	     Base Station Database Service Access URL Length
	Integer
	2 bytes
	Length of Base Station Database Service  URL filed (# of characters)

	     Base Station Database Service Access URL
	Character String
	Variable
	A fully qualified URL.  This is used to set the Locator for the Base Station Access by the Database Service.

	 Base Station Management URL Length
	Integer
	2 bytes
	Length of Base Station Management URL field (# of characters).

	Base Station Management URL
	Character String
	Variable
	A fully qualified URL.  This is used to set the Locator for the BS Management Service.

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined 14.1.5.


14.2.1.3.1.6 When Generated

When BS needs to confirm connectivity to a database service provider (see SM_Database_Update 10.2.6.5).

14.2.1.3.1.7 Effect of Receipt

Database Service receives primitive, processes it, and responds with M-DB-AVAILABLE-CONFIRMATION to confirm that the BS that sent the primitive has connectivity with it.
14.2.1.3.2 M-DB-AVAILABLE-CONFIRMATION

14.2.1.3.2.1 Purpose

Allows the database service to confirm that the BS is still connected to the database service.
14.2.1.3.2.2 SAP Type

M-SAP

14.2.1.3.2.3 Operation Type

Information Confirmation

14.2.1.3.2.4 Destination

BS

14.2.1.3.2.5 Data

Table 250 M-DB-AVAILABLE-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Base station-ID Length
	Integer
	2 bytes
	Length of Base station-ID field (# of characters)

	Base station-ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial Number
	Character String
	Variable
	

	Status/Error Code
	Integer
	2 bytes
	Error/status code returned by database service. Values defined in Section 5.13 in IETF PAWS protocol.

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-DB-AVAILABLE-REQUEST. Time format defined in 14.1.5.


14.2.1.3.2.6 When Generated

When Database Service receives M-DB-AVAILABLE-REQUEST from a BS.

14.2.1.3.2.7 Effect of Receipt

BS will process received primitive, and proceded to “Update location specific list of available channels from the database service – Reset Timer T45” stage of the SM_Database_Update procedure as defined in 10.2.6.5. If BS doesn’t receive primitive before T45 expires, execute Policy 1e (see Table 234).
14.2.1.3.3 M-DB-ENLISTMENT-REQUEST

14.2.1.3.3.1 Purpose

Allow the BS to enlist with the database service a device that has joined its WRAN network30.
14.2.1.3.3.2 SAP Type

M-SAP

14.2.1.3.3.3 Operation Type

Information Request

14.2.1.3.3.4 Destination

Database Service Provider

14.2.1.3.3.5 Data

Table 251 M-DB-ENLISTMENT-REQUEST Parameters
	Name
	Type
	Length
	Description

	Device Type
	Integer
	1 byte
	The value identifies the type of device obtained as part of its  process to associate

0x00 = Fixed base station

0x01 = Fixed CPE

0x02 = Personal/portable mode 

0x03-0xFF = Reserved

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device-ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial Number
	Character String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Proxy Device-ID Length
	Integer
	2 bytes
	Length of Proxy Device-ID field (# of characters)

	Proxy Device-ID
	Character String
	Variable
	This element is the device ID for the device (most likely the controlling BS) that is acting as the proxy to the database service.  (In US, this is the FCC-ID.)

	Proxy Serial Number Length
	Integer
	2 bytes
	Length of Proxy Serial Number field (# of characters)

	Proxy Serial Number
	Character String
	Variable
	This element is the serial number for the device (most likely the controlling BS) that is acting as the proxy to the database service.

	Location Data String Length
	Integer
	2 bytes
	Length of Location Data String field (# of characters)

	Location Data String
	Character String
	NMEA 0183
	The value identifies the location of the device (latitude, longitude).

	Responsible Party Name Length
	Integer
	2 bytes
	Length of Responsible Party Name field (# of characters)

	Responsible Party Name
	Character String
	Variable
	

	Antenna height
	Integer
	1 byte
	Antenna height above ground level in meters.

	Antenna Operation Type
	Integer
	1 bytes
	Indicate where (e.g. the environment) this antenna is positioned:

0x00 = outdoor

0x01 = indoor

0x02-0xFF = Reserved


	If (Device Type = 0x00 or 0x01) {
	
	
	

	Contact Name Length
	Integer
	2 bytes
	Length of Contact Name field (# of characters)

	Contact Name
	Character String
	Variable
	

	Contact Physical Address Length
	Integer
	2 bytes
	Length of Contact Physical Address field (# of characters)

	Contact Physical Address
	Character String
	Variable
	

	Contact Email Address Length
	Integer
	2 bytes
	Length of Contact Email Address field (# of characters)

	Contact Email Address
	Character String
	Variable
	

	Contact Telephone Number Length
	Integer
	2 bytes
	Length of Contact Telephone Number field (# of characters)

	Contact Telephone Number
	Character String
	Variable
	

	}
	
	
	

	If (Device Type = 0x00) {
	
	
	

	Access Type
	Integer
	1 byte
	The value identifies the type of access being used for communication to the database service.

0x00 = URL

0x01 = IPv4 IP address

0x02 = IPv6 IP address

0x03-0xFF = Reserved

	Base Station Network Address {
	
	
	

	If (Access Type = 0x00)
	
	
	

	Database Service URL Length
	Integer
	2 bytes
	Length of Database Service URL field (# of characters)

	Database Service URL
	Character String
	Variable
	A fully qualified URL starting with, http:// or https://

	Else If (Access Type = 0x01)
	
	
	

	Database Service IPv4 Address
	Integer
	4 bytes
	IPv4 network address for database service

	Else if (Access Type = 0x02)
	
	
	

	Database Service IPv6 Address
	Integer
	16 bytes
	IPv6 network address for database service

	}
	
	
	

	Base station port number
	Integer
	2 bytes
	Port number of the internet connection

	If (wranIfDatabaseServiceBSAntennaInformationSupportedMib) {
	
	
	

	Antenna information
	Character String
	72 bytes
	Antenna directionality information of the device in dB relative to the main lobe maximum gain for every 5 degree azimuth clockwise starting from the direction of the maximum antenna gain expressed in unit of 0.25 dB over the range –63.75 dB (encoded 0x00) to 0 dB (0xFF).

(to allow the database calculation of the channel availability and the maximum allowed EIRP values at the registering location31

	Antenna azimuth
	Integer
	2 bytes
	Antenna azimuth in degrees, clockwise from true North.

	Antenna Polarization
	Integer
	1 bytes
	Antenna Polarization type:

0x00 = Elliptical

0x01 = Horizontal

0x02 = Left-hand circular

0x03 = Right-hand circular

0x04 = Vertical circular

0x05-0xFF = Reserved


	}
	
	
	

	}
	
	
	

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined in Section 14.1.5.


14.2.1.3.3.6 When Generated

When BS needs to enlist or register a device under its’ control (including itself) with the database service provider.

14.2.1.3.3.7 Effect of Receipt

Database Service receives primitive, processes it, and responds with M-DEVCE-ENLISTMENT-CONFIRM to confirm that the requested device was successfully enlisted with the database service provider.
14.2.1.3.4 M-DB-ENLISTMENT-CONFIRMATION

14.2.1.3.4.1 Purpose

Allows the database service to confirm to the BS that the new device has been successfully registered.
14.2.1.3.4.2 SAP Type

M-SAP

14.2.1.3.4.3 Operation Type

Information Confirmation

14.2.1.3.4.4 Destination

BS

14.2.1.3.4.5 Data

Table 252 M-DB-ENLISTMENT-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device-ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial Number
	Character String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Status/Error Code
	Integer
	2 bytes
	Error/status code returned by database service. Values defined in Section 5.13 in IETF PAWS protocol.

	Timestamp
	Character String
	NMEA 0183 $ZDA string
	Copied from the timestamp in the M-DB-ENLISTMENT-REQUEST. Time format defined in Section 14.1.5.


14.2.1.3.4.6 When Generated

When Database Service receives M-DB-ENLISTMENT-REQUEST from a BS.

14.2.1.3.4.7 Effect of Receipt

BS will process received primitive, and continue to enlist and delist (see M-DB-DELIST-REQUST/CONFIRMATION) as devices enter and/or leave the network.
14.2.1.3.5 M-DB-AVAILABLE-CHANNEL-REQUEST

14.2.1.3.5.1 Purpose

Allow the BS to request a list of available channels and maximum EIRP per channel from the database service for the specified type of device at a particular location.
14.2.1.3.5.2 SAP Type

M-SAP

14.2.1.3.5.3 Operation Type

Information Request

14.2.1.3.5.4 Destination

Database Service Provider

14.2.1.3.5.5 Data

Table 253 M-DB-AVAILABLE-CHANNEL-REQUEST Parameters
	Name
	Type
	Length
	Description

	Device Type
	Integer
	1 byte
	The value identifies the type of device at the geo-location registering

0x00 = Fixed base station

0x01 = Fixed CPE

0x02 = Personal/portable mode 

0x03-0xFF = Reserved

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device-ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial Number
	Character String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Location Data Type
	Integer
	1 byte
	Location data type identifier:

0x00 – Single Point Location

0x01 – Polygon for Geo-graphic area

0x02 – Batch request for multiple points

	if(Location Data Type == 0x00) {
	
	
	

	Single Point Location Data Length
	Integer
	2 bytes
	length of Single Point Location Data String in octets

	Single Point Location Data String
	Character String
	NMEA 0183 Character String
	String that identifies location of the device (latitude, longitude).

	}
	
	
	

	elseif(Location Data Type == 0x01 or 0x02) {
	
	
	

	Number of points
	Integer
	1 byte
	# of location data points that represents either vertices of a polygon representing the area being queried for (Location Data Type == 0x01) or a set of points representing a batch request (Location Data Type == 0x02)

	for(i=0;i<Number of vertices;i++) {
	
	
	

	Point String Length
	Integer
	2 bytes
	length of Point Data String in octets

	Point Data String
	Character String
	NMEA 0183 Character String
	String that identifies location of a vertex of a polygon that defines the area being queried

	}
	
	
	

	}
	
	
	

	Timestamp
	Character String
	20 octets
	String representing timestamp for when message was sent. Time format is defined in Section 14.1.5


14.2.1.3.5.6 When Generated

When BS needs request a list of available channels for devices operating under its control. If Location Data Type == 0x01 or 0x02, then the DeviceID and Serial Number fields shall be those of the BS/SM making the query.

14.2.1.3.5.7 Effect of Receipt

Database Service receives primitive, processes it, and responds with M-DB-AVAILABLE-CHANNEL-CONFIRMATION to confirm that the BS that sent the primitive has connectivity with it.
14.2.1.3.6 M-DB-AVAILABLE-CHANNEL-CONFIRMATION

14.2.1.3.6.1 Purpose

Allows the database service to confirm that the BS is still connected to the database service.
14.2.1.3.6.2 SAP Type

M-SAP

14.2.1.3.6.3 Operation Type

Information Confirmation

14.2.1.3.6.4 Destination

BS

14.2.1.3.6.5 Data

Table 254 M-DB-AVAILABLE-CHANNEL-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device- ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial number 
	Character String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Location Data Type
	Integer
	1 byte
	Location data type identifier:

0x00 – Single Point Location

0x01 – Polygon for Geo-graphic area

0x02 – Batch request for multiple points

	if (Location Data Type == 0x00 or 0x01) {
	
	
	

	Number of Location Data Type 0/1 Channels Available
	Integer
	1 byte
	

	if (Number of Location Data Type 0/1 Channels Available > 0) {
	
	
	If the number of channels is equal to 0, this means that the device cannot operate.

	for  (i=0;i< Number of Location Data Type 0/1 Channels Available; i++) {
	
	
	

	Channel Start Frequency
	Integer
	8 bytes
	Frequency for start of channel in Hz

	Channel End Frequency
	Integer
	8 bytes
	Frequency for end of channel in Hz

	Max_Allowed_EIRP
	Integer
	1 bytes
	Maximum allowed EIRP expressed in dBm over the range -64 dBm (encoded 0x00) to +63.5 dBm (encoded 0xFF)

	Channel Availability Start Time
	Character String
	20 octets
	String representing timestamp for when channel availability starts. Time format defined in Section 14.1.5

	Channel Availability End Time
	Character String
	20 octets
	String representing timestamp for when channel availability ends. Time format defiend in Section 14.1.5.

	}
	
	
	

	}
	
	
	

	}
	
	
	

	if (Location Data Type == 0x02) {
	
	
	

	Number of Location in Batch Request
	
	
	

	for(x=0;x<Number of Location in Batch Request; x++) {
	
	
	

	Batch Location String Length
	Integer
	2 bytes
	Length of location string

	Batch Location String
	Character String
	NMEA 0183 Character String
	String that identifies location in a set of batch locations

	Number of Location Data Type 2 Channels available
	
	
	

	if (Number of Location Data Type 2 Channels Available > 0) {
	
	
	If the number of channels is equal to 0, this means that the device cannot operate.

	for  (y=0;y< Number of Location Data Type 0/1 Channels Available; y++) {
	
	
	

	Channel Start Frequency
	Integer
	8 bytes
	Frequency for start of channel in Hz

	Channel End Frequency
	Integer
	8 bytes
	Frequency for end of channel in Hz

	Max_Allowed_EIRP
	Integer
	1 bytes
	Maximum allowed EIRP expressed in dBm over the range -64 dBm (encoded 0x00) to +63.5 dBm (encoded 0xFF)

	Channel Availability Start Time
	Character String
	20 octets
	String representing timestamp for when channel availability starts. Time format defined in Section 14.1.5

	Channel Availability End Time
	Character String
	20 octets
	String representing timestamp for when channel availability ends. Time format defiend in Section 14.1.5.

	}
	
	
	

	}
	
	
	

	}
	
	
	

	}
	
	
	

	Status/Error Code
	Integer
	2 bytes 
	Error code as defined by IETF PAWS protocol, section 5.13

	Timestamp
	Character String
	20 octets
	Timestamp as copied from the M-DB-AVAILABLE-CHANNEL-REQUEST. Time format is defined in Section 14.1.5.


14.2.1.3.6.6 When Generated

When Database Service receives M-DB-AVAILABLE-CHANNEL-REQUEST from a BS.

14.2.1.3.6.7 Effect of Receipt

BS will process received primitive, then procede to execute the SM_Database_Update procedure as defined in 10.2.6.5, following the “Is the current operating channel available for the BS and all the associated CPEs?”.
14.2.1.3.7 M-DB-DELIST-REQUEST

14.2.1.3.7.1 Purpose

Allow the BS to request the database service to remove the enlistment of a device that was associated with that base station.
14.2.1.3.7.2 SAP Type

M-SAP

14.2.1.3.7.3 Operation Type

Information Request

14.2.1.3.7.4 Destination

Database Service Provider

14.2.1.3.7.5 Data

Table 255 M-DB-DELIST-REQUEST Parameters
	Name
	Type
	Length
	Description

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device-ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial Number
	Characters String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Responsible Party Name Length
	Integer
	2 bytes
	Length of Responsible Party Name field (# of characters)

	Responsible Party Name
	Character String
	Variable
	

	Location Data String Length
	Integer
	2 bytes
	Length of Location Data String

	Location Data String
	Character String
	NMEA 0183 Character string
	The value identifies the location of the device (latitude, longitude).33

	Timestamp
	Character String
	20 octets
	String representing timestamp for when message was sent. Time format is defined in Section 14.1.5


14.2.1.3.7.6 When Generated

When BS needs delist/deregister a device under its control that has been previously (successfully) enlisted with the database service provider.

14.2.1.3.7.7 Effect of Receipt

Database Service receives primitive, processes it, and responds with M-DB-DELIST-CONFIRMATION to confirm that the BS that requested device was successfully delisted.
14.2.1.3.8 M-DB-DELIST-CONFIRMATION

14.2.1.3.8.1 Purpose

Allows the database service to inform the BS whether its request to remove the enlistment of a device that was associated with that base station was successfully received and executed by the database service.
14.2.1.3.8.2 SAP Type

M-SAP

14.2.1.3.8.3 Operation Type

Information Confirmation

14.2.1.3.8.4 Destination

BS

14.2.1.3.8.5 Data

Table 256 M-DB-DELIST-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device- ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial number 
	Character String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Responsible Party Name Length
	Integer
	2 bytes
	Length of Responsible Party Name field (# of characters)

	Responsible Party Name
	Character String
	Variable
	

	Location Data String Length
	Integer
	2 bytes
	Length of Location Data String

	Location Data String
	Char
	NMEA 0183 Character string
	The value identifies the location of the device (latitude, longitude).33

	Status/Error Code
	Integer
	2 bytes
	Error code as defined by IETF PAWS protocol, section 5.13

	Timestamp
	Character String
	20 octets
	Timestamp as copied from the M- DB-DELIST-REQUEST. Time format is defined in Section 14.1.5


14.2.1.3.8.6 When Generated

When Database Service receives M-DB-DELIST-REQUEST from a BS.

14.2.1.3.8.7 Effect of Receipt

BS will process received primitive, then may delete the enlistment information for the device that has been recently delist or may keep that information in case the device needs to be re-enlisted in the future.

14.2.1.3.9 M-DB-OPERATING-TV-CH-SELECTION-CONFIRMATION

14.2.1.3.9.1 Purpose

Allows the SM to inform the database service when it has selected a new operating channel.
14.2.1.3.9.2 SAP Type

M-SAP

14.2.1.3.9.3 Operation Type

Information Confirmation

14.2.1.3.9.4 Destination

Database Service

14.2.1.3.9.5 Data

Table 257 M-DB-OPERATING-TV-CH-SELECTION-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Device-ID Length
	Integer
	2 bytes
	Length of Device-ID field (# of characters)

	Device- ID
	Character String
	Variable
	In US, this is FCC-ID

	Serial Number Length
	Integer
	2 bytes
	Length of Serial Number field (# of characters)

	Serial number 
	Character String
	Variable
	

	Technology Identifier Length
	Integer
	2 bytes
	Length of Technology Identifier field (# of characters)

	Technology Identifier
	Character String
	Variable
	Technology Identifier string that identifies the type of technology being used (e.g. “IEEE_802.22”)


	Channel Frequency Start (Hz)
	Integer
	8 bytes
	Start of channel, frequency in Hz

	Channel Frequency End (Hz)
	Integer
	8 bytes
	End of channel, frequency

	Location Data String Length
	Integer
	2 bytes
	Length of Location Data String

	Location Data String
	Char
	NMEA 0183 Character string
	The value identifies the location of the device (latitude, longitude).

	Timestamp
	Character String
	20 octets
	String representing timestamp for when message was sent. Time format is defined in Section 14.1.5


14.2.1.3.9.6 When Generated

When SM selects a new operating channel.

14.2.1.3.9.7 Effect of Receipt

Database service will process received primitive, update it’s records regarding operating TV channel usage. If successfully received the database service will respond with M-DB-OPERATING-TV-CH-SELECTION-INDICATION to inform the SM that the M-DB-OPEARTING-TV-CH-SELECTION-CONFIRMATION primitive was received. If any error codes come up as a result, e.g. device making the request is not registered, it’s operating outside of an area where channels are available; the database service will indicate the error in M-DB-OPERATING-TV-CH-SELECTION-INDICATION

14.2.1.3.10 M-DB-OPERATING-TV-CH-SELECTION-INDICATION

14.2.1.3.10.1 Purpose

Allows the database service to inform SM that it successfully received a operating channel update.
14.2.1.3.10.2 SAP Type

M-SAP

14.2.1.3.10.3 Operation Type

Event Indication

14.2.1.3.10.4 Destination

SM

14.2.1.3.10.5 Data

Table 258 M-DB-OPERATING-TV-CH-SELECTION-INDICATION Parameters
	Name
	Type
	Length
	Description

	Status/Error Code
	Integer
	2 bytes
	Error code as defined by IETF PAWS protocol, section 5.13

	Timestamp
	Character String
	20 octets
	Timestamp as copied from the M-DB-OPERATING_TV-CH-SELECTION-CONFIRMATION that was received by database service. Time format is defined in Section 14.1.5


14.2.1.3.10.6 When Generated

When SM selects a new operating channel.

14.2.1.3.10.7 Effect of Receipt

Database service will process received primitive, update it’s records regarding operating TV channel usage. If successfully received the database service will respond with M-DB-OPERATING-TV-CH-SELECTION-INDICATION to inform the SM that the M-DB-OPEARTING-TV-CH-SELECTION-CONFIRMATION primitive was received.

14.2.1.4 BS Configuration and Monitoring Primitives

The BS SM occasionally sends the available channel list to its higher layers for additional channel classification.  The available channel list can be presented to its higher layers to have channels classified as disallowed.  The classification of an operating channel by the BS is also performed by its higher layers.  The M-SAP is an interface that provides a means of exchange information between the SM and the higher layers in the BS.  Table 265 summarizes the primitives supported by the SM to pass the available channel list and to receive disallowed channel classifications and the selected operating channel through the M-SAP interface. The primitives are discussed in the subclauses referenced in the table.
Table 265 — BS Configuration and Monitoring Primitives supported by the M-SAP

	Name
	Request
	Indication
	Confirm

	M-AVAIL-TV-CH-REPORT
	14.2.1.4.1
	14.2.1.4.2
	

	M-DISALLOWED-TV-CHS
	
	
	14.2.1.4.3

	M-OPERATING-TV-CH
	
	
	14.2.1.4.4


14.2.1.4.1 M-AVAIL-TV-CH-REPORT-REQUEST

14.2.1.4.1.1 Purpose

Sent by the BS SM to request the higher layers for a selection of an operating channel based on the available channel list information provided this primitive. Table 272 specifies the parameters for the M-AVAIL-TV-CH-REPORT-REQUEST primitive.

14.2.1.4.1.2 SAP Type

M-SAP

14.2.1.4.1.3 Operation Type

Information Request

14.2.1.4.1.4 Destination

BS Higher Layer (see Section 5.1, Figure 3)

14.2.1.4.1.5 Data

Table 259 M-AVAIL-TV-CH-REPORT-REQUEST Parameters
	Name
	Type
	Length
	Description

	Number of Available Channels
	Integer
	1 byte
	Number of channels provided

	For(i=0; i<Number of Available Channels; i++) {
	
	
	

	Channel Start Frequency
	Integer
	8 bytes
	Channel start frequency in Hz

	Channel End Frequency
	Integer
	8 bytes
	Channel end frequency in Hz

	Maximum Allowed EIRP
	Integer
	1 byte
	Maximum allowed EIRP on channel ‘TV Channel Number’, defined on the range -64 dBm to +63.5 dBm in 0.5 dB steps.

	}
	
	
	

	Mode
	Integer
	1 byte
	The expected response from the higher layers:

0x00 = Test

0x01 = Request for disallowed channel classification

0x02 = Request for selection of operating channel

0x03 – 0xFF: Reserved

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined in 14.1.5.


14.2.1.4.1.6 When Generated

The M-AVAIL-TV-CH-REPORT-REQUEST primitive is generated by the BS SM and issued to the higher layers either (depending on the mode) to request disallowed channel classification or selection of an operating channel during BS initialization as described in 7.14.1.
14.2.1.4.1.7 Effect of Receipt

When the higher layers receive the M-AVAIL-TV-CH-REPORT-REQUEST primitive, they generate an M-AVAIL-TV-CH-REPORT-INDICATION primitive to notify the SM if the request was successfully received.

14.2.1.4.2 M-AVAIL-TV-CH-REPORT-INDICATION

14.2.1.4.2.1 Purpose

The M-WRAN-SERVICE-REPORT-INDICATION primitive allows the higher layers to inform the SM if the receipt of the available channel list was successful. Table 267 specifies the parameters for the M-AVAIL-TV-CH-REPORT.confirm primitive.
14.2.1.4.2.2 SAP Type

M-SAP

14.2.1.4.2.3 Operation Type

Event Indication

14.2.1.4.2.4 Destination

BS SM

14.2.1.4.2.5 Data

Table 260 M-AVAIL-TV-CH-REPORT-INDICATION Parameters
	Name
	Type
	Length
	Description

	Status
	Integer
	1 byte
	The value indicates whether the request to select operating channel or disallowed channel classification was successfully generated:

0x00 = SUCCESS

0x01 = INVALID_REQUEST

0x02-0xFF = Reserved

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-AVAIL-TV-CH-REPORT-REQUEST. Time format defined in Section 14.1.5.


14.2.1.4.2.6 When Generated

The M-AVAIL-TV-CH-REPORT-INDICATION primitive is generated by the higher layers and issued to its MIB when an M-AVAIL-TV-CH-REPORT-REQUEST primitive is received to indicate whether the available channel list was successfully generated.

14.2.1.4.2.7 Effect of Receipt

When the SM of a CPE receives the M-AVAIL-TV-CH-REPORT-INDICATION primitive and depending on the mode, it expects the higher layers either to return nothing, an M-DISALLOWED-TV-CHS-CONFIRMATION primitive with classified disallowed channels, or an M-OPERATING-TV-CH-CONFIRMATION with the selected channel.
14.2.1.4.3 M-DISALLOWED-TV-CHS-CONFIRMATION

14.2.1.4.3.1 Purpose

The M-DISALLOWED-TV-CHS-CONFIRMATION primitive is used by the higher layers to return the disallowed channels on the available channel list to the SM per its request.  Table 268 specifies the parameters for the M-DISALLOWED-TV-CHS.indication primitive.

14.2.1.4.3.2 SAP Type

M-SAP

14.2.1.4.3.3 Operation Type

Information Confirmation

14.2.1.4.3.4 Destination

BS SM

14.2.1.4.3.5 Data

Table 261 M-DISALLOWED-TV-CHS-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Number of Disallowed Channels
	Integer
	1 byte
	Number of disallowed channels provided

	For(i=0; i<Number of Disallowed Channels; i++) {
	
	
	

	Channel Start Frequency
	Integer
	8 bytes
	Channel start frequency in Hz

	Channel End Frequency
	Integer
	8 bytes
	Channel end frequency in Hz

	}
	
	
	

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-AVAIL-TV-CH-REPORT-REQUEST. Time format defined in Section 14.1.5


14.2.1.4.3.6 When Generated

The M-DISALLOWED-TV-CHS-CONFIRMATION primitive is generated by the higher layers and issued to the MIB to indicate the disallowed channels from the available channel list.
14.2.1.4.3.7 Effect of Receipt

When the SM receives the M-DISALLOWED-TV-CHS-CONFIRMATION it will identify whether the response to its request for the higher layers to classify channels as disallowed from the available channel list was successfully received by the higher layers, in which case, the SM will obtain the classified disallowed channels and the BS will continue to the following steps of initialization and perform detection, described in 7.14.1.6. If the response is not successful the SM may decide to issue another request.
14.2.1.4.4 M-OPERATING-TV-CH-CONFIRMATION

14.2.1.4.4.1 Purpose

The M-OPERATING-TV-CH-CONFIRMATION primitive is used by the higher layers to return the selected operating channel on the available channel list to the SM per its request.  Table 269 specifies the parameters for the M-OPERATING-TV-CH-CONFIRMATION primitive.
14.2.1.4.4.2 SAP Type

M-SAP

14.2.1.4.4.3 Operation Type

Information Confirmation

14.2.1.4.4.4 Destination

BS SM

14.2.1.4.4.5 Data

Table 262 M-OPERATING-TV-CH-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Channel Start Frequency
	Integer
	8 bytes
	Channel start frequency in Hz

	Channel End Frequency
	Integer
	8 bytes
	Channel end frequency in Hz

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-AVAIL-TV-CH-REPORT-REQUEST. Time format defined in Section 14.1.5.


14.2.1.4.4.6 When Generated

The M-OPERATING-TV-CH-CONFIRMATION primitive is generated by the higher layers and issued to the BS SM to indicate the selected operating channel from the available channel list.
14.2.1.4.4.7 Effect of Receipt

When the SM receives the M-OPERATING-TV-CH-CONFIRMATION it will identify whether the response to its request for the higher layers to select the operating channel from the available channel list was successfully received by the higher layers, in which case, the SM will obtain the selected operating channel and the BS will continue to commence operation on the selected channel. If the response is not successful the SM may decide to issue another request.
14.2.1.5 CPE Reports the Resulting Available WRAN Services List

The selection of WRAN service by the CPE is performed by its higher layers.  The M-SAP is an interface that provides a means of exchange information between the SA and the higher layers.  Table 276 summarizes the primitives supported by the SM to pass the available WRAN services list and the selected WRAN service through the M-SAP interface. The primitives are discussed in the subclauses referenced in the table.
Table 276 — Available WRAN Services List Primitives supported by the M-SAP

	Name
	Request
	Indication
	Confirm

	M-WRAN-SERVICE-REPORT
	14.2.1.5.1
	
	14.2.1.5.3

	M-WRAN-SERVICE-INDICATION
	
	14.2.1.5.2
	


14.2.1.5.1 M-WRAN-SERVICE-REPORT-REQUEST

14.2.1.5.1.1 Purpose

The M-WRAN-SERVICE-REPORT-REQUEST primitive is sent by the CPE SA to request the higher layers for a selection of a WRAN service based on the available WRAN service list information provided this primitive.  Table 277 specifies the parameters for the M-WRAN-SERVICE-REPORT.request primitive.
14.2.1.5.1.2 SAP Type

M-SAP

14.2.1.5.1.3 Operation Type

Information Request

14.2.1.5.1.4 Destination

CPE Higher Layer (see Section 5.1, Figure 4)

14.2.1.5.1.5 Data

Table 277 M-WRAN-SERVICE-REPORT-REQUEST Parameters
	Name
	Type
	Length
	Description

	Number of Available Channels
	Integer
	1 byte
	Number of channels provided

	For(i=0; i<Number of Available Channels; i++) {
	
	
	

	Channel Start Frequency
	Integer
	8 bytes
	Channel start frequency in Hz

	Channel End Frequency
	Integer
	8 bytes
	Channel end frequency in Hz

	RSSI on Channel
	Integer
	1 byte
	Received signal strength on channel ‘TV Channel Number’, defined on the range -104 dBm to +23.5 dBm in 0.5 dB steps.

	}
	
	
	

	Timestamp
	Character String
	20 characters
	Timestamp of the present request at time of transmission. Time format defined in Section 14.1.5.


14.2.1.5.1.6 When Generated

The M-WRAN-SERVICE-REPORT-REQUEST primitive is generated by the CPE SA and issued to the higher layers to request a selection of a WRAN service during CPE initialization as described in 7.14.2.5.
14.2.1.5.1.7 Effect of Receipt

When the higher layers receive the M-WRAN-SERVICE-REPORT-REQUEST primitive, it generates a M-WRAN-SERVICE-INDICATION primitive to notify the CPE SA if the request was successfully received. If successful, the higher layers will then send a M-WRAN-SERVICE-REPORT-RESPONSE primitive containing a selected channel.

14.2.1.5.2 M-WRAN-SERVICE-INDICATION

14.2.1.5.2.1 Purpose

The M-WRAN-SERVICE-INDICATION primitive allows the higher layers to inform the SA if the request to select an available WRAN service was successful. Table 278 specifies the parameters for the M-WRAN-SERVICE-INDICATION primitive.
14.2.1.5.2.2 SAP Type

M-SAP

14.2.1.5.2.3 Operation Type

Event Indication

14.2.1.5.2.4 Destination

CPE SA

14.2.1.5.2.5 Data

Table 278 M-WRAN-SERVICE-INDICATION Parameters
	Name
	Type
	Length
	Description

	Status
	Integer
	1 byte
	The value indicates whether the request to select operating channel or disallowed channel classification was successfully generated:

0x00 = SUCCESS

0x01 = INVALID_REQUEST

0x02-0xFF = Reserved

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-WRAN-SERVICE-REPORT-REQUEST. Time format 


14.2.1.5.2.6 When Generated

The M-WRAN-SERVICE-INDICATION primitive is generated by the higher layers and issued to the CPE SA when an M-WRAN-SERVICE-REPORT-REQUEST primitive is received to indicate whether the request to select a WRAN service was successfully generated.
14.2.1.5.2.7 Effect of Receipt

When the CPE SA receives the M-WRAN-SERVICE-INDICATION primitive with a successful status, then it shall await a M-WRAN-SERVICE-REPORT-CONFIRMATION containing a selected channel. If the CPE receives the M-WRAN-SERVICE-REPORT-CONFIRMATION with a failure status, it may stop or send another M-WRAN_SERVICE-REPORT REQEUST to request service of a new channel. 
14.2.1.5.3 M-WRAN-SERVICE-REPORT-CONFIRMATION

14.2.1.5.3.1 Purpose

The M-WRAN-SERVICE-REPORT-CONFIRMATION primitive is used by the higher layers to return a selected WRAN channel from the available WRAN service list to the SA per its request.  Table 279 specifies the parameters for the M-WRAN-SERVICE-RESPONSE.indication primitive.
14.2.1.5.3.2 SAP Type

M-SAP

14.2.1.5.3.3 Operation Type

Information Confirmation

14.2.1.5.3.4 Destination

CPE SA

14.2.1.5.3.5 Data

Table 279 M-WRAN-SERVICE-REPORT-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Channel Start Frequency
	Integer
	8 bytes
	Channel start frequency in Hz

	Channel End Frequency
	Integer
	8 bytes
	Channel end frequency in Hz

	Timestamp
	Character String
	20 characters
	Copied from the timestamp in the M-WRAN-SERVICE-REPORT-REQUEST. Time format defined in Section 14.1.5


14.2.1.5.3.6 When Generated

The M-WRAN-SERVICE-REPORT-CONFIRMATION primitive is generated by the higher layers and issued to the CPE SA to indicate the selected channel from the available WRAN service list.
14.2.1.5.3.7 Effect of Receipt

When the SA receives the M-WRAN-SERVICE-REPORT-CONFIRMATION it will identify whether the response to its request for the higher layers to select a channel from the available WRAN service list was successfully received by the higher layers, in which case, the SA will obtain the selected channel and CPE will continue to the following steps of initialization. If the response is not successful the SA may decide to issue another query.
14.2.1.6 Antenna Primitives

Essential antenna information is provided to the MAC by the antenna through the M-SAP. The M-SAP is an interface that provides a means of exchanging information between the SM at the BS MAC and the SSA at the CPE MAC and their respective antenna. Table 280 summarizes the primitives supported by the MAC to access antenna information through the M-SAP interface. The primitives are discussed in the subclauses referenced in the Table.
Table 280 — Available WRAN Services List Primitives supported by the M-SAP

	Name
	Request
	Indication
	Confirm

	M-ANTENNA-INTEGRATED
	14.2.1.6.1
	
	14.2.1.6.2

	M-ANTENNA-INFOMRATION
	14.2.1.6.3
	
	14.2.1.6.4


14.2.1.6.1 M-ANTENNA-INTEGRATED-REQUEST

14.2.1.6.1.1 Purpose

The M-ANTENNA-INTEGRATED-REQUEST primitive allows the MAC to identify whether the device’s antenna is integrated or non-integrated through the M-SAP in order to know whether it is required to get antenna gain information for calculation of EIRP. The M-ANTENNA-INTEGRATED-REQUEST primitive has no attributes.
14.2.1.6.1.2 SAP Type

M-SAP

14.2.1.6.1.3 Operation Type

Information Request

14.2.1.6.1.4 Destination

Antenna Interface (see 9.12.2)

14.2.1.6.1.5 Data

There are no attributes for this primitive.
14.2.1.6.1.6 When Generated

The M-ANTENNA-INTEGRATED-REQUEST primitive shall be generated by the MAC and issued to its antenna to identify the whether its antenna is integrated or non-integrated.
14.2.1.6.1.7 Effect of Receipt

When the antenna receives the M-ANTENNA-INTEGRATED-REQUEST primitive, the antenna shall generate an M-ANTENNA-INTEGRATED-CONFIRMATION primitive to indicate whether the antenna is integrated or non-integrated.
14.2.1.6.2 M-ANTENNA-INTEGRATED-CONFIRMATION

14.2.1.6.2.1 Purpose

The M-ANTENNA-INTEGRATED-CONFIRMATION primitive allows the antenna to inform the MAC whether it is integrated or non-integrated through the M-SAP. Table 281 specifies the parameters for the M-ANTENNA-INTEGRATED-CONFIRMATION primitive.
14.2.1.6.2.2 SAP Type

M-SAP

14.2.1.6.2.3 Operation Type

Information Confirmation

14.2.1.6.2.4 Destination

CPE, BS

14.2.1.6.2.5 Data

Table 281 M-ANENNA-INTEGRATED-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Antenna Type
	Integer
	1 byte
	The value indicates whether the antenna is integrated or non-integrated:

0x00 = integrated antenna

0x01 = non-integrated antenna

0x02-0xFF - Reserved


14.2.1.6.2.6 When Generated

The M-ANTENNA-INTEGRATED-CONFIRMATION primitive shall be generated by the antenna and issued to its MAC when an M-ANTENNA-INTEGRATED-REQUEST primitive is received to indicate whether the antenna is integrated or non-integrated through the M-SAP.
14.2.1.6.2.7 Effect of Receipt

When the MAC receives the M-ANTENNA-INTEGRATED-CONFIRMATION primitive, the SM at the BS and the SSA at the CPE shall identify whether the antenna is integrated or non-integrated.
14.2.1.6.3 M-ANTENNA-INFORMATION-REQUEST

14.2.1.6.3.1 Purpose

The M-ANTENNA-INFORMATION-REQUEST primitive allows the MAC to request antenna information from the antenna. The M-ANTENNA-INFORMATION-REQUEST primitive has no attributes.
14.2.1.6.3.2 SAP Type

M-SAP

14.2.1.6.3.3 Operation Type

Information Request

14.2.1.6.3.4 Destination

Antenna Interface (see 9.12.2)

14.2.1.6.3.5 Data

This primitive has no attributes
14.2.1.6.3.6 When Generated

The M-ANTENNA-INFORMATION-REQUEST primitive shall be generated by the SM of a BS or the SSA of the CPE and issued to their respective antenna for antenna information.
14.2.1.6.3.7 Effect of Receipt

When the antenna receives the M-ANTENNA-INFORMATION-REQUEST primitive, the antenna shall generate an M-ANTENNA-INFORMATION-CONFIRMATION containing information that describes the attributes of the antenna.
14.2.1.6.4 M-ANTENNA-INFORMATION-CONFIRMATION

14.2.1.6.4.1 Purpose

The M-ANTENNA-INFORMATION-CONFIRMATION primitive is used to respond to the MAC request with antenna information. Table 282 specifies the parameters for the M-ANTENNA-INFORMATION-CONFIRMATION primitive.
14.2.1.6.4.2 SAP Type

M-SAP

14.2.1.6.4.3 Operation Type

Information Confirmation

14.2.1.6.4.4 Destination

CPE, BS

14.2.1.6.4.5 Data

Table 282 M-ANTENNA-INFORMATION-CONFIRMATION Parameters
	Name
	Type
	Length
	Description

	Number of channels
	Integer
	1 byte
	This indicates the number of channels that gain information is provided for.

	For(i=0; i<Number of Available Channels; i++) {
	
	
	

	Channel_Number
	Integer
	1 byte
	TV Channel Number

	Maximum Gain
	Integer
	1 byte
	Maximum Gain on ‘TV Channel Number’, defined on the range -63.75 dBi to 0 dBi in 0.25 dB steps.

	}
	
	
	


14.2.1.6.4.6 When Generated

The M-ANTENNA-INFORMATION-CONFIRMATION primitive shall be generated by the antenna and issued to the MAC to respond with information about the antenna.
14.2.1.6.4.7 Effect of Receipt

When the MAC receives the M-ANTENNA-INFORMATION.response, MAC shall store the maximum gain (dBi) for each channel so that the device can convert from transmit power to EIRP.
[============================================End of new text=========================================]
3) Add the following text to the end of section 14.1.5:

[============================================Start of new text=========================================]
Primitives with data fields that represent a time value or time stamp, shall be defined in terms of UTC time. The format of the string is pulled from IETF RFC 3339. The following format shall be used: “YYYY-MM-DDThh:mm:ssZ”; where YYYY is the 4 digit year, MM is the 2 digit month (1..12), DD is the 2 digit day (01..31), hh is the 2 digit hour (00..23), mm is the 2 digit minute (00..59), and ss is the 2 digit minute (00..59).

[============================================End of new text=========================================]
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Abstract


This contribution includes that text that was developed to address CID 5 & 8 in the LB2 database (DCN: 22-12/85r1). The following text defines M-SAP primitives.








30 Note that this interface allows enlistment of TVBD devices (beyond IEEE 802.22 BS and CPE) that may not need to be formally “registered” as required by the FCC R&O 08-260 for potential broader capability and applicability of the database service.


31 Antenna directionality will represent the antenna gain pattern in the horizontal plan in dB referred to the gain of its main lobe and it is assumed that the database service will use its knowledge of the geolocation of the base station and the device being enlisted to calculated the azimuth of the device antenna main lobe for interference calculations in the case of base station and CEP operation. Omni directional antennas shall be assumed as the default.


33 See Footnote 3


33 See Footnote 3
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